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AWS Kit de herramientas con Amazon Q

Esta es la guia del usuario del Kit de herramientas de AWS para Visual Studio con Amazon Q. Si
esta buscando el Kit de herramientas para AWS VS Code, consulte la Guia del usuario del AWS
Toolkit for Visual Studio Code.

; Qué es el kit de AWS herramientas para Toolkit for Visual Studio
con Amazon Q7

El AWS Toolkit for Visual Studio con Amazon Q es una extension para el IDE de Visual Studio
que facilita el desarrollo, la depuracion y el despliegue de aplicaciones.NET que utilizan Amazon
Web Services. EI AWS kit de herramientas de Amazon Q es compatible con las versiones 2022
y posteriores de Visual Studio. Para obtener mas detalles acerca de como descargar e instalar el
conjunto de herramientas, consulte el tema Instalacion y configuracion en esta Guia del usuario.

(@ Note

El Kit de herramientas para Visual Studio también se publicé para las versiones 2008, 2010,
2012, 2013, 2015, 2017 y 2019 de Visual Studio. Sin embargo, estas versiones ya no son
compatibles. Para obtener mas informacion, consulte el tema Instalacion y configuracion en
esta Guia del usuario.

El AWS kit de herramientas de Amazon Q contiene las siguientes funciones para mejorar su
experiencia de desarrollo.

AWS Explorador

Se puede acceder a la ventana de herramientas del AWS explorador en el menu Ver del IDE y

le permite interactuar con AWS los servicios de Visual Studio. Para obtener una lista de AWS los
servicios y caracteristicas compatibles, consulte el tema Como trabajar con AWS servicios de esta
Guia del usuario.

Amazon Q

Hable con un desarrollador de Amazon Q en Visual Studio para hacerle preguntas sobre la creacion
AWS y obtener ayuda con el desarrollo de software. Amazon Q puede explicar conceptos de

¢ Qué es el kit de AWS herramientas para Toolkit for Visual Studio con Amazon Q? 1
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codificacion y fragmentos de cddigo, generar cédigo y pruebas unitarias, asi como mejorar el cédigo
mediante |la depuracion o la refactorizacion.

Para instalar y configurar Amazon Q para el Kit de herramientas para Visual Studio, consulte el
tema Introduccion en esta Guia del usuario. Para obtener mas informacién sobre cémo trabajar
con Amazon Q Developer, consulte el IDEs tema Amazon Q Developer en la Guia del usuario para

desarrolladores de Amazon Q. Para obtener informacién detallada sobre los planes y precios de
Amazon Q, consulta la guia de precios de Amazon Q.

Informacion relacionada

Para abrir una edicion o ver las ediciones pendientes actualmente, visita https://github.com/aws/aws-
toolkit-visual-studio/issues.

Para obtener mas informacién sobre Visual Studio, visite https://visualstudio.microsoft.com/vs/.

Informacion relacionada 2
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Amazon Q

; Qué es Amazon Q?

A partir del 30 de abril de 2024, Amazon CodeWhisperer pasa a formar parte de Amazon Q
Developer, lo que incluye sugerencias de cédigo en linea y analisis de seguridad.

Para obtener mas informacion sobre como trabajar con Amazon Q Developer en el AWS Toolkit for
Visual Studio, consulte el tema Amazon Q Developer en los IDE en la Guia del usuario de Amazon Q
Developer. Para obtener informacion detallada sobre los planes y precios de Amazon Q, consulta la
guia de precios de Amazon Q.

¢ Qué es Amazon Q? 3
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Descarga del Kit de herramientas para Visual Studio

Puede descargar, instalar y configurar el Kit de herramientas para Visual Studio en Visual Studio
Marketplace en su IDE. Para obtener instrucciones detalladas, consulte la seccién Instalacion del Kit
de herramientas de AWSpara Visual Studio en el tema Introduccién de esta Guia del usuario.

Descarga del Kit de herramientas en Visual Studio Marketplace

Descargue los archivos de instalaciéon del Kit de herramientas para Visual Studio desde el sitio de
descargas de AWS para Visual Studio en su navegador web.

Kits de herramientas de IDE adicionales de AWS

Ademas del Kit de herramientas para Visual Studio, AWS también ofrece kits de herramientas de IDE
para VS Code y JetBrains.

Enlaces al AWS Toolkit for Visual Studio Code

 Siga este enlace para descargar el AWS Toolkit for Visual Studio Code desde VS Code
Marketplace.

» Para obtener mas informacién sobre el AWS Toolkit for Visual Studio Code, consulte la Guia del
usuario de AWS Toolkit for Visual Studio Code.

Enlaces al AWS Toolkit for JetBrains

» Siga este enlace para descargar el AWS Toolkit for JetBrains desde JetBrains Marketplace.

» Para obtener mas informacién sobre el AWS Toolkit for JetBrains, consulte la Guia del usuario de
AWS Toolkit for JetBrains.

Descarga del Kit de herramientas en Visual Studio Marketplace 4
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Introduccion

El AWS Toolkit for Visual Studio hace que sus servicios y recursos de AWS estén disponibles
directamente desde su entorno de desarrollo integrado (IDE) de Visual Studio.

Para ayudarle a empezar, en los siguientes temas se explica como preparar, instalar y configurar el
AWS Toolkit for Visual Studio.

Temas

+ Instalacion y configuracion del AWS Toolkit for Visual Studio

* Conectarse a AWS

» Solucién de problemas de instalacion para el AWS Toolkit for Visual Studio

* Vinculacién de ventanas y perfiles

Instalacidon y configuracion del AWS Toolkit for Visual Studio

En los temas siguientes se describe como descargar, instalar, configurar y desinstalar el AWS Toolkit
for Visual Studio.

Temas

« Requisitos previos

» |nstalacion del AWS Toolkit for Visual Studio

* Desinstalando el AWS Toolkit for Visual Studio

Requisitos previos

A continuacion se enumeran los requisitos previos para configurar las versiones compatibles del
AWS Toolkit for Visual Studio.

Visual Studio 19 o una version posterior

Windows 10 o una version posterior

Acceso de administrador a Windows y a Visual Studio

Credenciales AWS de IAM activas

Instalacién y configuracion 5
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® Note

AWS Toolkit for Visual Studio Hay versiones no compatibles de las disponibles para Visual
Studio 2008, 2010, 2012, 2013, 2015 y 2017. Para descargar una version no compatible,
vaya a la pagina de AWS Toolkit for Visual Studio y elija la version que desee en la lista de
enlaces de descarga.

Para obtener mas informacién sobre las credenciales de IAM o para crear una cuenta, vaya a
la puerta de enlace de la consola de AWS.

Instalacion del AWS Toolkit for Visual Studio

Para instalarlo AWS Toolkit for Visual Studio, busque su version de Visual Studio mediante los
siguientes procedimientos y complete los pasos necesarios. Los enlaces de descarga de todas
las versiones AWS Toolkit for Visual Studio se encuentran en la pagina de AWS Toolkit for Visual
Studioinicio.

® Note

Si tiene problemas durante la instalacion AWS Toolkit for Visual Studio, consulte el tema
Solucion de problemas de instalacién de esta guia.

Instalacion del AWS Toolkit for Visual Studio para Visual Studio 2022

Para instalar AWS Toolkit for Visual Studio 2022 desde Visual Studio, complete los siguientes pasos:

1. En el menu principal, vaya a Extensiones y seleccione Administrar extensiones.
2. En el cuadro de busqueda, busque AWS.

3. Pulse el botdn Descargar de la versidn que corresponda de Visual Studio 2022 y siga las
instrucciones de instalacion.

(® Note

Es posible que tenga que cerrar y reiniciar Visual Studio manualmente para completar el
proceso de instalacion.

Instalacion del AWS kit de herramientas 6
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4. Cuando se hayan completado la descarga y la instalacion, puede abrirlas AWS Toolkit for Visual
Studio seleccionando el AWS Explorador en el menu Ver.

Instalacion del AWS Toolkit for Visual Studio para Visual Studio 2019

Para instalar AWS Toolkit for Visual Studio 2019 desde Visual Studio, complete los siguientes pasos:

1. En el menu principal, vaya a Extensiones y seleccione Administrar extensiones.
2. En el cuadro de busqueda, busque AWS.

3. Pulse el boton Descargar de Visual Studio 2017 y 2019 y siga las instrucciones.

(® Note

Es posible que tenga que cerrar y reiniciar Visual Studio manualmente para completar el
proceso de instalacion.

4. Cuando se hayan completado la descarga y la instalacion, puede abrirlas AWS Toolkit for Visual
Studio seleccionando el AWS Explorador en el menu Ver.

Desinstalando el AWS Toolkit for Visual Studio

Para desinstalarlo AWS Toolkit for Visual Studio, busque su versién de Visual Studio mediante los
siguientes procedimientos y complete los pasos necesarios.

Desinstalar el AWS Toolkit for Visual Studio para Visual Studio 2022

Para desinstalar AWS Toolkit for Visual Studio 2022 de Visual Studio, complete los siguientes pasos:

1. En el menu principal, vaya a Extensiones y seleccione Administrar extensiones.
2. En el menu de navegacion Administrar extensiones, expande el encabezado Instalado.

3. Localice la extension AWS Toolkit for Visual Studio 2022 y pulse el boton Desinstalar.

(® Note

Si AWS Toolkit for Visual Studio no esta visible en la seccion Instalados del menu de
navegacion, es posible que deba reiniciar Visual Studio.
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4. Siga las indicaciones que aparecen en pantalla para completar el proceso.

Desinstalar el AWS Toolkit for Visual Studio para Visual Studio 2019

Para desinstalar AWS Toolkit for Visual Studio 2019 de Visual Studio, complete los siguientes pasos:

1. En el menu principal, vaya a Herramientas y seleccione Administrar extensiones.

2. En el menu de navegacion Administrar extensiones, expande el encabezado Instalado.
3. Localice la extension AWS Toolkit for Visual Studio 2019 y pulse el boton Desinstalar.
4

Siga las indicaciones que aparecen en pantalla para completar el proceso.

Desinstalar el AWS Toolkit for Visual Studio para Visual Studio 2017

Para desinstalar AWS Toolkit for Visual Studio 2017 en Visual Studio, complete los siguientes pasos:

1. En el menu principal, vaya a Herramientas y seleccione Extensiones y actualizaciones.

2. En el menu de navegacion Extensiones y actualizaciones, expande el encabezado Instalado.
3. Localice la extension AWS Toolkit for Visual Studio 2017 y pulse el boton Desinstalar.
4

Siga las indicaciones que aparecen en pantalla para completar el proceso.

Desinstalar el AWS Toolkit for Visual Studio para Visual Studio 2013 0 2015

Para desinstalar AWS Toolkit for Visual Studio 2013 o 2015, complete los siguientes pasos:

1. Desde el panel de control de Windows, abra Programas y caracteristicas.

(® Note

Puede abrir Programas y caracteristicas inmediatamente ejecutando appwiz.cpl enla
linea de comandos de Windows o desde el cuadro de dialogo Ejecutar de Windows.

2. Enlalista de programas instalados, abra el menu contextual (clic con el botdn derecho) de
Herramientas de AWS para Windows.

3. Seleccione Desinstalar y siga las instrucciones para completar el proceso de desinstalacion.
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® Note

El directorio Muestras no se elimina durante el proceso de desinstalacion. Este directorio
se conserva por si se han modificado las muestras. Se debe eliminar manualmente.

Conectarse a AWS

En las siguientes secciones se describe como empezar a utilizar el kit de AWS herramientas
de Toolkit for Visual Studio con Amazon Q. La primera vez que inicie Visual Studio tras instalar
la extension, aparecera una ventana de introduccion en la ventana del editor. En la pestana
Introduccién, puede realizar las siguientes acciones.

Activa o desactiva Amazon Q y el AWS kit de herramientas.

« Agregar credenciales nuevas y autenticarse con ellas.

Autenticarse con las credenciales existentes.

+ Acceda a la documentacion y los tutoriales que le ayudaran a empezar a trabajar con Amazon Q y
el Kit de herramientas de AWS .

Requisitos previos

Para empezar a trabajar con Amazon Q y el AWS kit de herramientas, debes autenticarte con AWS
credenciales. Si anteriormente configuraste una AWS cuenta y te autenticaste a través de otra
AWS herramienta o servicio (como el AWS Command Line Interface), el AWS kit de herramientas
detectara automaticamente tus credenciales. Si es la primera vez que ha creado una cuenta AWS
o no la ha creado, puede crearla AWS desde el portal de AWS registro. Para obtener informacion

detallada sobre cémo configurar una AWS cuenta nueva, consulta el tema de descripcion general de
la Guia del usuario de AWS configuracion.

Conectarse a AWS desde el kit de herramientas

Para conectarse a sus AWS cuentas desde el AWS kit de herramientas, abra la pestafia Primeros
pasos en cualquier momento. Para ello, siga estos pasos.
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Abrir la pestana Introduccion en Visual Studio

1. En Visual Studio, expanda Extensiones en el menu principal y, a continuacién, expanda el
submenu Kit de herramientas de AWS .

2. Elija Empezar.

3. La pestana Introduccion se abre en la ventana del editor de Visual Studio.

En la pestana Introduccién, hay dos secciones principales:

» Caracteristicas: en esta seccion puedes activar o desactivar funciones como Amazon Q y el AWS
kit de herramientas.

» Documentacion y tutoriales: una seleccion de referencias sobre las caracteristicas que tiene
habilitadas.

® Note

La seccidn de documentacion y tutoriales solo esta visible cuando una o mas
caracteristicas estan habilitadas.

Amazon Q Developer

En la seccion Amazon Q de la pestafa Introduccion, puede activar o desactivar Amazon Q, anadir
una nueva conexion o cambiar a una conexion de AWS diferente. Para poder ver o acceder a
cualquiera de estas acciones, Amazon Q debe estar activado. Para activar Amazon Q, haga clic en el
botén Activar.

Cuando Amazon Q esta deshabilitado, todas las caracteristicas y funciones de Amazon Q

se eliminan por completo de Visual Studio. Al activar Amazon Q, se abre automaticamente la
Autenticacion de configuracion para Amazon Q en la pestaia Introduccion. Para continuar, debe
autenticarse con sus AWS IAM ldentity Center credenciales para acceder al nivel profesional o con
su ID de AWS constructor para acceder al nivel gratuito. Para obtener informacion detallada sobre
cada una de las opciones de niveles, consulte el tema Como entender los niveles de servicio para
Amazon Q Developer en la Guia del usuario de Amazon Q Developer.

Para continuar, complete uno de los siguientes procedimientos.
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Autenticarse a nivel profesional con el IAM Identity Center

(® Note

Los campos Nombre de perfil, URL de inicio, Regidn del perfil o Regién del SSO que

se requieren para autenticarse en el nivel profesional suelen ser proporcionados por

un administrador de su empresa u organizacion. Para obtener mas informacion sobre
credenciales del IAM Identity Center, consulte el tema ; Qué es IAM Identity Center? en la
Guia del usuario de IAM Identity Center de AWS .

1. Enla pantalla Getting Started: AWS Toolkit with Amazon Q, selecciona el botdn Iniciar sesion en
el icono de Amazon Q para ir a la pantalla Configurar la autenticacién para Amazon Q.

2. Enla pantalla Configurar la autenticacién para Amazon Q, dirijase a la seccion del Nivel
profesional, rellene los campos obligatorios y pulse el boton Conectar.

3. Confirma que deseas abrir el portal de solicitudes de AWS autorizacion en tu navegador web
predeterminado.

4. Complete los pasos requeridos por el portal de AWS autorizacion de solicitudes. Recibira una
notificacion cuando sea seguro cerrar el navegador y volver a Visual Studio

5. Enla pestana Introduccién, Amazon Q se actualiza para mostrar que esta conectado con el IAM
Identity Center cuando se haya completado el proceso.

Autenticacion de nivel gratuita con AWS Builder ID

@ Note

Para obtener mas informacién sobre AWS Builder ID, consulte el tema Iniciar sesion con
AWS Builder ID en la Guia del usuario de AWS inicio de sesion.

1. Enla pantalla Getting Started: AWS Toolkit with Amazon Q, selecciona el botén Iniciar sesion en
el icono de Amazon Q para ir a la pantalla Configurar la autenticacion para Amazon Q.

2. Enla pantalla Configurar la autenticacién para Amazon Q, dirijase a la seccidn Nivel gratuito y
seleccione el boton Registrarse o Iniciar sesion.

3. Confirma que deseas abrir el portal de solicitudes de AWS autorizacion en tu navegador web
predeterminado.
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4. Complete los pasos requeridos por el portal de AWS autorizacion de solicitudes y recibira una
notificacion cuando sea seguro cerrar el navegador y volver a Visual Studio.

5. Enla pestana Getting Started, Amazon Q se actualiza para mostrar que estas conectado con tu
ID de AWS constructor cuando se complete el proceso.

Una vez que se haya autenticado con sus credenciales de IAM Identity Center o AWS Builder ID,
podra acceder a Amazon Q en Visual Studio. Ademas, puede realizar las siguientes acciones en la
pestana Introduccion:

» Cerrar sesion: desconecta su conexion de credenciales actual de todas las funciones de Amazon
Q. Amazon Q permanece activado, pero la mayoria de las caracteristicas no funcionan.

* Inhabilitar Amazon Q: desactiva por completo todas las caracteristicas de Amazon Q en Visual
Studio.

AWS Kit de herramientas

En la seccion del AWS kit de herramientas de la pestana Introduccién al AWS kit de herramientas,
puede activar o desactivar el AWS kit de herramientas, afiadir una conexiéon nueva o cambiar a una
conexion diferente. AWS Para poder ver o acceder a cualquiera de estas acciones, el AWS kit de
herramientas debe estar activado. Para activar el AWS kit de herramientas, haga clic en el boton
Activar.

Cuando el AWS kit de herramientas esta activado, la autenticacion de configuracion del AWS

kit de herramientas se carga automaticamente en la pestafia Cémo empezar con el AWS kit de
herramientas. Para continuar, debe autenticarse con sus credenciales AWS IAM Identity Center o
con las credenciales del rol de usuario de IAM.

® Note

Para obtener mas informacién sobre credenciales del IAM Identity Center, consulte el tema
¢, Qué es IAM Identity Center? en la Guia del usuario de IAM Identity Center de AWS . Para
obtener informacion detallada sobre las credenciales de los roles de usuario de IAM, consulte

el tema Claves de AWS acceso: credenciales a largo plazo en la guia de referencia AWS
SDKs y herramientas.
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Autenticacion y conexion con IAM ldentity Center

1.

10.

En la pantalla Getting Started: AWS Toolkit with Amazon Q, pulse el botén Iniciar sesion en el
mosaico del AWS kit de herramientas para ir a la pantalla Configurar la autenticacion para AWS
Toolkit.

En la pantalla Configurar la autenticacion para el AWS kit de herramientas, seleccione 1AM
Identity Center (sucesor del inicio de sesion unico) en el menu desplegable del tipo de perfil.

En el menu desplegable Elegir entre un perfil existente o anadir uno nuevo, elija un perfil
existente o seleccione Anadir nuevo perfil para afadir nueva informacién de perfil.

(® Note

Si elige un perfil existente, vaya al paso 7.

En el campo de texto Nombre de perfil, introduzca el profile name asociado con la cuenta
IAM Identity Center con el que quiera autenticarse.

En el campo de texto URL de inicio, introduzca la Start URL que esta asociada a sus
credenciales de |IAM Identity Center.

En el menu desplegable Region del perfil (por defecto es us-east-1), seleccione la Region del
perfil definida por el perfil de usuario de IAM Identity Center con el que se esta autenticando.

En el menu desplegable Region de SSO (por defecto es us-east-1), seleccione la Region de
SSO definida por sus credenciales de |IAM Identity Center.

Elija el boton Conectar para abrir el sitio Autorizar solicitud de AWS en el navegador web
predeterminado.

Siga cada una de las indicaciones en su navegador web predeterminado. Se le notificara cuando
el proceso de autorizacion haya terminado, de modo que sera seguro cerrar su navegador y
regresar a Visual Studio.

En la pestana Introduccion, la seccion del Kit de herramientas de AWS se actualiza para mostrar
que esta conectado con el IAM Identity Center cuando se haya completado el proceso.

Autentiquese y conéctese con las credenciales de Roles de usuario de IAM

1.

En la pantalla Getting Started: AWS Toolkit with Amazon Q, pulse el botén Iniciar sesion en el
mosaico del AWS kit de herramientas para ir a la pantalla Configurar la autenticacion para AWS
Toolkit.
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2. Enla pantalla Configurar la autenticacion para el AWS kit de herramientas, seleccione el rol de
usuario de IAM en el menu desplegable del tipo de perfil.

3. En el menu desplegable Elegir entre un perfil existente o afiadir uno nuevo, elija Add new
profile.

® Note

Si elige un nombre de perfil existente de la lista, vaya al paso 8.

4. En el campo de texto Nombre de perfil, introduzca el nombre de su nuevo perfil.

5. En el campo de texto ID de clave de acceso, introduzca el Access Key ID del perfil con el que
desea autenticarse.

6. En el campo de texto Clave secreta, introduzca el Secxet Key del perfil con el que desea
autenticarse.

7. En el menu desplegable Ubicacién de almacenamiento (el valor predeterminado es Archivo de
credenciales compartidas), especifique si desea almacenar sus credenciales en un archivo de
Credenciales compartidas o en .NET Encrypted Store.

8. Enlos menus desplegables Region de perfil (por defecto, us-east-1), elija la Particion y la Region
de perfil que estan adjuntas al perfil con el que desea autenticarse.

9. Pulse el botén Conectar para anadir este perfil a su ubicacion AWS de almacenamiento con
AWS la que and/or autenticarse.

10. En la pestana Introduccion, la seccién del Kit de herramientas de AWS se actualiza para
mostrar que esta conectado con las credenciales de su rol de usuario de IAM cuando se haya
completado el proceso.

Una vez que se haya autenticado con sus credenciales del IAM Identity Center o del rol de usuario
de IAM, podra acceder al AWS Explorador en el Toolkit for Visual Studio. Ademas, puede cerrar
sesidn y deshabilitar el kit de herramientas de AWS para Visual Studio con Amazon Q desde la
pestana Introduccion.

Documentacion y tutoriales

La seccion de documentacion y tutoriales se actualiza automaticamente con sugerencias de
documentacion y tutoriales en funcion de sus preferencias de AWS servicio y funciones. Estas
referencias solo estan visibles cuando se ha activado al menos una caracteristica.
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Solucion de problemas de instalacion para el AWS Toolkit for
Visual Studio

Se sabe que la siguiente informacion resuelve problemas de instalacién comunes durante la
configuracion del AWS Toolkit for Visual Studio.

Si se produce un error durante la instalacion del AWS Toolkit for Visual Studio o no esta claro si la
instalacion se ha completado o no, revise la informacidén de cada una de las secciones siguientes.

Permisos de administrador de Visual Studio

La extension AWS Toolkit for Visual Studio requiere permisos de administrador para garantizar el
acceso a todos los servicios y caracteristicas de AWS.

Si tiene permisos de administrador local, es posible que sus permisos de administrador no se
extiendan directamente a su instancia de Visual Studio.

Para iniciar Visual Studio con permisos de administrador en local:

1. Desde Windows, busque el lanzador de aplicaciones de Visual Studio (icono).

2. Abra el menu contextual (haga clic con el botén derecho) del icono de Visual Studio para abrir el
menu contextual.

3. Seleccione Ejecutar como administrador en el menu contextual.

Para iniciar Visual Studio con permisos de administrador en remoto:

1. Desde Windows, busque el iniciador de aplicaciones de la aplicacion que esté utilizando para
conectarse a su instancia remota de Visual Studio.

2. Abra el menu contextual (haga clic con el boton derecho) del icono de la aplicacion para abrir el
menu contextual.

3. Seleccione Ejecutar como administrador en el menu contextual.

(® Note

Tanto si ejecuta el programa de forma local como si se conecta en remoto, es posible que
Windows le pida que confirme sus credenciales administrativas.
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Obtencidon de un registro de instalacion

Si ha completado los pasos de la seccion anterior Permisos de administrador que se encuentra mas
arriba y ha confirmado que esta ejecutando Visual Studio o se esta conectando al programa con
permisos de administrador, la obtencion de un archivo de registro de instalacion puede ayudarle a
diagnosticar otros problemas.

Para llevar a cabo la instalacion manual del AWS Toolkit for Visual Studio desde un archivo .vsixy
generar un archivo de registro de la instalacion, siga estos pasos.

1. Enla pagina de inicio del AWS Toolkit for Visual Studio, vaya al enlace de descarga y guarde el
archivo .vsix de la version de AWS Toolkit for Visual Studio que desee instalar.

2. En el menu principal de Visual Studio, expanda el encabezado Herramientas, expanda
el submenu de la linea de comandos y, a continuacion, elija Simbolo del sistema para
desarrolladores de Visual Studio.

3. En Simbolo del sistema para desarrolladores de Visual Studio, introduzca el comando
vsixinstaller con el siguiente formato:

vsixinstaller /logFile:[file path to log file] [file path to Toolkit
installation file]

4. Sustituya [file path to log file] por el nombrey la ruta completa del archivo
del directorio en el que desee crear el registro de instalacion. Un ejemplo del comando
vsixinstaller con larutay el nombre de archivo especificados tiene el siguiente aspecto:

vsixinstaller /logFile:C:\Users\Documents\install-log.txt [file path to
AWSToolkitPackage.vsix]

5. Sustituya [file path to Toolkit installation file] por la ruta completa del
directorio en el se encuentra AWSToolkitPackage.vsix.

Un ejemplo del comando vsixinstaller con la ruta completa del archivo de instalacién del kit
de herramientas debe tener el siguiente aspecto:

vsixinstaller /logFile:[file path to log file] C:\Usexrs\Downloads
\AWSToolkitPackage.vsix

6. Compruebe que el nombre y las rutas del archivo son correctos y, a continuacion, ejecute el
comando vsixinstaller.

Un ejemplo del comando vsixinstaller completo tiene este aspecto:
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vsixinstaller /logFile:C:\Users\Documents\install-log.txt C:\Users
\Downloads\AWSToolkitPackage.vsix

Instalacion de diferentes extensiones de Visual Studio

Si ha obtenido un archivo de registro de instalacion y sigue sin poder determinar por qué se produce
un error en el proceso de instalacion, compruebe si puede instalar otras extensiones de Visual
Studio. La instalacién de otras extensiones distintas de Visual Studio puede proporcionar informacion
adicional sobre los problemas de instalacion. Si no puede instalar ninguna extension de Visual
Studio, puede que tenga que solucionar los problemas con Visual Studio, en lugar de hacerlo con el
AWS Toolkit for Visual Studio.

Como contactar con el servicio de soporte

Si ya ha revisado todas las secciones de esta guia y necesita mas recursos o asistencia adicional,
puede consultar casos de problemas anteriores o abrir un caso nuevo desde Problemas de Github y
el AWS Toolkit for Visual Studio.

Para ayudar a agilizar la solucion del problema, siga estos pasos:

« Compruebe los casos de problemas anteriores y los actuales para comprobar si alguien se ha
topado antes con una situacién similar.

« Tome notas detalladas de cada paso que haya tomado para solucionar el problema.

» Guarde todos los archivos de registro que haya obtenido al instalar el AWS Toolkit for Visual
Studio u otras extensiones.

+ Adjunte los archivos de registro de instalacion de AWS Toolkit for Visual Studio al nuevo caso del
que esta informando.

Vinculacion de ventanas y perfiles

Vinculacion de ventanas y perfiles del kit de herramientas para Visual
Studio

Cuando trabaje con las herramientas de publicacion, los asistentes y otras caracteristicas del kit de
herramientas para Visual Studio, tenga en cuenta lo siguiente:
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» La ventana del Explorador de AWS esta vinculada unicamente a un perfil y una region a la vez.
Las ventanas que se abren desde el Explorador de AWS quedan vinculadas a ese perfil y esa
region de forma predeterminada.

« Cuando abra una nueva ventana, puede usar dicha instancia del Explorador de AWS para cambiar

a un perfil o una region diferente.

» Las herramientas y caracteristicas de publicacion del kit de herramientas para Visual Studio
utilizan automaticamente y de forma predeterminada el perfil y la region configurados en el
Explorador de AWS.

+ Si se especifica un nuevo perfil o regidon en una herramienta de publicaciéon, un asistente o una
caracteristica, todos los recursos que se creen posteriormente utilizaran esta nueva configuracion
de perfil y region.

« Si tiene varias instancias de Visual Studio abiertas, cada una de ellas puede estar vinculada a un
perfil y una region diferentes.

» El Explorador de AWS guarda el ultimo perfil y la ultima regidn especificados y estos valores se
conservaran en la ultima instancia de Visual Studio cerrada.

Vinculacién de ventanas y perfiles del kit de herramientas para Visual Studio
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Autenticacion y acceso

No necesita autenticarse para empezar AWS a trabajar con el AWS Toolkit for Visual Studio con
Amazon Q. Sin embargo, la AWS mayoria de los recursos se administran a través AWS de una
cuenta. Para acceder a todos los servicios y caracteristicas del AWS Toolkit for Visual Studio con
Amazon Q, necesitara al menos dos tipos de autenticacién de cuenta:

1. Ya sea AWS |dentity and Access Management (IAM) o AWS IAM Identity Centerautenticacién
para sus cuentas. AWS La mayoria de AWS los servicios y recursos se administran a través de
IAM y del IAM ldentity Center.

2. EI AWS Builder ID es opcional para algunos otros servicios. AWS
Los siguientes temas contienen detalles adicionales e instrucciones de configuracion para cada tipo
de credencial y método de autenticacion.

Temas

* AWS Las credenciales del IAM Identity Center estan en AWS Toolkit for Visual Studio

 AWS Credenciales de IAM

 AWS ID de constructor

* Autenticacion multifactor (MFA) en el Kit de herramientas para Visual Studio

» Configuracion de credenciales externas

 Actualizacion de firewalls y puertas de enlace para permitir el acceso

AWS Las credenciales del IAM Identity Center estan en AWS
Toolkit for Visual Studio

AWS IAM Identity Center es la mejor practica recomendada para gestionar la autenticacion de su
AWS cuenta.

Para obtener instrucciones detalladas sobre como configurar el Centro de Identidad de IAM para

los kits de desarrollo de software (SDKs) y el AWS Toolkit for Visual Studio, consulte la seccion de
autenticacion del Centro de Identidad de IAM de la Guia de referencia de herramientas AWS SDKs y
las herramientas.
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Autenticacion con el Centro de Identidad de IAM desde AWS Toolkit for
Visual Studio

Para autenticarse en el Centro de Identidad de IAM desde el AWS Toolkit for Visual Studio
anadiendo un perfil del Centro de Identidad de IAM a su config archivo credentials o archivo,
siga estos pasos.

1. En el editor de texto que prefiera, abra la informacion de AWS credenciales almacenada en el
archivo. <hone-directory>\.aws\credentials

2. Enelcredentials file, enlaseccién [default], afiada una plantilla para un perfil
especifico del IAM Identity Center. La siguiente es una plantilla de ejemplo:

/A Important

No utilice la palabra profile al crear una entrada en el archivo credential porque
crearia un conflicto con las convenciones de nomenclatura del archivo credential.
Incluya el prefijo profile_ Unicamente cuando configure un perfil con nombre en el
archivo config.

[sso-user-1]

sso_start_url = https://example.com/start
sso_region = us-east-2

sso_account_id = 123456789011
sso_role_name = readOnly

region = us-west-2

+ sso_start_url: la URL que apunta al portal de usuario del IAM Identity Center de su
organizacion.

* sso_region: la AWS regidn que contiene el host del portal de IAM Identity Center. Puede ser
diferente de la AWS region especificada mas adelante en el region parametro predeterminado.

* sso_account_id: el ID de AWS cuenta que contiene el rol de IAM con el permiso que desea
conceder a este usuario del IAM Identity Center.

* sso_role_name: el nombre del rol de IAM que define los permisos que tiene el usuario cuando
utiliza el perfil para obtener credenciales mediante el IAM Identity Center.
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« region: la AWS regién predeterminada en la que inicia sesion este usuario del Centro de
|dentidad de IAM.

(® Note

También puede anadir un perfil habilitado para el Centro de Identidad de IAM AWS

CLI ejecutando el aws configure sso comando. Tras ejecutar este comando,

debe proporcionar valores para la URL de inicio del Centro de Identidad de IAM
(sso_start_url)yla AWS Regién (region) que aloja el directorio del Centro de Identidad
de IAM.

Para obtener mas informacién, consulte Configuracioén de la AWS CLI para usar el inicio de

sesion AWS unico en la Guia del AWS Command Line Interface usuario.

Iniciar sesion con el IAM Identity Center

Al iniciar sesion con un perfil de IAM Identity Center, se inicia el navegador predeterminado con

el sso_start_url especificado en su credential file. Debe verificar sus datos de inicio de
sesion en el IAM Identity Center antes de poder acceder a sus AWS recursos. AWS Toolkit for Visual
Studio Si sus credenciales caducan, tendra que repetir el proceso de conexidn para obtener nuevas
credenciales temporales.

AWS Credenciales de IAM

AWS Las credenciales de |IAM se autentican con su AWS cuenta mediante claves de acceso
almacenadas localmente.

En las siguientes secciones se describe como configurar las credenciales de IAM para autenticarse
con su AWS cuenta desde. AWS Toolkit for Visual Studio

/A Important

Antes de configurar las credenciales de IAM para autenticarse con su AWS cuenta, tenga en
cuenta lo siguiente:

+ Si ya configuraste las credenciales de IAM a través de otro AWS servicio (como el AWS
CLI), las AWS Toolkit for Visual Studio detectara automaticamente.

Credenciales de IAM 21


https://docs.aws.amazon.com/cli/latest/userguide/cli-configure-sso.html
https://docs.aws.amazon.com/cli/latest/userguide/cli-configure-sso.html

AWS Kit de herramientas con Amazon Q Guia del usuario de

» AWS recomienda usar la AWS IAM Identity Center autenticacion. Para obtener informacion
adicional sobre las practicas recomendadas de AWS IAM, consulte la seccidon Practicas
recomendadas de seguridad en IAM de la Guia del usuario de AWS ldentity and Access
Management.

» Para evitar riesgos de seguridad, no utilice a los usuarios de IAM para la autenticacion
cuando desarrolle software especialmente disefiado o trabaje con datos reales. En su
lugar, utilice la federacidn con un proveedor de identidades como. AWS IAM |dentity
Center Para obtener mas informacion, consulte ; Qué es el IAM Identity Center? en la Guia
del usuario de AWS IAM Identity Center .

Creacion de un usuario de 1AM

Antes de poder configurar la AWS Toolkit for Visual Studio autenticacion con su AWS cuenta, debe
completar el paso 1: Crear un usuario de IAM y el paso 2: incluir las claves de acceso en el tema
Autenticar con credenciales de larga duracion de la Guia de referencia sobre herramientas AWS
SDKs y herramientas.

® Note

El paso 3: actualizar el archivo de credenciales compartidas es opcional.

Si completa el paso 3, AWS Toolkit for Visual Studio detectara automaticamente sus
credenciales del. credentials file

Si no ha completado el paso 3, le guiara AWS Toolkit for Visual Studio por el proceso de
creacion de un archivo de credenciales, tal y credentials file como se describe en la
seccién Creacion de un archivo de credenciales a partir de esa AWS Toolkit for Visual Studio
seccidn, que se encuentra mas abajo.

Creacion de un archivo credentials

Para anadir un usuario o crear un credentials file desde el AWS Toolkit for Visual Studio:

® Note

Cuando se agrega un nuevo perfil de usuario desde el kit de herramientas:

Creacion de un usuario de IAM
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1.

2.

+ Siya existe un credentials file, la informacion del nuevo usuario se afiade al archivo

existente.

* Sielcredentials file no existe, se crea un archivo nuevo.

Desde el AWS explorador, seleccione el icono Nuevo perfil de cuenta para abrir el cuadro de

dialogo Nuevo perfil de cuenta.

s Amazeon CloudFront
b E._! Amazon Codefirtifact
» £ Amazon DynamoDB
» P Amazon EC2
b |[E Armazon Elastic Container Service

b . Amazon RDS

b r Amazon 53
Amazon SimpleDB

b Il Amazon SMS

o odle . e

AWS Explorer v I X
Credentials: Profile:development te
Region: US West (Oregon) ¢

Rellene los campos obligatorios del cuadro de dialogo Nuevo perfil de cuenta y pulse el botén

Aceptar para crear el usuario de IAM.

Edicidon de las credenciales de usuario de IAM desde el kit de herramientas

Para editar las credenciales de usuario de IAM desde el kit de herramientas, siga los siguientes

pasos:
1.
que desee editar.
2. Elija el icono Editar perfil para abrir el cuadro de didlogo Editar perfil.
3.

En el menu desplegable Credenciales del AWS explorador, elija la credencial de usuario de IAM

En el cuadro de didlogo Editar perfil, complete las actualizaciones y elija el boton Aceptar para

guardar los cambios.

Para eliminar las credenciales de usuario de IAM desde el kit de herramientas, siga los siguientes
pasos:

Edicion de las credenciales de usuario de IAM desde el kit de herramientas
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1. En el menu desplegable Credenciales del AWS explorador, elija la credencial de usuario de IAM
que desee eliminar.

2. Seleccione el icono Eliminar perfil para abrir el mensaje Eliminar perfil.

3. Confirme que desea eliminar el perfil para eliminarlo de su Credentials file.

/A Important

No es posible editar desde AWS Toolkit for Visual Studio aquellos perfiles que admiten
caracteristicas de acceso avanzadas, como el IAM Identity Center o la autenticacion
multifactor (MFA) en el cuadro de dialogo Editar perfil. Para realizar cambios en estos tipos
de perfiles, debe editar el credentials file con un editor de texto.

Edicidon de las credenciales de usuario de IAM desde el un editor de texto

Ademas de gestionar los usuarios de IAM con la AWS Toolkit for Visual Studio, puedes editarla
credential files desde el editor de texto que prefieras. La ubicacién predeterminada del
credential file en Windows es C:\Users\USERNAME\ .aws\credentials.

Para obtener mas informacion sobre la ubicacién y la estructura decredential files, consulte
la seccion sobre los archivos de configuracion y credenciales compartidos de la AWS SDKs guia de

referencia sobre herramientas.

Creacion de usuarios de IAM a partir de AWS Command Line Interface
()AWS CLI

Esta AWS CLI es otra herramienta que puede utilizar para crear un usuario de IAM en
elcredentials file, mediante el comando. aws configure

Para obtener informacion detallada sobre la creacion de usuarios de IAM a partir de, AWS CLI
consulte la seccion Configuracion de los AWS CLI temas de la Guia del AWS CLI usuario.

El Kit de herramientas para Visual Studio admite las siguientes propiedades de configuracion:

aws_access_key_id
aws_secret_access_key
aws_session_token
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credential_process
credential_source
external_id
mfa_serial
role_arn
role_session_name
source_profile
sso_account_id
sso_region
sso_role_name
sso_start_url

AWS ID de constructor

AWS EI Builder ID es un método de AWS autenticacion adicional que puede ser necesario para
utilizar determinados servicios o funciones, como la clonacion de un repositorio de terceros con
Amazon CodeCatalyst.

Para obtener informacion detallada sobre el método de autenticacion de AWS Builder ID, consulta el
tema Iniciar sesion con AWS Builder ID en la Guia del usuario de AWS inicio de sesion.

Para obtener informacion adicional sobre como clonar un repositorio CodeCatalyst desde AWS
Toolkit for Visual Studio, consulta el CodeCatalyst tema Trabajar con Amazon en esta Guia del
usuario.

Autenticacion multifactor (MFA) en el Kit de herramientas para
Visual Studio

La autenticacion multifactor (MFA) es una seguridad adicional para AWS sus cuentas. La MFA exige
que los usuarios proporcionen credenciales de inicio de sesion y una autenticacion unica desde un
mecanismo de AWS MFA compatible al acceder a sitios web o servicios. AWS

AWS admite una variedad de dispositivos virtuales y de hardware para la autenticacion MFA. El
siguiente es un ejemplo de un dispositivo de MFA virtual habilitado a través de una aplicacion de
smartphone. Para obtener mas informacion sobre las opciones del dispositivo MFA, consulte Uso de
la autenticacion multifactor (MFA) en AWS en la Guia del usuario de IAM.
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Paso 1: creacion de un rol de IAM para delegar el acceso a los usuarios de
IAM

En el procedimiento siguiente, se describe como configurar la delegacion de roles para asignar
permisos a un usuario de IAM. Para obtener mas informacién acerca de la delegacion de roles de
IAM, consulte el tema Creacion de un rol para delegar permisos a un usuario de IAM en la Guia del
usuario de AWS Identity and Access Management .

1. Vaya a la consola de IAM en https://console.aws.amazon.com /iam.

2. Enla barra de navegacion, seleccione Roles y, a continuacion, seleccione Crear rol.
3. Enla pagina Crear un rol, seleccione Otra cuenta de AWS .
4

Escriba el ID de cuenta requerido y marque la casilla de verificacion Requerir MFA.

(@ Note

Para encontrar el niumero de cuenta de 12 cifras (ID), vaya a la barra de navegacion en
la consola y seleccione Soporte y, a continuacion, elija Centro de soporte.

5. Elija Siguiente: permisos.

6. Adjunte las politicas existentes al rol o cree una nueva politica para él. Las politicas que elija
en esta pagina determinan a qué AWS servicios puede acceder el usuario de IAM con el kit de
herramientas.

7. Tras adjuntar las politicas, seleccione Siguiente: etiquetas para tener la opcion de anadir
etiquetas de IAM a su rol. Elija Siguiente: revision para continuar.

8. Enla pagina de revision, introduzca un Nombre del rol obligatorio (toolkit-role, por ejemplo).
También puede anadir una descripcion opcional en Descripcién del rol.

9. Elija Crear rol.

10. Cuando aparezca el mensaje de confirmacion (por ejemplo, "Se ha creado el rol toolkit-role"),
elija el nombre del rol en el mensaje.

11. En la pagina Resumen, seleccione el icono de copia para copiar el ARN del rol y pegarlo en un
archivo. (Necesita este ARN al configurar el usuario de IAM para que asuma el rol).

Paso 2: creacion de un usuario de IAM que asuma los permisos del rol

Este paso crea un usuario de IAM sin permisos para poder anadir una politica en linea.
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1. Vaya a la consola de IAM en /iam. https://console.aws.amazon.com

2. Enla barra de navegacion, elija Usuarios y, a continuacion, elija Agregar usuario.

3. Enla pagina Agregar usuario, indique el Nombre de usuario necesario (toolkit-user, por ejemplo)
y marque la casilla de verificacion Acceso mediante programacion.

4. Seleccione Siguiente: permisos, Siguiente: etiquetas y Siguiente: revisar para avanzar por las
paginas siguientes. En este momento no va a anadir permisos porque el usuario va a asumir los
permisos del rol.

5. En la pagina Revision, se le informa de que este usuario no tiene permisos. Seleccione la opcidn
Crear un usuario.

6. En la pagina Correcto, elija Descargar .csv para descargar el archivo que contiene el ID de clave
de acceso y la clave de acceso secreta. (Necesitara ambos al definir el perfil del usuario en el
archivo credentials).

7. Seleccione Cerrar.

Paso 3: anadir una politica que permita al usuario de IAM asumir el rol

El siguiente procedimiento crea una politica insertada que permite al usuario asumir el rol (y los
permisos de dicho rol).

1. En la pagina Usuarios de la consola de |IAM, elija el usuario de IAM que acaba de crear (toolkit-
user, por ejemplo).

2. Enla pestana Permisos de la pagina Resumen, seleccione Anadir politica insertada.

3. Enla pagina Crear politica, seleccione Elegir un servicio, escriba STS en Buscar un servicio y, a
continuacion, elija STS en los resultados.

4. En Acciones, comience a escribir el término. AssumeRole Marque la AssumeRolecasilla de
verificacion cuando aparezca.

5. Enla seccién Recurso, asegurese de que esté seleccionada la opciéon Especifico y haga clic en
Agregar ARN para restringir el acceso.

6. En el cuadro de dialogo Agregar ARN, en Especificar ARN para el rol, agregue el ARN del rol
que creo en el Paso 1.

Tras anadir el ARN del rol, la cuenta de confianza y el nombre del rol asociados a ese rol
aparecen en Cuenta y Nombre de rol con ruta.

7. Elija Agregar.
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8.

10.

De vuelta a la pagina Crear politica, elija Especificar las condiciones de la solicitud (opcional),
marque la casilla de verificacion MFA requerida y, a continuacion, seleccione Cerrar para
confirmar.

Elija Revisar la politica

En la pagina Revisar la politica, escriba un nombre para la politica y después elija Crear politica.

La pestafna Permisos muestra la nueva politica insertada adjuntada directamente al usuario de
IAM.

Paso 4: administracidon de un dispositivo de MFA virtual para el usuario de
IAM

Descargue e instale una aplicacion de MFA virtual en su smartphone.

Para obtener una lista de las aplicaciones compatibles, consulte la pagina de recursos sobre la
autenticacion multifactor.

En la consola de IAM, elija Usuarios en la barra de navegacion y, a continuacion, elija el usuario
que asumira el rol (en este ejemplo, toolkit-user).

En la pagina Resumen, elija la pestaina Credenciales de seguridad y, en Dispositivo de MFA
asignado, elija Administrar.

En el panel Administrar dispositivo de MFA, elija Dispositivo de MFA virtual y, a continuacion,
elija Continuar.

En el panel Configurar dispositivo de MFA virtual, seleccione Mostrar cédigo QR y escanee el
cédigo con la aplicacion de MFA virtual que instaldé en su smartphone.

Tras escanear el codigo QR, la aplicacién de MFA virtual genera codigos MFA de un solo uso.
Introduzca dos cédigos de MFA consecutivos en Codigo de MFA 1y Cédigo de MFA 2.

Elija Asignar MFA.

De vuelta a la pestafa Credenciales de seguridad del usuario, copie el ARN del nuevo
dispositivo de MFA asignado.

El ARN incluye su ID de cuenta de 12 digitos y el formato es similar al siguiente:
arn:aws:iam::123456789012:mfa/toolkit-user. Necesitara este ARN al definir el perfil
de MFA en el siguiente paso.
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Paso 5: creacion de perfiles para permitir el uso de MFA

El siguiente procedimiento crea los perfiles que permiten la MFA al acceder a AWS los servicios del
Toolkit for Visual Studio.

Los perfiles que cree incluyen tres datos que ha copiado y almacenado durante los pasos anteriores:

» Las claves de acceso (ID de clave de acceso y clave de acceso secreta) del usuario de IAM
« EI ARN del rol que delega los permisos al usuario de IAM

» EI ARN del dispositivo de MFA virtual que esta asignado al usuario de |1AM

En el archivo de credenciales AWS compartido o en la tienda de SDK que contiene sus AWS
credenciales, anada las siguientes entradas:

[toolkit-user]
aws_access_key_id = AKIAIOSFODNN7EXAMPLE
aws_secret_access_key = wJalrXUtnFEMI/K7MDENG/bPxRfiCYEXAMPLEKEY

[mfal

source_profile = toolkit-user

role_arn = arn:aws:iam::111111111111:role/toolkit-role
mfa_serial = arn:aws:iam::111111111111:mfa/toolkit-user

En el ejemplo se definen dos perfiles:

 El perfil de [toolkit-user] incluye la clave de acceso y la clave de acceso secreta que se
generaron y guardaron al crear el usuario de IAM en el Paso 2.

 El perfil de [mfa] define como se admite la autenticacién multifactorial. Hay tres entradas:

- source_profile: especifica el perfil cuyas credenciales se utilizan para asumir el rol
especificado por la configuracion de role_arn en este perfil. En este caso, es perfil toolkit-
user.

- role_arn: especifica el nombre de recurso de Amazon (ARN) del rol de IAM que desea utilizar
para realizar las operaciones solicitadas mediante este perfil. En este caso, es el ARN del rol que
creo en el Paso 1.
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- mfa_serial: especifica la identificacion o el nUmero de serie del dispositivo de MFA que el
usuario debe utilizar al asumir un rol. En este caso, es el ARN del dispositivo virtual que configurd
en el Paso 3.

Configuracion de credenciales externas

Si tiene un método para generar o buscar credenciales que no sea directamente compatible con la
AWS, puede agregar al archivo credentials compartido un perfil que contenga la configuracion de
credential_process. Esta configuracion especifica un comando externo que se ejecuta para
generar o recuperar las credenciales de autenticacion que se van a utilizar. Por ejemplo, puede
incluir una entrada similar a la siguiente en el archivo config:

[profile developer]
credential_process = /opt/bin/awscreds-custom --username helen

Para obtener mas informacién sobre el uso de credenciales externas y los riesgos de seguridad
asociados, consulte Obtener credenciales mediante un proceso externo en la Guia del usuario de
AWS Command Line Interface .

Actualizacion de firewalls y puertas de enlace para permitir el
acceso

Si filtra el acceso a AWS dominios o puntos de enlace de URL especificos mediante una solucién

de filtrado de contenido web, los siguientes puntos de enlace deben estar permitidos en la lista

para poder acceder a todos los servicios y funciones disponibles a través de AWS Toolkit for Visual
Studio Amazon Q. Para obtener instrucciones detalladas sobre como solucionar problemas de
configuracion de firewall y proxy para el kit de herramientas AWS con Amazon Q, consulte la seccidn
Configuracion de firewall y proxy en el tema Solucion de problemas de esta Guia del usuario. Para

obtener informacion detallada sobre la configuracion de un proxy corporativo para Amazon Q,
consulte el tema Configuracion de un proxy corporativo en Amazon Q de la Guia del usuario de
Amazon Q Developer.

AWS Toolkit for Visual Studio Puntos de conexion

Las siguientes son listas de puntos finales y referencias AWS Toolkit for Visual Studio especificos
que deben incluirse en la lista.
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Puntos de conexion

https://idetoolkits-hostedfiles.amazonaws.com/*
https://idetoolkits.amazonwebservices.com/*
http://vstoolkit.amazonwebservices.com/*
https://aws-vs-toolkit.s3.amazonaws.com/*
https://raw.githubusercontent.com/aws/aws-toolkit-visual-studio/main/version. json
https://aws-toolkit-language-servers.amazonaws.com/*

Puntos de conexion del complemento de Amazon Q

A continuacion, se muestra una lista de referencias y puntos de conexidn especificos del
complemento de Amazon Q que deben figurar en la lista de permitidos.

https://idetoolkits-hostedfiles.amazonaws.com/* (Plugin for configs)
https://idetoolkits.amazonwebservices.com/* (Plugin for endpoints)
https://aws-toolkit-language-servers.amazonaws.com/* (Language Server Process)
https://client-telemetry.us-east-1.amazonaws.com/ (Telemetry)
https://cognito-identity.us-east-1.amazonaws.com (Telemetry)
https://aws-language-servers.us-east-1.amazonaws.com (Language Server Process)

Puntos de conexion de Amazon Q Developer

A continuacion, se muestra una lista de referencias y puntos de conexion especificos de Amazon Q
Developer que deben figurar en la lista de permitidos.

https://codewhisperer.us-east-1.amazonaws.com (Inline,Chat, QSDA,...)
https://q.us-east-1.amazonaws.com (Inline,Chat, QSDA....)
https://desktop-release.codewhisperer.us-east-1.amazonaws.com/ (Download URL for CLI.)
https://specs.q.us-east-1.amazonaws.com (URL for auto-complete specs used by CLI)

* aws-language-servers.us-east-1.amazonaws.com (Local Workspace context)
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Puntos de conexion de la transformacion de codigo de Amazon Q

A continuacion, se muestra una lista de referencias y puntos de conexién especificos de la
transformacion de cédigo de Amazon Q que deben figurar en la lista de permitidos.

https://docs.aws.amazon.com/amazong/latest/qdeveloper-ug/security_iam_manage-access-
with-policies.html

Puntos de conexion de autenticacion

A continuacion, se muestra una lista de referencias y puntos de conexidén de autenticacion que deben
figurar en la lista de permitidos.

[Directory ID oxr alias].awsapps.com
* oidc.[Region].amazonaws.com

* .sso.[Region].amazonaws.com

* . sso-portal.[Region].amazonaws.com
* aws.dev

* awsstatic.com

* console.aws.a2z.com

* . SS0.amazonaws.com

Puntos de conexion de identidad

Las siguientes listas contienen puntos finales que son especificos de la identidad, como AWS IAM
Identity Center el ID del AWS constructor.

AWS IAM Identity Center

Para obtener mas informacién sobre los puntos de conexidn necesarios para el IAM Identity Center,
consulte el tema Habilitar el IAM Identity Center en la Guia del usuario.

IAM Identity Center para empresas

https://[Center directoxr id].awsapps.com/start (should be permitted to initiate auth)
https://us-east-1.signin.aws (for facilitating authentication, assuming IAM Identity
Center is in IAD)
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https://oidc.(us-east-1).amazonaws.com
https://log.sso-portal.eu-west-1.amazonaws.com
https://portal.sso.eu-west-1.amazonaws.com

AWS ID de constructor

https://view.awsapps.com/start (must be blocked to disable individual tier)
https://codewhisperer.us-east-1.amazonaws.com and g.us-east-1.amazonaws.com (should be
permitted)

Telemetria

A continuacion, se muestran puntos de conexidn especificos de telemetria que deben figurar en la
lista de permitidos.

https://telemetry.aws-language-servers.us-east-1.amazonaws.com/
https://client-telemetry.us-east-1.amazonaws.com

Referencias

A continuacion, se muestra una lista de referencias de puntos de conexion.

idetoolkits-hostedfiles.amazonaws.com
cognito-identity.us-east-1.amazonaws.com
amazonwebservices.gallery.vsassets.io
eu-west-1.prod.pr.analytics.console.aws.a2z.com
prod.pa.cdn.uis.awsstatic.com
portal.sso.eu-west-1.amazonaws.com
log.sso-portal.eu-west-1.amazonaws.com
prod.assets.shortbread.aws.dev
prod.tools.shortbread.aws.dev
prod.log.shortbread.aws.dev
a.b.cdn.console.awsstatic.com
assets.sso-portal.eu-west-1.amazonaws.com
oidc.eu-west-1.amazonaws.com
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aws-toolkit-language-servers.amazonaws.com
aws-language-servers.us-east-1.amazonaws.com
idetoolkits.amazonwebservices.com
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Uso de AWS Services

En los temas siguientes se describe como empezar a trabajar con los servicios AWS del Kit de
herramientas de AWS para Visual Studio con Amazon Q.

Temas

* Amazon CodeCatalyst para el Kit de herramientas de AWS para Visual Studio con Amazon Q

* Integracion de Registros de Amazon CloudWatch para Visual Studio

* Administraciéon de instancias de Amazon EC2

* Administraciéon de instancias Amazon ECS

* Administracion de grupos de seguridad desde el Explorador de AWS

* Creaciéon de una AMI a partir de una EC2 instancia de Amazon

» Definicion de los permisos de lanzamiento en una imagen de maquina de Amazon (AMI)
* Amazon Virtual Private Cloud (VPC)

» Uso del editor de plantilla de CloudFormation para Visual Studio.
* Uso de Amazon S3 desde el Explorador de AWS

* Uso de DynamoDB desde el Explorador de AWS

* Uso de AWS CodeCommit con Team Explorer de Visual Studio
* Uso de CodeArtifact en Visual Studio

* Amazon RDS de AWS Explorer

* Uso de Amazon SimpleDB desde el Explorador de AWS

* Uso de Amazon SQS desde el Explorador de AWS

» Gestidn de identidad y acceso

* AWS Lambda

Amazon CodeCatalyst para el Kit de herramientas de AWS para
Visual Studio con Amazon Q

¢, Qué es Amazon CodeCatalyst?

Amazon CodeCatalyst es un espacio de colaboracion basado en la nube para equipos de desarrollo
de software. Si utiliza el Kit de herramientas de AWS para Visual Studio con Amazon Q, puede very
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gestionar los recursos de CodeCatalyst directamente desde AWS el Kit de herramientas para Visual
Studio con Amazon Q. Para obtener mas informacion sobre CodeCatalyst, consulte la Guia del
usuario de Amazon CodeCatalyst.

En los temas siguientes se describe como conectar el Kit de herramientas de AWS para Visual
Studio con Amazon Q con CodeCatalyst y como trabajar con CodeCatalyst a través del Kit de
herramientas de AWS para Visual Studio con Amazon Q.

Temas

* Introduccion a Amazon CodeCatalyst y el Kit de herramientas de AWS para Visual Studio con
Amazon Q

» Uso de los recursos de Amazon CodeCatalyst del Kit de herramientas de AWS para Visual Studio
con Amazon Q

» Solucién de problemas

Introduccion a Amazon CodeCatalyst y el Kit de herramientas de AWS para
Visual Studio con Amazon Q

Para empezar a trabajar con Amazon CodeCatalyst desde el Kit de herramientas de AWS para
Visual Studio con Amazon Q, siga estas instrucciones.

Temas

* Instalacion del Kit de herramientas de AWS para Visual Studio con Amazon Q

» Creacién de una cuenta de CodeCatalyst y un ID de creador de AWS

» Conexion del Kit de herramientas de AWS para Visual Studio con Amazon Q con CodeCatalyst

Instalacion del Kit de herramientas de AWS para Visual Studio con Amazon Q

Antes de integrar el Kit de herramientas de AWS para Visual Studio con Amazon Q con sus cuentas
de CodeCatalyst, asegurese de utilizar una versién actual Kit de herramientas de AWS para Visual
Studio con Amazon Q. Para obtener mas informacion sobre como instalar y configurar la ultima
version del Kit de herramientas de AWS para Visual Studio con Amazon Q, consulte la seccion
Configuracion del Kit de herramientas de AWS para Visual Studio con Amazon Q de esta Guia del
usuario.
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Creacién de una cuenta de CodeCatalyst y un ID de creador de AWS

Ademas de instalar la ultima versidn del Kit de herramientas de AWS para Visual Studio con Amazon
Q, debe tener un ID de creador de AWS activo y una cuenta de CodeCatalyst para conectarse al Kit

de herramientas de AWS para Visual Studio con Amazon Q. Si no tiene un ID de creador de AWS o

una cuenta de CodeCatalyst activos, consulte la seccion Configuracion con CodeCatalyst de la Guia

del usuario de CodeCatalyst.

(® Note

Un ID de creador de AWS es diferente de sus credenciales de AWS. Para obtener
instrucciones sobre como registrarse y autenticarse con un ID de creador de AWS, consulte
el tema Autenticacion y acceso: ID de creador de AWS de esta Guia del usuario.

Para obtener informacion detallada sobre los ID de creador de AWS, consulte el tema D de
creador de AWS de la Guia del usuario de referencia general de AWS.

Conexion del Kit de herramientas de AWS para Visual Studio con Amazon Q con
CodeCatalyst

Para conectar el Kit de herramientas de AWS para Visual Studio con Amazon Q con su cuenta de
CodeCatalyst, siga los siguientes pasos.

1. En el elemento de menu Git de Visual Studio, elija Clonar repositorio....

2. Enla seccién Examinar un repositorio, seleccione Amazon CodeCatalyst como proveedor.

3. Desde la seccion Conexion, elija Conectar con ID de creador de AWS para abrir la consola de

CodeCatalyst en su navegador web preferido.

4. En el navegador, introduzca su ID de creador de AWS en el campo proporcionado y siga las
instrucciones para continuar.

5. Cuando se le solicite, elija Permitir para confirmar la conexion entre el Kit de herramientas de
AWS para Visual Studio con Amazon Q y su cuenta de CodeCatalyst. Cuando se complete el

proceso de conexion, CodeCatalyst mostrara una confirmacion que indica que es seguro cerrar

el navegador.
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Uso de los recursos de Amazon CodeCatalyst del Kit de herramientas de
AWS para Visual Studio con Amazon Q

En las siguientes secciones encontrara una descripcion general de las caracteristicas de
administracion de recursos de Amazon CodeCatalyst que estan disponibles para el Kit de
herramientas de AWS para Visual Studio con Amazon Q.

Temas

« Clonacion de un repositorio

Clonacion de un repositorio

CodeCatalyst es un servicio basado en la nube que requiere estar conectado a la nube para trabajar
en los proyectos de CodeCatalyst. Para trabajar en un proyecto de forma local, puede clonar los
repositorios de CodeCatalyst en su maquina local y sincronizarlos con su proyecto de CodeCatalyst
la proxima vez que se conecte a la nube.

Para clonar un repositorio en su maquina local, siga los siguientes pasos.

1. En el elemento de menu Git de Visual Studio, elija Clonar repositorio....

2. Enla seccién Examinar un repositorio, seleccione Amazon CodeCatalyst como proveedor.

® Note

Si la seccion Conexidn muestra el mensaje Not Connected, siga los pasos de la
seccidon Autenticacion y acceso: ID de creador de AWS de esta Guia del usuario antes
de continuar.

3. Elija el espacio y el proyecto desde los que desee clonar un repositorio.
4. En la pagina Repositorios, elija el repositorio que desea clonar.

5. Enla pagina Ruta, elija la carpeta que en la que desee clonar su repositorio.

(@ Note

Esta carpeta debe estar vacia al principio para que la clonacion se realice
correctamente.

Uso de CodeCatalyst 38


https://docs.aws.amazon.com/toolkit-for-visual-studio/latest/user-guide/builder-id.html

AWS Kit de herramientas con Amazon Q Guia del usuario de

6. Seleccione Clonar para empezar a clonar el repositorio.

7. Una vez clonado el repositorio, Visual Studio cargara la solucion clonada

@ Note

Si Visual Studio no abre la solucion en el repositorio clonado, las opciones de Visual
Studio se pueden ajustar desde la configuracion Cargar automaticamente la solucion al
abrir un repositorio de Git, ubicada en la Configuracion global de Git, en el menu Control
de origen.

Solucion de problemas

A continuacion encontrara temas de solucion de problemas para abordar problemas conocidos al
trabajar con Amazon CodeCatalyst desde el Kit de herramientas de AWS para Visual Studio con
Amazon Q.

Temas

* Credenciales

Credenciales

Si aparece un cuadro de dialogo que solicita credenciales al intentar clonar un repositorio basado
en git desde CodeCatalyst, es posible que el ayudante de credenciales de AWS CodeCommit esté
configurado globalmente, lo que provoca interferencias con CodeCatalyst. Para obtener informacion
adicional sobre el ayudante de credenciales de AWS CodeCommit, consulte la seccion Pasos

para configurar las conexiones HTTPS a los repositorios de AWS CodeCommit en Windows con el
asistente de credenciales de AWS CLI de la Guia del usuario de AWS CodeCommit.

Para limitar el ayudante de credenciales de AWS CodeCommit a gestionar unicamente las URL de
CodeCommit, siga los siguientes pasos.

1. Abra el archivo config de git global en: %Suserprofile%\.gitconfig

2. Ubique la siguiente seccién en su archivo:

[credential]
helper = !aws codecommit credential-helper $e@
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UseHttpPath = true

3. Cambie esa seccion a lo siguiente:

[credential "https://git-codecommit.*.amazonaws.com"]
helper = !aws codecommit credential-helper $e@
UseHttpPath = true

4. Guarde los cambios y, a continuacion, siga los pasos para clonar tu repositorio.

Integracion de Registros de Amazon CloudWatch para Visual
Studio

La integracion de Registros de Amazon CloudWatch del Kit de herramientas de AWS para Visual
Studio con Amazon Q le permite supervisar, almacenar y acceder a los recursos de Registros de
CloudWatch sin tener que salir de su IDE. Para obtener mas informacion sobre la configuracion del
servicio de CloudWatch y cémo trabajar con las caracteristicas de Registros de CloudWatch, elija
uno de los siguientes temas.

Temas

» Configuracion de la integracion de Registros de CloudWatch para Visual Studio

» Uso de Registros de CloudWatch en Visual Studio

Configuracion de la integracion de Registros de CloudWatch para Visual
Studio

Antes de poder usar la integracion de Registros de Amazon CloudWatch con el Kit de herramientas
de AWScon Amazon Q, necesita una cuenta de AWS. Puede crear una cuenta de AWS nueva
desde la pagina de inicio de sesion de AWS. Se puede acceder a la mayoria de las caracteristicas

de Registros de CloudWatch disponibles en el Kit de herramientas de AWS con Amazon Q con las
credenciales activas de AWS. Si una caracteristica concreta requiere una configuracién adicional,
sus requisitos se incluyen en las secciones correspondientes de la guia Uso de Registros de
CloudWatch.
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Para obtener mas informacién y opciones sobre la configuracién de Registros de CloudWatch,
consulte la seccion Configuracion inicial de la guia de Registros de Amazon CloudWatch.

Uso de Registros de CloudWatch en Visual Studio

La integracion de Registros de Amazon CloudWatch le permite supervisar, almacenar y acceder
a Registros de CloudWatch desde el Kit de herramientas de AWS para Visual Studio con Amazon
Q. Tener acceso a las caracteristicas de Registros de CloudWatch, sin necesidad de salir del IDE,
mejora la eficiencia al simplificar el proceso de desarrollo de Registros de CloudWatch y reducir
las interrupciones en el flujo de trabajo. En los temas siguientes se describe como utilizar las
caracteristicas y funciones basicas de la integracién de Registros de CloudWatch.

Temas

» Grupos de Registros de CloudWatch

* Flujos de registro de CloudWatch

» Eventos de registro de CloudWatch

» Acceso adicional a Registros de CloudWatch

Grupos de Registros de CloudWatch

Un log group es un grupo de log streams que comparten la misma configuracion de retencion,
monitorizacion y control de acceso. No hay limites en el numero de flujos de registros que pueden
pertenecer a un grupo de registro.

Visualizacion de grupos de registros

La caracteristica View Log Groups muestra una lista de grupos de registros en el Explorador de
grupos de registros de CloudWatch.

Para acceder a la caracteristica Ver grupos de registros y abrir el Explorador de grupos de registros
de CloudWatch, siga estos pasos.
1. Desde el Explorador de AWS, expanda Amazon CloudWatch.

2. Haga doble clic en Grupos de registros o abra el menu contextual (haga clic con el botdn
derecho) y seleccione Ver para abrir el Explorador de grupos de registros de CloudWatch.

Uso de Registros de CloudWatch 41


https://docs.aws.amazon.com/AmazonCloudWatch/latest/logs/GettingSetup_cwl.html

AWS Kit de herramientas con Amazon Q Guia del usuario de

® Note

El Explorador de grupos de registros de CloudWatch se abrira en la misma ubicacién de
la ventana que el Explorador de soluciones.

Filtrado de grupos de registro

Su cuenta individual puede contener miles de grupos de registro diferentes. Para simplificar
la busqueda de grupos especificos, utilice la caracteristica de filtering que se describe a
continuacion.

1. En el Explorador de grupos de registro de CloudWatch, coloque el cursor en la barra de
busqueda situada en la parte superior de la ventana.
2. Comience a escribir un prefijo relacionado con los grupos de registros que esta buscando.

3. El Explorador de grupos de registro de CloudWatch se actualiza automaticamente para mostrar
los resultados que coinciden con los términos de busqueda que especifico en el paso anterior.

Eliminacion de grupos de registros

Para eliminar un grupo de registro especifico, consulte el procedimiento siguiente.
1. En el Explorador de grupos de registros de CloudWatch, haga clic con el boton derecho en el
grupo de registro que desee eliminar.

2. Cuando se le pida, confirme que desea eliminar el grupo de registro seleccionado en ese
momento.

3. Al pulsar el boton Si, se elimina el grupo de registro seleccionado y, a continuacion, se actualiza
el Explorador de grupos de registros de CloudWatch.

Actualizacién de los grupos de registros

Para actualizar la lista actual de grupos de registros que se muestra en el Explorador de grupos
de registros de CloudWatch, seleccione el boton del icono Actualizar ubicado en la barra de
herramientas.
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Copia del ARN del grupo de registro

Para copiar el ARN de un grupo de registro especifico, siga los pasos que se describen a
continuacion.

1. En el Explorador de grupos de registros de CloudWatch, haga clic con el boton derecho en el
grupo de registro del que desee copiar el ARN.

2. Elija la opcion Copiar ARN del menu.

3. EI ARN ya esta copiado en el portapapeles local y listo para pegarlo.

Flujos de registro de CloudWatch

Un flujo de registro es una secuencia de eventos de registro que comparten la misma fuente.

(® Note

Cuando consulte los flujos de registro, debe tener en cuenta las siguientes propiedades:

» De forma predeterminada, los flujos de registro se ordenan segun la marca de tiempo del
evento mas reciente.

» Las columnas asociadas a un flujo de registro se pueden organizar en orden ascendente
o descendente, moviendo el signo de intercalacion situado en los encabezados de las
columnas.

 Las entradas filtradas solo se pueden ordenar por el nombre del flujo de registro.

Visualizacion de flujos de registro

1. En el Explorador de grupos de registro de CloudWatch, haga doble clic en un grupo de registro
o haga clic con el botdén derecho en un grupo de registro y seleccione Ver flujo de registro en el
menu contextual.

2. Se abrira una nueva pestana en la ventana del documento, que contiene una lista de los flujos
de registro asociados a su grupo de registro.
Filtrado de flujos de registro

1. En la pestana Flujos de registro, en la ventana del documento, coloque el cursor en la barra de
busqueda.
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2. Comience a escribir un prefijo relacionado con el flujo de registro que esta buscando.

3. A medida que escribe, la pantalla en la que se encuentra se actualiza automaticamente para
filtrar sus flujos de registro segun lo que introduzca.

Actualizacion de los flujos de registro

Para actualizar la lista actual de flujos de registro que se muestra en la ventana del documento, pulse
el botdn del icono Actualizar, situado en la barra de herramientas, junto a la barra de busqueda.

Copia del ARN de los flujos de registro
Para copiar el ARN de un flujo de registro especifico, siga los pasos que se describen a continuacion.

1. En la pestana Flujos de registro, en la ventana del documento, haga clic con el botdn derecho en
el flujo de registro del que desee copiar el ARN.

2. Elija la opcion Copiar ARN del menu.

3. EI ARN ya esta copiado en el portapapeles local y listo para pegarlo.

Descarga de los flujos de registro

La caracteristica Exportar flujo de registro descarga y almacena el flujo de registro seleccionado de
forma local, desde donde se puede acceder a él mediante herramientas y software personalizados
para procesarlo posteriormente.

1. En la pestana Flujos de registro, en la ventana del documento, haga clic con el botdn derecho en
el flujo de registro que quiere descargar.

2. Seleccione Exportar flujo de registro para abrir el cuadro de dialogo Exportar a un archivo de
texto.

3. Elija la ubicacion en la que desee almacenar el archivo localmente e indique un nombre en el
campo de texto correspondiente.

4. Confirme la descarga seleccionando Aceptar. El estado de la descarga aparece en el Centro de
estado de tareas de Visual Studio

Eventos de registro de CloudWatch

Los eventos de registro son registros de actividades guardados por la aplicacion o el recurso que se
esta supervisando con CloudWatch.
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Accion de eventos de registro

Los eventos de registro se muestran en forma de tabla. De forma predeterminada, los eventos se
ordenan del mas antiguo al mas reciente.

Las siguientes acciones se asocian al registro de eventos en Visual Studio:

* Modo de texto ajustado: puede cambiar el texto ajustado haciendo clic en un evento.

+ Botdn de ajuste de texto: este boton se ubica en la document window toolbar y sirve para
activar y desactivar el ajuste de texto en todas las entradas.

» Copia los mensajes al portapapeles: selecciona los mensajes que deseas copiar, haz clic con
el botén derecho en la seleccion y selecciona Copiar (Ctrl + C con el método abreviado de
teclado).

Consulta de los eventos de registro

1. Enla ventana del documento, elija una pestafia que contenga una lista de flujos de registro.

2. Haga doble clic en un flujo de registro o haga clic con el botdn derecho en un flujo de registro y
seleccione Ver flujo de registro en el menu.

3. Se abrira una nueva pestana de evento de registro en la ventana del documento que contiene
una lista de los eventos de registro asociados al flujo de registro escogido.

Filtrado de eventos de registro

Hay tres formas de filtrar los eventos de registro: por contenido, por intervalo de tiempo o ambos.
Para filtrar los eventos de registro tanto por contenido como por intervalo de tiempo, comience
filtrando los mensajes por contenido o intervalo de tiempo y, a continuacion, filtre los resultados por el
otro método.

Para filtrar los eventos de registro por contenido:

1. En la pestaia de eventos de registro, en la ventana del documento, coloque el cursor en la barra
de busqueda, ubicada en la parte superior de la ventana.

2. Comience a escribir un término o una frase relacionados con los eventos de registro que esta
buscando.

3. A medida que escribe, la pantalla actual comienza a filtrar automaticamente los eventos de
registro.
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® Note

Los patrones de filtro distinguen mayusculas y minusculas. Para mejorar los resultados
de busqueda, puede incluir términos y frases exactos con caracteres no alfanuméricos
entre comillas dobles (*""*). Para obtener mas informacion sobre los patrones de filtro,
consulte la seccion Sintaxis de patrones y filtros en la guia de Amazon CloudWatch.

Para ver los eventos de registro generados durante un intervalo de tiempo especifico:

1. En la pestana de evento de registro, en la ventana del documento, pulse el boton del icono de
Calendario, situado en la barra de herramientas.

2. Con los campos proporcionados, especifique el intervalo de tiempo en el que desea buscar.

3. Los resultados filtrados se actualizan automaticamente a medida que se especifican las
restricciones de fecha y hora.

® Note

La opcion Borrar filtro borra todas las selecciones de filtros de fecha y hora vigentes.

Actualizacion de los eventos de registro

Para actualizar la lista actual de eventos de registro que se muestra en la pestana evento de registro,
seleccione el boton del icono Actualizar ubicado en la barra de herramientas.

Acceso adicional a Registros de CloudWatch

Puede acceder a los registros de CloudWatch asociados a otros servicios y recursos de AWS
directamente desde el Kit de herramientas de AWS para Visual Studio.

Lambda

Para ver los flujos de registro asociados a una funcién de Lambda:

(@ Note

Su rol de ejecucién de Lambda debe tener los permisos adecuados para enviar registros a
Registros de CloudWatch. Para obtener informacién acerca de los permisos necesarios para
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enviar datos a Registros de CloudWatch, consulte https://docs.aws.amazon.com/lambda/
latest/dg/monitoring-cloudwatchlogs.html#monitoring-cloudwatchlogs-preregs

1. En el Explorador del Kit de herramientas de AWS, expanda Lambda.

2. Haga clic con el boton derecho en la funcidon que desee ver y, a continuacion, seleccione Ver
registros para abrir los flujos de registro asociados en la ventana del documento.

Para ver los flujos de registro mediante la function view de la integracion de Lambda:

1. En el Explorador del Kit de herramientas de AWS, expanda Lambda.

2. Haga clic con el boton derecho en la funcion que desee ver y, a continuacion, seleccione Ver
funcidn para abrir la vista de funcién en la ventana del documento.

3. Enfunction view, cambie a la pestaia Registros, donde se muestran los flujos de registro
asociados a la funcion de Lambda escogida.

ECS

Para ver los recursos de registro asociados a un contenedor de tareas de ECS, siga el siguiente
procedimiento.

(® Note

Para que el servicio Amazon ECS envie registros a CloudWatch, cada contenedor de una
tarea determinada de Amazon ECS debe cumplir con la configuracion necesaria. Para
obtener informacion adicional sobre la configuracion y los ajustes necesarios, consulte la
guia Uso del controlador de registros de Registros de AWS.

1. Desde el Explorador del Kit de herramientas de AWS, expanda Amazon ECS.

2. Elija el cluster de Amazon ECS que desee ver para abrir una nueva pestafa de cluster de ECS
en la ventana del documento.

3. En el menu de navegacion, situado en la parte izquierda de la pestana Cluster de ECS,
seleccione Tareas para enumerar todas las tareas asociadas al cluster.

4. En la pantalla de tareas, seleccione una tarea y elija el enlace Ver registros, ubicado en la
esquina inferior izquierda.
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® Note

Esta pantalla muestra todas las tareas incluidas en el cluster; el enlace de View Logs
solo esta visible para cada tarea que cumpla con la configuracion de registros requerida.

+ Si una tarea solo esta asociada a un unico contenedor, el enlace Ver registros abre el
flujo de registro de ese contenedor.

« Si una tarea esta asociada a varios contenedores, el enlace Ver registros abre el
cuadro de dialogo Ver Registros de CloudWatch para la tarea de ECS. Utilice el menu
desplegable Contenedor: para elegir el contenedor del que quiere ver los registros y, a
continuacion, pulse Aceptar.

5. Se abre una nueva pestafia en la ventana del documento que muestra los flujos de registro
asociados a la seleccion del contenedor.

Administracion de instancias de Amazon EC2

El Explorador de AWS ofrece vistas detalladas de Imagenes de maquina de Amazon (AMI) y las
instancias de Amazon Elastic Compute Cloud (Amazon EC2). A partir de estas vistas, puede lanzar
una instancia de Amazon EC2 desde una AMI, conectarse a dicha instancia y detenerla o finalizarla,
todo ello desde dentro del entorno de desarrollo de Visual Studio. Puede utilizar la vista de instancias
para crear las AMI desde sus instancias. Para obtener mas informacion, consulte Cree una AMI a
partir de una instancia de Amazon EC2.

Vistas de imagenes de maquina de Amazon e instancias de Amazon EC2

Desde el Explorador de AWS, puede mostrar vistas de Imagenes de maquina de Amazon (AMI) e
instancias de Amazon EC2. En el Explorador de AWS, expanda el nodo Amazon EC2.

Para visualizar la vista de AMI, en el primer subnodo, AMI, abra el menu contextual (con el boton
derecho) y, a continuacion, elija Vista.

Para visualizar la vista de instancias de Amazon EC2, en el nodo Instances (Instancias), abra el
menu contextual (con el botdn derecho) y, a continuacion, elija View (Vista).

Para visualizar cualquiera de las dos vistas, haga doble clic en el nodo adecuado.
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» Las vistas se asignan a la region especificada en el Explorador de AWS (por ejemplo, la regidon
Oeste de EE. UU. (Norte de California)).

» Para reorganizar la columnas, haga clic en ellas y arrastrelas. Para ordenar los valores en una
columna, haga clic en el encabezado de la misma.

» Puede utilizar las listas desplegables y el cuadro de filtro en Viewing (Visualizacion) para configurar
las vistas. La vista inicial muestra las AMI de cualquier tipo de plataforma (Windows o Linux) que
son propiedad de la cuenta especificada en el Explorador de AWS.

Mostrar/ocultar columnas

También puede elegir el menu desplegable Show/Hide (Mostrar/Ocultar) en la parte superior de la
vista para configurar las columnas que se muestran. Su eleccion de columnas persistira si cierra la
vista y vuelve a abrirla.

Launch Instance De-register ' Refresh i Shew/Hide v
Viewing: = Amazon Images ~ || All Platforms) Show/Hide Columns |
LD | Hlame Your Tag Keys Image Attributes
1 ami-0043a060 i) aws-elasticls Ik-amzn-2016.(
2 ami-0068da6l .EJ Windows_Server-2012-RTM-Ching IIEI:
3 ami-00742160 i@ amzn-ami-hym-2017.03.re-1.2017 AN L] ram Disk 1D fos
4 ami-00803d60 i) Windows_Server-2016-English-Fu (] AMI Name [ roat Device er:
5  ami-00ca5560 \i' Windows_Server-2012-R2_RTM-P| [] Architecture ] Roat Device Type Iter.
6 ami-00d24d6é0 i@ Windows_Server-2008-R2_SP1-Ja R . ber .
7 ami-00d34c60 @) Windows Server-2008-R2_SP1-CH [ Block Devices [ Source ber:
ami-00e46c60 i) Windows_Server-2016-Hungarian Description [ state ber:
9 ami-01470931 'H:' aws-elasticheanstalk-amzn-2014. [ Image Size [ State Reasen
10 ami-019a1361 i@) Windows Server-2012-R2RTM-P{ ) yer
11 ami-019dec31 ig) NET Beanstalk Cfn Container v10 adgt || [ Kemal 10 ] Virtualization sth
12 ami-01b2ec31 @) aws-elasticbeanstalk-amzn-2014.( Owner [ visibility
13 am?-mhegnﬂ .d.' aws-elasl?cbeanslalk-amzn-2m4.( b ] Platform
14 ami-01c3da60 @) aws-elasticheanstalk-amzn-20154
15 ami-01c45b61 @) Windows_Server-2012-RTM-Japar [ Product Code per:
16 ami-022b8262 ig) amzn-ami-2016.09.f-amazon-ecs 5.09
17 ami-022db162 ] Windows_Server-2003-R2_SP2-La Apply || cancel |{er:
18 ami-0266d462 i) Windows_Server-2012-RTM-Portu —ForTag T VIICTOSOTC WVITIGOWS Server |
19 ami-02820062 i@ Windows_Server-2012-RTM-English-64Bit-SQL_2014_SP2_Standard-2017.03.15 Microsoft Windows Server .
20 ami-02a24162 i) amzn-ami-2015.09.f-amazon-ecs-optimized Amazon Linux AM| 2015.09

IU Show/Hide Columns (Mostrar/Ocultar columnas) para vistas de AMI e instancias
Etiquetado de AMI, instancias y volumenes

También puede utilizar la lista desplegable Mostrar/Ocultar para anadir etiquetas para AMI,
instancias de Amazon EC2 o volumenes de su propiedad. Las etiquetas son pares nombre-valor que
le permiten adjuntar metadatos a sus AMI, instancias y volumenes. Los nombres de etiquetas estan
asignados a su cuenta y también de forma independiente a las AMI y las instancias. Por ejemplo, no
habria conflicto si utiliza el mismo nombre de etiqueta para sus AMI y sus instancias. Los nombres de
las etiquetas no distinguen entre mayusculas y minusculas.

Para obtener mas informacion, consulte Uso de etiquetas en la Guia del usuario de Amazon EC2

para instancias de Linux.

Para agregar una etiqueta
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1. En el cuadro Add (Anadir), escriba un nombre para la etiqueta. Elija el botdn verde con el signo
mas (+) y, a continuacion, elija Apply (Aplicar).

22 Show/Hida =

o Show/Hide Columns

Your Tag Keys Image Attributes
1
Y EMyTeg ] AMIID [IRAMDIkD [
u ] AMIName ] Root Device ve

] Architecture [ Root Device Type
i [l elock Devices  [] Source

] Description V] state e
1 image Size [] state Reasan

aﬂ F ] Kernal IO [ Virtualization ::

4 N /| Owner ] visibility

: | platform

lll ] Product Code be

k =
»s

UQUESE_¥ONUGaFOa B Uase- U 10T 1T TICTOSOIT WINOOWS Serve

Anada una etiqueta a una AMI o instancia de Amazon EC2

La etiqueta nueva se muestra en cursiva, lo cual indica que aun no se han asociado valores a
dicha etiqueta.

En la vista de lista, el nombre de la etiqueta aparece como una columna nueva. Cuando se ha
asociado al menos un valor con la etiqueta, la etiqueta sera visible en la consola de Consola de
administracion de AWS.

2. Para anadir un valor para la etiqueta, haga doble clic en una celda en la columna de dicha etiqueta

y escriba un valor. Para eliminar el valor de la etiqueta, haga doble clic en la celda y elimine el
texto.

Si desactiva la etiqueta en la lista desplegable Show/Hide (Mostrar/Ocultar), la columna
correspondiente desaparece de la vista. La etiqueta se conserva, junto con cualquier valor de la
etiqueta asociado con AMI, instancias o volumenes.

® Note

Si desactiva una etiqueta en la lista desplegable Mostrar/Ocultar que no tiene valores
asociados, el Kit de herramientas de AWS eliminara la etiqueta en su totalidad. Ya no
apareceran en la vista de lista o en la lista desplegable Show/Hide (Mostrar/Ocultar). Para
utilizar dicha etiqueta de nuevo, utilice el cuadro de dialogo Show/Hide (Mostrar/Ocultar)
para volver a crearla.
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Lanzamiento de una instancia de Amazon EC2

El Explorador de AWS ofrece toda la funcionalidad necesaria para lanzar una instancia de
Amazon EC2. En esta seccidn, seleccionaremos una Imagen de maquina de Amazon (AMI), la
configuraremos y, a continuacion, la iniciaremos como una instancia de Amazon EC2.

Para lanzar una instancia de Amazon EC2 de Windows Server

1. En la parte superior de la vista de la AMI, en la lista desplegable de la izquierda, seleccione
Amazon Images (Imagenes de Amazon). En la lista desplegable de la derecha, seleccione
Windows. En el cuadro de filtro, escriba ebs para Elastic Block Storage. La vista podria tardar
unos minutos en actualizarse.

2. Elija una AMI en la lista, abra el menu contextual (con el boton derecho) y, a continuacion elija
Launch Instance (Lanzar instancia).

e Launch Instance De-register i Refresh i Show/Hicle *
Viewing: Amazon Images - All Platforms ~ |

AMI ID AMI Name Descript
1 ami-0043a060 EJ aws-elasticbeanstalk-amzn-2016.02.10.x86_64-WindowsServer2012R2-pv-201602191818
2 ami-0068da60 ﬁ_'l Windows_Server-2012-RTM-Chinese_Simplified-64Bit-Base-2017.01.11 Microsot
3 ami-0074e160 37 amzn-ami-hvm-2017.03.rc-1.20170327-x86_64-ebs Amazon
ami-00803d60 {ﬂ Windows_Server-2016-English-Full-§OL2016 Fumeass 20170414 1 Microsof
5  ami-00ca5560 g‘l Windows_Server-2012-R2_RTM-Pari @ Launch Instance jLExpress-2017.04‘12 Microsol
6 ami-00d24d60 d7 Windows_Server-2008-R2_SP1-Japal Edit Parmission % 3—201?.04.12 Microsof
7 ami-00d34¢c60 ﬁj Windows_Server-2008-R2_SP1-Chin D1?‘04.12 Microsot
8 ami-00e46c60 @) Windows_Server-2016-Hungarian-F Copy to Region | Microsof
9 ami-01470931 \;1 aws-elasticbeanstalk-amzn-2014.09. . 339
10 ami-019a1361 (@) Windows_Server-2012-R2_RTM-Port erigliter AU Iress-2017.03.15 Microsol
11 ami-019dec31 ij NET Beanstalk Cfn Container v1 IGIZIL Properties J NET Bea
12 ami-01b2ec31 @] aws-elasticbeanstalk-amzn-2014.09. rrove-prpoo-prv-evrovrecovo

13 ami-01bc8031 ‘i‘l aws-elasticbeanstalk-amzn-2014.09.1.x86_64-ruby-hvm-201503202141

Lista de AMI

3. En el cuadro de dialogo Launch New Amazon EC2 Instance (Lanzar instancia de Amazon EC2
nueva), configure la AMI para su aplicacion.

Tipo de instancia

Elija el tipo de instancia EC2 que se va a lanzar. Puede encontrar una lista de tipos de
instancias e informacidn sobre precios en la pagina Precios de Amazon EC2.

Nombre

Escriba un nombre para la instancia. Este nombre no puede tener mas de 256 caracteres.

Par de claves

El par de claves se utiliza para obtener la contraseiia de Windows que utiliza para iniciar
sesidn en la instancia EC2 mediante el Protocolo de escritorio remoto (RDP). Elija un par
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de claves para los que tendra acceso a la clave privada o elija la opcidn para crear un par
de claves. Si crea el par de claves en el Toolkit, el Toolkit puede almacenar la clave privada
automaticamente.

Los pares de claves almacenados en el ToolKit estan cifrados. Puede encontrarlos en
%LOCALAPPDATA%\AWSToolkit\keypairs (normalmente: C:\Users\<user>\AppData
\Local\AWSToolkit\keypairs). Puede exportar el par de claves cifrado a un archivo
.pem.

a. En Visual Studio, seleccione Ver y, a continuacién, haga clic en Explorador de AWS.
b. Haga clic en Amazon EC2 y seleccione Pares de claves.

c. Se mostraran los pares de claves y los creados/administrados por el Toolkit marcados como
Stored in AWSToolkit.

d. Haga clic con el botén derecho en el par de claves que ha creado y seleccione Export
Private Key (Exportar clave privada). La clave privada no estara cifrada y se almacenara en
la ubicacioén especificada.

Security Group

El grupo de seguridad controla el tipo de trafico de red que aceptara la instancia EC2. Elija

un grupo de seguridad que permitira trafico entrante en el puerto 3389, el puerto utilizado por
RDP, para que pueda conectarse a la instancia EC2. Para obtener informacién sobre cémo
usar el Kit de herramientas para crear grupos de seguridad, consulte Administracion de grupos
de seguridad desde el Explorador de AWS.

Perfil de instancia

El perfil de instancia es un contenedor l6gico para un rol de IAM. Cuando elija un perfil de
instancia, asocia el rol de IAM correspondiente a la instancia EC2. Los roles de IAM se
configuran con politicas que especifican el acceso a servicios de Amazon Web Services y
recursos de la cuenta. Cuando una instancia EC2 esta asociada con un rol de IAM, el software
de la aplicacion que se ejecuta en la instancia se ejecuta con los permisos especificados por
el rol de IAM. Esto permite que el software de la aplicacidon se ejecute sin tener que especificar
ninguna credencial de AWS, lo que hace que sea mas seguro. Para obtener mas informacion
sobre roles de IAM, vaya a la Guia del usuario de |IAM.
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' Launch AMI

Select the instance type and other options to launch one instance of the selected AMI

Key Pair: Dema

Starage

Size (GB): [55

WPC Subnet: Do not use a VPC subnet ~
Security Group: | default (sg-125adl622)
AR Role: ECZInstancel aunchRale, ~

Volume Type: | General Purpose (S50}

Iy

Cuadro de didlogo Launch AMI (Lanzar AMI) de EC2

4. Elija Iniciar.

En el Explorador de AWS, en el subnodo Instancias de Amazon EC2, abra el menu contextual
(con el botdn derecho) y, a continuacion, elija Ver. El Kit de herramientas de AWS muestra la lista
de instancias de Amazon EC2 asociada con la cuenta activa. Es posible que tenga que elegir

Refresh (Actualizar) para ver su instancia nueva. Cuando la instancia aparece por primera vez,
puede estar en estado pendiente, pero transcurridos unos minutos, hace la transicién a estado de

ejecucion.
& Launch Instance @) Terminate Instance " Refresh ([ Show/Hide »
E] Instances ID Status AMIID Type Security Groups Zone # Name Instance Frofile Key Pa «

7, 5564662 @ nming | smiciSioct | Tmicro

1% vol-01d3496f

0GB

2 g i-c00fbch9 o) running  ami-7328e71a  t1.micro
3 |@ i-503d8a29 o) running ami-a29943ch tl.micre  my-ec2-web-app-sg
4 | i-265e8e5f ) running  ami-e565baBc  t1.micre | ec?-gid-sg-1
5 @ iracfedfds ) running  ami-e565baBc  tl.micro  ec2-gid-sg-1
& i@ i-dc19e0ab o) running  ami-e365balic  tl.micre  ec2-gid-sg-1
7 |@ i-86eb14ff o running ami-ca3Zefal  tl.micre  ec2-gtd-sg-1
8 i@ i-acbbddd7 o) running  ami-sbeclcc?  tlmicre | elasticbeanstalk-defz
9 g i-f649b5af o) running  ami-3529e35¢  tl.micro  elasticbeanstalk-win
10/ i-4b88b62d o) running ami-sbbalecf tl.micre  ec2-gtd-sg-1
11 i@ i-cle2d5a7 o running ami-=565baBc  t1.micre  ec2-gtd-sg-1
12 i@ i-dbaalfbd o running  ami-1eb81cy7  tlmicre  ec2-gtd-sg-1
13 g% i-7deeeblb ) running  ami-1eb81c77  tl.micre  ec2-gid-sg-1
14 ﬂ i-11e1bci7 o running  ami-b232d0db  t1.micre  ec2-gtd-sg-1
‘| m
%% Create Volume ' Refresh [T Show/Hide =
[] Vaolume ID Capacity Snapshot D Created Zane Status

snap-5366092f &/10/2012 4:15:46 AM

us-east-lc () in-us

Cpen Remote Desktop
Get System Log

Create Image (EBS AMI)

Change Termination Protection

View/Change User Data

-

hange Instance Type

Change Shutdown Behavior

Terminate
Reboot
Stop

Start

Properties

ec?-gtd-sg-1 nz—anat-1e Finstancs winann-instance-role I_
ec2-gid-sg-1 Get Windows Passwords nstance-role  key-pai

aeb-key
stance-role-1 key-pai
stance-role-1 key-pai
stance-role-1 key-pai
stance-role-1 key-pai
aeb-key
another
fnstance-role | key-pai
key-pai

Enstanc:e-roleJ key-pai
nztance-role-1 | key-pai
key-pai

m

& vaol-tag
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Conexion a una instancia de Amazon EC2

Puede utilizar el escritorio remoto de Windows para conectarse a una instancia de Windows

Server. Para la autenticacion, el Kit de herramientas de AWS le permite recuperar la contrasefa de
administrador de la instancia o simplemente puede utilizar el par de claves almacenado asociado a la
instancia. En el siguiente procedimiento, vamos a utilizar el par de claves almacenado.

Para conectar a una instancia de Windows Server con el escritorio remoto de Windows

1. En la lista de instancias EC2, haga clic con el boton derecho en la instancia de Windows Server a
la que desea conectarse. Desde el menu contextual, elija Open Remote Desktop (Abrir escritorio
remoto).

Si desea autenticar mediante la contrasefa de administrador, deberia elegir Get Windows
Password (Obtener contrasefia de Windows).

U5 East EC2 Instances <

& Lsunch Instance &) Terminate Instance ' Refresh

Hame Instance Status AMIID Root Device Type  Secunty Groups Zone Launch Time

myestinsiance B e s ot cbs [t microldefault _Jus-easi-1a 91212011 5:10:48 PM

Get Windows Paszwords

Open Remote Desktop +—

Get System Log

Create Image (EBS AMI)

Change Termination Protection

Wiew/Change User Data
% Create Valur hamm Tretamea T

Yolume ID Change Shutdown Behavior Zone Status Attachment Information
& yol-44f2732e PM  us-esst-1a ) in-use -5222d732:/devizdal (attached)

Terminate
Reboot
Stop

Start

Properties

Menu contextual de instancias EC2
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2. En el cuadro de dialogo Open Remote Desktop (Abrir escritorio remoto), elija Use EC2 keypair to
log on (Usar par de claves de EC2 para iniciar sesion) y, a continuacion, elija OK (Aceptar).

Si no almacend un par de claves con el Kit de herramientas de AWS, especifique el archivo PEM

qgue contiene la clave privada.

s

Open Remote Desktop to i-5222d732 EENEE

@ Use EC2 keypair to 10g 0N f——

Enter credentials
User name:
Pazzwaord:

Map local drives on remote desktop
Save Credentials

| ok || cancel |

Cuadro de dialogo Open Remote Desktop (Abrir Escritorio remoto)

3. Se abrira la ventana Remote Desktop (Escritorio remoto). No tiene que iniciar sesidén porque la

autenticacion se produjo con el par de claves. Actuara como administrador en la instancia de
Amazon EC2.

Si la instancia EC2 se ha iniciado recientemente, hay dos motivos por los que es posible que no

pueda conectarse:

» Es posible que el servicio de escritorio remoto todavia no esté funcionando. Espere unos

minutos e inténtelo de nuevo.

» Es posible que la informacion de la contrasefa todavia no se haya transferido a la instancia. En

este caso, vera un cuadro de mensajes parecido al siguiente.
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-

Error

=

@5 Mot available yet.
I' Password generation and encryption can sornetimes take more than 30

minutes, Please wait at least 15 minutes after launching an instance
before trying to retrieve the generated password.

Contrasefa aun no disponible

La siguiente captura de pantalla muestra un usuario conectado como administrador a través del
escritorio remoto.

Conexion a una instancia de Amazon EC2
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.
L= - Remate Desktop Connection |i@|é]

Recyde Bin v Administrator: Command Prompt =1k
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"E'- Internet Explorer

EC2Config5ervice Settings

Administrabor

Documents

Coamputer
Metwork

. Control Panel
Dievices and Printers

Administrative Taols [

m

Help and Suppart
Fur...
¥ &ll Programs . Windaws Securky
[|Sean:h programs and files ¥2)  Logoff Pl

-y | :

[T} ¥

Escritorio remoto

Finalizacion de una instancia de Amazon EC2

Con el Kit de herramientas de AWS, puede detener o finalizar una instancia de Amazon EC2 en
ejecucion desde Visual Studio. Para detener la instancia, la instancia EC2 debe estar utilizando un
volumen de Amazon EBS. Si la instancia de EC2 no esta utilizando un volumen de Amazon EBS, su
unica opcion es terminar la instancia.

Si interrumpe la instancia, se conservan los datos almacenados en el volumen de EBS. Si el
usuario termina la instancia, todos los datos almacenados en el dispositivo de almacenamiento
local de la instancia se perderan. En cualquier caso, interrupcion o eliminacion, no se le seguira
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cobrando por la instancia EC2. Sin embargo, si interrumpe la instancia, se le seguira cobrando por el
almacenamiento de EBS que persiste después de que se interrumpe la instancia.

Para terminar una instancia también puede utilizar el escritorio remoto para conectarse a la instancia
y, a continuacion, seleccionar Apagar en el menu Inicio de Windows. Puede configurar la instancia
para que se interrumpa o termine en esta situacion.

Para interrumpir una instancia de Amazon EC

1. En el Explorador de AWS, expanda el nodo Amazon EC2, abra el menu contextual (con el botén
derecho) de Instancias y, a continuacion, elija Ver. En la lista Instances (Instancias), haga clic
con el botén derecho en la instancia que desea interrumpir y elija Stop (Detener) desde el menu
contextual. Elija Yes (Si) para confirmar que desea interrumpir la instancia.

e

AWS Explorer

Account: #iy @amazon.con v :.a- ;9 a?n % Launch Instance a Terminate Instance ' Refresh
Region: [: US East vl ' § Name Instance Status AMIID Root Device Type  Security Groups Zone Launch Time

F, 752204732 | running cbs — [tlmicroldefault |us-cast-1a | 932011 6:32:11 PM
& Amazon CloudFront

4 i@ Amazon EC2 Get Windows Passwords

.ij AMIs Open Remote Desktop
i@ Instances
® Key Pairs ] GetSystemlog L
(& Security Groups " | & Create Valur
| :m:fzoolings Volume ID (Geal=linag=(EESIART) Zone Status Attachment [nformation
f
= & vol-44i2732e Change Termination Protection PM us-east-la i inuse -5222d732:/devizdal (attached)

I E Amazon SimpleDB
I g% Amazon SNS

- Amazon 5Q5

K8 AWS ClandFnrmatinn
1

View/Change User Data

Change Shutdown Behavior

Terminate
Reboot
Stop

Start

Properties

2. En la parte superior de la lista Instances (Instancias), elija Refresh (Actualizar) para ver el cambio
en el estado de la instancia de Amazon EC2. Dado que interrumpimos en lugar de finalizar la
instancia, el volumen de EBS asociado con la instancia sigue estando activo.
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US East EC2 Instances X

i Launch Instance ) Terminate Instance (' Refresh

Name Instance Siatus AMIID Root Device Type  Secunty Groups Zone Launch Time

mytestinsiance ¥y 52224732 |@ stopped |ami-e168a888/cbs  |H.micro|defau |us-casi-Ta|9/3/2011 6:32:11 PM_

% Create Volume & Refresh

Valume ID Mame Capacity Snapshot Created Zone Status Attachment Information
L vol-44f2732e 35 GIB  =nap-76109e16 | 922011 5:10:51 PM  us-east-1a i in-use +5222d732:/devizdal (attached)

Las instancias terminadas siguen estando visibles

Si termina una instancia, seguira apareciendo en la lista Instance (Instancia) junto con las instancias
en ejecucion o interrumpidas. En el tiempo debido, AWS reclama estas instancias y desaparecen en
la lista. No se le cobraran las instancias cuyo estado sea terminado.

LS East EC2 Instances ¢
& LaunchInstance @ Terminate Instance ' Refresh

Mame Instance Status AMI D Root Device Type  Secunty Groups Zone Launch Time
my-other-win-instance (g% i-9bbeaZfa ) terminated ami-0z8a7863 ebs t1.micro default us-east-1a 8292011 4:56:58 PM

my-estinstance ¥, 152224732 & running _|ami-o168a888/obs |t microldefauk _|us-esst1a 9122011 5-10:45 PM

%@ Create Volume  Befresh

Yaolume 1D Mame Capacity Snapshot Created Zong Status Attachment Information
o vol-44f3732e J5GE  =nap-7610%e16 92/2011 5:10:51 PM  us-east-1a @ in-use i-5222d732:/devizdal (attached)

Para especificar el comportamiento de una instancia EC2 en el apagado

El Kit de herramientas de AWS le permite especificar si una instancia de Amazon EC2 se
interrumpira o terminara si se selecciona Apagar en el menu Inicio.
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1. En la lista Instances (Instancias), haga clic con el botén derecho en una instancia de Amazon EC2
y, a continuacion, elija Change shutdown behavior (Cambiar el comportamiento de cierre).

Get Windows Passwords
Cpen Remote Desktop
Get System Log

Create Image (EBS AMI)

Change Termination Protection

View/Change User Data

Change Shutdown Behavior sffe—

Terminate
Reboot
Stop

Start

Properties

Elemento del menu Change Shutdown Behavior (Cambiar el comportamiento de cierre)

2. En el cuadro de dialogo Change Shutdown Behavior, elija Stop o Terminate en la lista desplegable
Shutdown Behavior.

« -
Change Shutdown Behavior l"':' = |-

Instance Id: 1-5222d732
Shutdown Behavior: |stop bt
terminate
QK ] I Cancel

Administracion de instancias Amazon ECS

El Explorador de AWS proporciona vistas detalladas de los clusteres y repositorios de contenedores
de Amazon Elastic Container Service (Amazon ECS). Puede crear, eliminar y administrar los detalles
del cluster y del contenedor en el entorno de desarrollo de Visual Studio.
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Modificacion de las propiedades del servicio

Puede ver los detalles del servicio, los eventos del servicio y las propiedades del servicio desde la
vista del cluster.

. En el Explorador de AWS, abra el menu contextual (haga clic con el botdn derecho) del cluster

cuyas propiedades desea administrar y, a continuacion, elija Ver.

. En la vista ECS Cluster, haga clic en Services (Servicios) a la izquierda y, a continuacion,

haga clic en la pestafia Details (Detalles) en la vista de detalles. Puede hacer clic en Events
(Eventos) para ver los mensajes y en Deployments (Implementaciones) para ver el estado de
implementacion.

. Haga clic en Edit. Puede cambiar el numero de tareas y el porcentaje minimo y maximo de tareas

en buen estado que desee.

. Haga clic en Save (Guardar) para aceptar los cambios o en Cancel (Cancelar) para restablecer los

valores existentes.

Detencion de una tarea

Puede ver el estado actual de las tareas y detener una o varias tareas en la vista del cluster.

Para detener una tarea

1.

En el Explorador de AWS, abra el menu contextual (haga clic con el botdn derecho) del cluster
cuyas tareas desea detener y, a continuacion, elija Ver.

. En la vista ECS Cluster, haga clic en Tasks (Tareas) a la izquierda.

. Asegurese de que la opcion Desired Task Status (Estado de la tarea deseado) esta establecida

en Running. Elija las tareas individuales que desea detener y, a continuacién, haga clic en Stop
(Detener) o haga clic en Stop All (Detener todo) para seleccionar y detener todas las tareas en
ejecucion.

. En el cuadro de didlogo Stop Tasks (Detener tareas), elija Yes (Si).

Eliminacion de un servicio

Puede eliminar los servicios de un cluster desde la vista del cluster.

Para eliminar un servicio del clUster
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1. En el Explorador de AWS, abra el menu contextual (haga clic con el botén derecho) del cluster
cuyo servicio desea eliminar y, a continuacion, elija Ver.

2. En la vista ECS Cluster, haga clic en Services (Servicios) a la izquierda y, a continuacién, haga
clic en Delete (Eliminar).

3. En el cuadro de dialogo Delete Cluster (Eliminar cluster), si existe un balanceador de carga y un
grupo de destino en su cluster, puede elegir eliminarlos con el cluster. No se utilizaran cuando se
elimine el servicio.

4. En el cuadro de dialogo Delete Cluster (Eliminar cluster), elija OK (Aceptar). Cuando se elimine el
cluster, se quitara del Explorador de AWS.

Eliminacion de un cluster

Puede eliminar un cluster de Amazon Elastic Container Service desde el Explorador de AWS.

Para eliminar un cluster

1. En el Explorador de AWS, abra el menu contextual (haga clic con el boton derecho) del cluster
que desea eliminar bajo el nodo Clusteres de Amazon ECS y después elija Eliminar.

2. En el cuadro de dialogo Delete Cluster (Eliminar cluster), elija OK (Aceptar). Cuando se elimine el
cluster, se quitara del Explorador de AWS.

Creacidén de un repositorio

Puede crear un repositorio de Amazon Elastic Container Registry desde el Explorador de AWS.

Creacioén de un repositorio

1. En el Explorador de AWS, abra el menu contextual (haga clic con el botén derecho) del nodo
Repositorios bajo Amazon ECS y después elija Crear repositorio.

2. En el cuadro de dialogo Crear repositorio, escriba un nombre de repositorio y después elija
Aceptar.

Eliminacion de un repositorio

Puede eliminar un repositorio de Amazon Elastic Container Registry desde el Explorador de AWS.
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Eliminacién de un repositorio

1. En el Explorador de AWS, abra el menu contextual (haga clic con el botén derecho) del nodo
Repositorios bajo Amazon ECS y después elija Eliminar repositorio.

2. En el cuadro de dialogo Delete Repository (Eliminar repositorio), puede elegir eliminar el
repositorio aunque contenga imagenes. De lo contrario, solo se eliminara si esta vacio. Haga clic
en Yes (Si).

Administracion de grupos de seguridad desde el Explorador de
AWS

El Kit de herramientas para Visual Studio le permite crear y configurar grupos de seguridad para
usarlos con instancias de Amazon Elastic Compute Cloud (Amazon EC2) y CloudFormation. Cuando
lanza instancias de Amazon EC2 o implementa una aplicacion en CloudFormation, debe especificar
un grupo de seguridad para asociar con las instancias de Amazon EC2. (La implementacién en
CloudFormation crea instancias de Amazon EC2).

Un grupo de seguridad actua como un firewall para el trafico de red entrante. El grupo de seguridad
especifica qué tipos de trafico de red se permiten en una instancia de Amazon EC2. También puede
especificar que se aceptara trafico entrante procedente de determinadas direcciones IP solamente o
de usuarios especificados u otros grupos de seguridad solamente.

Creacion de un grupo de seguridad

En esta seccién, vamos a crear un grupo de seguridad. Una vez que se haya creado, el grupo de
seguridad no tendra ningun permiso configurado. La configuracion de permisos se realiza por medio
de una operacion adicional.

Para crear un grupo de seguridad

1. En el Explorador de AWS, bajo el nodo Amazon EC2, abra el menu contextual (con el boton
derecho) en el nodo Grupos de seguridad y, a continuacion, elija Ver.

2. En la pestaina Grupos de seguridad de EC2, elija Crear un grupo de seguridad.

3. En el cuadro de dialogo Create Security Group (Crear grupo de seguridad), escriba un nombre y
una descripcion para el grupo de seguridad y, a continuacion, elija OK (Aceptar).
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-

Create Security Group I. — | [=] |-?3IJ1

Marne: my-ecd-web-app-sg

Description: | Security Group-Web App Deployment

| ok || cancel

Adicion de permisos a los grupos de seguridad

En esta seccién, anadiremos permisos al grupo de seguridad para permitir el trafico web a través de
los protocolos HTTP y HTTPS. También permitiremos que otros equipos se conecten a través del
Protocolo de escritorio remoto (RDP) de Windows.

Para anadir permisos a un grupo de seguridad

1. En la pestafa EC2 Security Groups (Grupos de seguridad de EC2), elija un grupo de seguridad vy,
a continuacion, elija el botén Add Permission (Anadir permiso).

2. En el cuadro de dialogo Add IP Permission (Afadir permiso de IP), elija el botdn de opcion
Protocol, Port and Network (Protocolo, puerto y red) y, a continuacion, en la lista desplegable
Protocol (Protocolo), elija HTTP. El rango de puertos se ajusta automaticamente al puerto 80,
el puerto predeterminado para HTTP. El campo Source CIDR (CIDR de origen) se establece en
0.0.0.0/0 de forma predeterminada, lo que especifica que se aceptara el trafico de la red HTTP
desde cualquier direccién IP externa. Seleccione Aceptar.

Adicién de permisos a los grupos de seguridad 64



AWS

Kit de herramientas con Amazon Q

Guia del usuario de

P

.
Add 1P Permission M (sl ool

@ Protecol, Port and Metwork

Protocal:

Port Range:  Start | 80 End | 20

Source CIDR:  0.0.0.0/0
) AWS user and group

User ID:

Security Group Mame:

oK [ e ]

Abra el puerto 80 (HTTP) para este grupo de seguridad.

3. Repita este proceso para HTTPS y RDP. Los permisos de los grupos de seguridad deben tener
ahora el siguiente aspecto.

US st £C2 Securty Group: < RS

% Create Secunty Group e Delete Securty Group . Refresh

Group MName Descripbion
(i s0-5d732234 default default group

# sg-db2313h2 Security Group-Web App Deployment

&% Add Pemission Delete Permission . Refresh
Protocol Port UserGroup Source CIDR
HTTF (TCF)} &0 0.0.0.0/0
HTTPS (TCP) 443 0.0.0.0/0

ROP (TCP) 3383 0.0.0.0/0

También puede establecer permisos en el grupo de seguridad especificando un ID de usuario y
un nombre de grupo de seguridad. En este caso, las instancias de Amazon EC2 en este grupo de
seguridad aceptaran todo el trafico de red entrante procedente de instancias de Amazon EC2 en

Adicion de permisos a los grupos de seguridad
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el grupo de seguridad especificado. Asimismo, debe especificar el ID de usuario como una manera
de desambiguar el nombre del grupo de seguridad; los nombres de los grupos de seguridad no
tienen que ser unicos en todo el AWS. Para obtener mas informacion sobre los grupos de seguridad,
consulte la documentacion de EC2.

Creacidon de una AMI a partir de una EC2 instancia de Amazon

Puede crear una imagen de maquina de Amazon (AMI) con el AWS Toolkit for Visual Studio. Para
obtener informacion mas detallada al respecto AMIs, consulte el tema Amazon Machine Images

(AMI) en la Guia del usuario de Amazon Elastic Compute Cloud para instancias de Windows.

Para crear una AMI a partir de una EC2 instancia de Amazon existente, complete el siguiente
procedimiento.

Creacion de una AMI a partir de una EC2 instancia de Amazon existente

1. En el explorador del AWS kit de herramientas, expande Amazon EC2 y selecciona Instances
para ver una lista de las instancias existentes.

2. Haga clic con el boton derecho en la instancia que desee utilizar como base para la AMI y
seleccione Crear imagen (ABS AMI) para abrir la ventana de dialogo Crear imagen.

3. Enlaventana de dialogo Crear imagen, afiada un nombre y una descripcion para la imagen en
los campos proporcionados y, a continuacion, pulse el boton Aceptar para continuar.

4. La ventana de confirmacion de la Imagen creada se abre en Visual Studio cuando se crea la
imagen. Pulse el botén Aceptar para continuar.

Para ver su nueva AMI con el AWS kit de herramientas, expanda Amazon EC2 y haga doble clic
AMlspara abrir una ventana en el panel del editor de Visual Studio que muestre una lista de las
existentes. AMIs Si no ve la AMI nueva en la lista, haga clic en el boton Actualizar en la parte
superior de la ventana de la AMI.

Definicion de los permisos de lanzamiento en una imagen de
maquina de Amazon (AMI)
Puede configurar los permisos de lanzamiento de las imagenes de maquina de Amazon (AMI) en la

vista AMI del Explorador de AWS. Puede usar el cuadro de didlogo Set AMI Permissions (Configurar
permisos de AMI) para copiar los permisos de las AMI.
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Para definir permisos en una AMI

1. En la vista AMI del Explorador de AWS, abra el menu contextual (clic con el boton derecho) de
una AMI y, a continuacion, elija Editar permiso.

#& Launch Instance L De-register ' Refresh [ Show/Hide ~

Viewing: |Cwned By Me ~ | [AllPlatorms |

D AMIID AMI Name Description Owmer Visibility State Platform Root Device T_.'pe Virtualization
1 ami-257bb74c @l atw-win-hip-build WWindows Help Build Server Private ) a\,allahle ¢ windows ebs

8 317750 [ cmocgen | LinxSer - © oo ool |
3 ami-cf7bb7a6 ,"] Fhw-line-2 Linu:-cServe_._ﬂ_ FTre s Eas Prvate () a\,allahle @ Linux ehs paravirtual

Ty Edit Permission

(& De-register AMI

Properties

2. Existen tres opciones disponibles en el cuadro de dialogo Establecer permisos de AMI:

» Para conceder permiso de lanzamiento, seleccione Agregar y escriba el numero de cuenta del
usuario de AWS a quien quiere conceder el permiso de lanzamiento.

* Para eliminar un permiso de lanzamiento, elija el numero de cuenta del usuario de AWS para el
que desea eliminar el permiso de lanzamiento y elija Eliminar.

» Para copiar los permisos de una AMI en otra, seleccione una AMI en la lista y elija Copy from
(Copiar desde). Los usuarios que tienen permisos de lanzamiento en la AMI elegida, obtendran
permisos de lanzamiento en la AMI actual. Puede repetir este proceso con otras AMI en la lista
Copy-from (Copiar desde) para copiar permisos de varias AMI en la AMI de destino.

La lista Copiar desde solo contiene las AMI pertenecientes a la cuenta que estaba activa
cuando la vista AMI se mostré desde el Explorador de AWS. Como resultado, la lista Copy-from
(Copiar desde) podria no mostrar ninguna AMI si la cuenta activa no posee otras AMI.
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ig& Launch Instance "L De-register ' Refresh
Viewing: |Owned By Me ~ | [All Platforn]
[] AMIID AMI Name i

ami-257bb74c L’] atw-win-hlp-build 0
2 ami-2fcdi246 @) y-a-linuxs 0
3 ami-377bb75e L‘] atw-linux-gen 0
B a7 a2 0

Set AMI Permissions

This image is currently Public
@ Public ) Private

Launch Permissions:

@ Add  {T.Copy from - @ Remove

o @] = ]

ste Platform

available (@& windows
pending & Linux

available @ Linux

AWS Acco Image ID AMI Mame

ami-2537bb74c  atw-win-hlp-build  Windows Help Build Server

Description

ami-2fcd0246  y-a-linux-s
ami-377bb75%e  atw-linux-gen Linux Server
OK | [ Cancel ] |

avsisbe | Linox | cbs | parviunl_

Root Device Type  Virtualization

ebs hvm

ebs paraviriual
ebs pamwrtual

Cuadro de dialogo Copy AMI permissions (Copiar permisos de AMI)

Amazon Virtual Private Cloud (VPC)

Amazon Virtual Private Cloud (Amazon VPC) le permite lanzar recursos de Amazon Web Services en
una red virtual que haya definido. Esa red virtual es similar a la red tradicional que utiliza en su propio
centro de datos, con los beneficios de utilizar la infraestructura escalable de AWS. Para obtener mas
informacion, vaya a la Guia del usuario de Amazon VPC.

El Kit de herramientas para Visual Studio permite a un desarrollador obtener acceso a la
funcionalidad de VPC de un modo similar al expuesto por la Consola de administracion de AWS,
pero desde el entorno de desarrollo de Visual Studio. El nodo Amazon VPC de AWS Explorer incluye
subnodos para las siguientes areas.

« VPCs

* Subredes

* Elastic IPs

« Puertas de enlace de Internet

« Red ACLs

« Tablas de enrutamiento

* Grupos de seguridad

Amazon Virtual Private Cloud (VPC)
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Creacion de una VPC publico-privada para su implementacion con AWS
Elastic Beanstalk

En esta seccidn se describe como crear una Amazon VPC que contenga subredes publicas y
privadas. La subred publica contiene una EC2 instancia de Amazon que realiza la traduccion de

direcciones de red (NAT) para permitir que las instancias de la subred privada se comuniquen con la

Internet publica. Las dos subredes deben residir en la misma zona de disponibilidad (AZ).

Esta es la configuracion de VPC minima necesaria para implementar un AWS Elastic Beanstalk
entorno en una VPC. En este escenario, las EC2 instancias de Amazon que alojan tu aplicacion
residen en la subred privada; el balanceador de cargas ELB que enruta el trafico entrante a tu
aplicacion reside en la subred publica.

Para obtener mas informacién sobre la traduccion de direcciones de red (NAT), vaya a Instancias
NAT en la Guia del usuario de Amazon Virtual Private Cloud. Si desea ver un ejemplo del
procedimiento para configurar su implementacién para que use una VPC, consulte Implementacion

en Elastic Beanstalk.

Para crear una VPC de subred publica-privada

1. En el nodo Amazon VPC de AWS Explorer, abra el VPCssubnodo y, a continuacion, elija Create
VPC.

: Amazon CloudFront |l LIS West (el =TT RUSER LS West (Oregon) EC2 Instances Start Page

£ Amazon DynameDB o — .
i Amazon EC2 Create WPC Delete . HAefresh L ShowHide =

Amazon RDS | # Name VPCID State CIDR Default DHCF Options Set  Tenancy
Amazon 53

? Amazon SimpleDE

il Armazon SNS

= Amazon 505

4 5% Amazon VPC

4 ElasticIPs
& Internet Gateways

£ Network ACLs
= Route Tables

(@ Security Groups
T Subnets
M VPCs )

2. Configure la VPC del modo siguiente:

» Escriba un nombre para la VPC.

 Active las casillas de verificacion Con subred publica y Con subred privada.
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* En el cuadro de lista desplegable Zona de disponibilidad de cada subred, elija una zona de
disponibilidad. Asegurese de usar la misma zona de disponibilidad para las dos subredes.

» Para la subred privada, en Nombre de par de claves de NAT, proporcione un par de claves.
Este par de claves se usa para la EC2 instancia de Amazon que realiza la traduccién de
direcciones de red de la subred privada a la Internet publica.

 Active la casilla de verificacion Configurar el grupo de seguridad predeterminado para permitir el
trafico a NAT.

Escriba un nombre para la VPC. Active las casillas de verificacion Con subred publica y Con
subred privada. En el cuadro de lista desplegable Zona de disponibilidad de cada subred, elija una
zona de disponibilidad. Asegurese de usar la misma zona de disponibilidad para las dos subredes.
Para la subred privada, en Nombre de par de claves de NAT, proporcione un par de claves. Este
par de claves se usa para la EC2 instancia de Amazon que realiza la traduccion de direcciones de
red de la subred privada a la Internet publica. Active la casilla de verificacion Configurar el grupo
de seguridad predeterminado para permitir el trafico a NAT.

Seleccione Aceptar.
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Create VPC S—N— L':' (=] éj

Marme: myleploymentVPC
CIDR Block™: 10.0.0.0/16
Tenancy: default B

With Public Subnet

Public Subnet: 10.0.0.0/24 Availablity Zone: us-west-2b &
A subnet will be added to the VPC with an internet gateway associated to it. This will allow
instances in this subnet access to the intermet.

With Private Subnet

Private Subnet:  10.0.1.0/24 Availablity Zone:  |us-west-2b -

MAT Instance Type: | Small B MNAT Key Pair Name: [Icey-pair-'u's—lip "]

Configure default security group to allow traffic to NAT

Instamces in the private submet can establish outbound connections to the Internet via the public
subnet using Mebwork Address Translation. (Hourly charges for MAT instances apply)
Creation of public or private subnets will be performed in the background. To check the status view

the output window,

Ok [ Cancel ]

Puede ver la nueva VPC en la VPCspestafa del Explorador. AWS

R J (] LWL RN Rl LIS West (Oregon) EC2 Instances Start Page
¥4 Create VPC  * Delete " Refresh [ ShowHide =
# Name VPCID State CIDR Default DHCP Options Set  Tenancy

i

La instancia NAT podria tardar unos minutos en lanzarse. Cuando esté disponible, puede verlo
expandiendo el EC2 nodo Amazon en AWS Explorer y, a continuacion, abriendo el subnodo
Instances.

Se crea un volumen de Amazon Elastic Block Store (Amazon EBS) para la instancia NAT
automaticamente. Para obtener mas informacién sobre Amazon EBS, consulte el tema Amazon
Elastic Block Store (EBS) en la Guia del EC2 usuario de Amazon para instancias de Linux.
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Env: myPBEnv US West (Oregon) VPCs (AU EL S (0 E LN IeR LTl SimpleDbMembershipProvider.cs

& Launch Instance X Terminate Instance ' Refresh 1 Show/Hide =
. Instance ID Status AMIID Type Security Groups  Zone # Name Instance Profile  Key Pair Name | Launch Time Public DNS

” 705342 |6 nnng | omi52i7262 | miemall et | wwest2h [NAT | |kevparvelp | 452039265 M | |

“» Create Volume = Refresh [ Show/Hide »

. Volume ID Capacity Snapshot |D Created Zone Status Attachment Information & wol-tag
1% vol-da5a91e2 B GIiB =nap-4301d52b 4572013 :27:00 AM  us-west-2b ) in-use -709d9342 /devizdal (attached)

Si implementa una aplicacion en un AWS Elastic Beanstalk entorno y decide lanzar el entorno en una
VPC, el kit de herramientas rellenara el cuadro de Amazon Web Services dialogo Publicar en con la
informacion de configuracion de la VPC.

El kit de herramientas rellena el cuadro de dialogo unicamente con la informaciéon VPCs que se cred
en el kit de herramientas, no con la que se cred con. VPCs Consola de administracion de AWS Esto
se debe a que cuando el Kit de herramientas crea una VPC, etiqueta los componentes de la VPC
para que esta pueda obtener acceso a su informacion.

En la siguiente captura de pantalla del asistente de implementacién, se muestra un ejemplo de un
cuadro de dialogo que se ha rellenado automaticamente con valores de una VPC creada en el Kit de
herramientas.
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" Publish to AWS E=E=")

AWS Options

Set Amazon EC2 options for the deployed application.

Amazon EC2

Container type * [54bit Windows Server 2012 running [I5 8 CFM = |

Use custom AMI:

Instance type *: [Micm b | Key pair ™ [key—pair-'u's-lip b |
[¥[ Launch inta VPC i
VPC * [myDEpIG}rment‘l."PC - vpc-dali - |
ELB Scheme*: | Public v| Security Group* |NATGroup (sg-374a535b)  +|
ELE Subnet = [F‘ublic - subnet-de0013b7 (10.0.0.0/24 - us-west-2b) v|

Instances Subnet *:

Private - subnet-d60013bf (10.0.1.0/24 - us-west-2b) - |

To run AWS Elastic Beanstalk applications inside a VPC, you will need to configure at least the following:
Create two subnets: one for your ECZ2 instances and one for your Elastic Load Balancer.
Traffic must be able to be routed from your Elastic Lload Balancer to your EC2 instances.
Your EC2 instances must be able to connect to the Internet and AWS endpoints.

For more information visit AWS Elostic Beanstalk User Guide

Para eliminar una VPC
Para eliminar la VPC, primero debe terminar todas las EC2 instancias de Amazon de la VPC.

1. Si ha implementado una aplicacién en un AWS Elastic Beanstalk entorno de la VPC, elimine el
entorno. Esto cancelara cualquier EC2 instancia de Amazon que aloje tu aplicacion junto con el
balanceador de cargas ELB.

Si intenta terminar directamente las instancias que alojan su aplicacion sin eliminar el entorno, el
servicio de escalado automatico creara automaticamente nuevas instancias para reemplazar a las
eliminadas. Para obtener mas informacion, vaya a la Guia para desarrolladores de Auto Scaling.

2. Elimine la instancia NAT de la VPC.

No es necesario eliminar el volumen de Amazon EBS asociado con la instancia NAT para eliminar
la VPC. Sin embargo, si no elimina el volumen, se seguira aplicando un costo adicional por él
aunque se hayan eliminado la instancia NAT y la VPC.
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3. En la pestana VPC, elija el enlace Eliminar para eliminar la VPC.

(A0 LR NSl LIS West (Oregon) Subnets

¥ Create VPC (  Delete)) (' Refresh

U5 West (Oregon) EC2 Security Groups
1 ShowHide

| & MName VPCID State CIDR Default DHCP Options Set  Tenancy
1 myDeploymentVPC % vpe-dal013b3 () availzble 1000016 False  dopt-80cddzed default

4. En el cuadro de dialogo Eliminar VPC, elija Aceptar.

EET)

r

Delete VPC

Please confirm that you'd like to delete this VPC, Deleting this VPC will
also delete objects asscciated with this VPC in this region:

Subnets Metwork Interfaces
Security Groups Reute Tables
Metwork ACLs Internet Gateways
Delete Leg:
Fl L3

| ok || Cancel

Uso del editor de plantilla de CloudFormation para Visual Studio.

El Kit de herramientas para Visual Studio incluye un editor de plantillas de CloudFormation y
proyectos de plantillas de CloudFormation para Visual Studio. Entre las caracteristicas compatibles
se incluyen las siguientes:

» Creacidn de plantillas nuevas (vacias o copiadas de una pila o plantilla de ejemplo existentes)
utilizando el tipo de proyecto de plantilla de CloudFormation suministrado.

+ Edicién de plantillas con validacion JSON automatica, finalizacion automatica, plegado de codigo y
resaltado de sintaxis.
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» Sugerencia automatica de funciones intrinsecas y parametros de referencia de recursos para los
valores de los campos de la plantilla.

* Elementos de menu para realizar acciones comunes en la plantilla desde Visual Studio.

Temas

» Creacién de un proyecto de plantilla de CloudFormation en Visual Studio

* Implementacion de una plantilla de CloudFormation en Visual Studio

» Dar formato a una plantilla de CloudFormation en Visual Studio

Creacion de un proyecto de plantilla de CloudFormation en Visual Studio

Para crear un proyecto de plantilla

1. En Visual Studio, elija File (Archivo), elija New (Nuevo) y, a continuacion, elija Project (Proyecto).

2. Para Visual Studio 2017:

En el cuadro de dialogo Nuevo proyecto, expanda Instalados y seleccione AWS.
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MNew Project ? et
P Recent Sort by: Default | & Search (Ctrl+E) P~
4 |nstalled

Type: AWS

AWS CloudFormation Project

b Visual C& A project for defining the collection of

b Visual Basic ‘ AWS Lambda Function Project (Nodes) AWS i A e LG K el
. deployments.

b Visual C++

b Visual F#

S0L Server

AWS

JavaScript

Python

TypeScript

Other Project Types

P Online

Mot finding what you are looking for?

Open Visual Studio Installer

Marme: CloudFormationTemplatel

Location: Cihworkhsre l Browse...

Solution: Create new =clution .

Solution name: CloudFormationTemplatel Create directory for solution
. Add to Source Control

Para Visual Studio 2019:

En el cuadro de dialogo New Project (Nuevo proyecto), asegurese de que los cuadros
desplegables Language (Lenguaje), Platform (Plataforma) y Project type (Tipo de proyecto) estan
definidos en "All..." (Todo...) e introduzca aws en el campo Search (Buscar).

Creacion de un proyecto de plantilla de CloudFormation en Visual Studio 76



AWS Kit de herramientas con Amazon Q

Guia del usuario de

Create a new project

Recent project templates
a AWS Serverless Application ((NET Core - F#)
& ASP.NET Core Web Application c#

‘ AWS Lambda Function Project (Mode,js)

BN Blank Nodejs Console Application JavaScript

aws X - Language ~ Platform = Project type ~

‘ AWS Lambda Function Project (Mode.js)

A project for creating an AWS Lambda Function using MNode.js.

TF1  AWS CloudFormation Project

‘ AWS Serverless Application with Tests (NET Core - C#)
A C# AWS Serverless application uses the power of AWS Lambda and AWS
CloudFormation to build a cloud-enabled serverless application.

‘ AWS Lambda Project with Tests (NET Core - C#)
A C# project for creating a AWS Lambda Functions using .NET Core

‘ AWS Serverless Application (.NET Core - C#)
A C# AWS Serverless application uses the power of AWS Lambda and AWS
CloudFormation to build a cloud-enabled serverless application.

‘ AWS Lambda Project (MET Core - C#)
A C# project for creating a AWS Lambda Functions using .NET Core

‘ AWS Serverless Application with Tests (NET Core - F#)

A F# AWS Serverless application uses the power of AWS Lambda and AWS
CloudFormation to build a cloud-enabled serverless application.

3. Seleccione la plantilla Proyecto de AWS CloudFormation.

4. Para Visual Studio 2017:

Introduzca los valores de Name (Nombre), Location (Ubicacion) deseados, etc., para su proyecto

de plantilla y haga clic en OK (Aceptar).

Para Visual Studio 2019:

Haga clic en Next (Siguiente). En el siguiente cuadro de dialogo, introduzca los valores de Name
(Nombre), Location (Ubicacién) deseados, etc., para su proyecto de plantilla y haga clic en Create

(Crear).

5. En la pagina Select Project Source (Seleccionar origen del proyecto), elija el origen de la plantilla

que creara:

» Create with empty template (Crear con plantilla vacia) genera una plantilla nueva de

CloudFormation vacia.
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» Crear a partir de pila de AWS |CFN| existente genera una plantilla a partir de una pila existente
en su cuenta de AWS. (La pila no tiene que tener un estado de ). CREATE_COMPLETE.)

+ Select sample template (Seleccionar plantilla de muestra) genera una plantilla a partir de una de
las plantillas de ejemplo de CloudFormation.

MNew AWS CloudFormation Project l ’ = | B |-

Select Project Source

Choose the source for the template created with the new project.

& Create with empty template

Create from existing AWS CloudFormation Stack

Account profile to use Region: | B2 US West (Oregon)
Stack: DynamoDBSample

Select Sample Template

sample:  Create an EC2 instance with an associated instance profile.

Close | Finish |

A -

6. Para completar la creacion de su proyecto de plantilla de CloudFormation, elija Finish (Finalizar).

Implementacion de una plantilla de CloudFormation en Visual Studio

Para implementar una plantilla de CFN

1. En el Explorador de soluciones, abra el menu contextual (clic con el boton derecho)
correspondiente a la plantilla que desee implementar y elija Implementar en AWS CloudFormation.
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Solution Explorer * I 2§ cloudformation.template 3¢
| e "NoEcho™: "tru
"o —
; Solution 'myCloudFormationTemplates' (2 projects "T;;Z::-Lp"éz:in
4 [0 anEmptyTemplate "MinLength": "
m cloudformation.template "MaxLength”: "
4 m rmyExistingStack "AllowedPatter
@} cloudformation.ter "~ HE sttty
Open
Open With...
[Z] View Code '

Exclude From Project
Run Custom Tool ’

1| 1]
4 Cut Ctrl+X
AWS Explorer .
53 Copy Ctrl+C
count: |Erondbst
Ac [EronAbstys X Delete Del
Region: [ 2 US East (Virgin Rename

# Amazon CloudFront m Deploy to AWS CloudFormation
£ Amazon DynamoDB ®

I Arnazon EC2 Estimate Cost
I Armazon RDS m Format Template
I Amazon 53 .
sl Alt+Ent
? Amazon SimpleDE UERETES +Enter N

Como alternativa, para implementar la plantilla que esta editando, en el menu Plantilla, elija
Implementar en AWS CloudFormation.

Template | Window Help
: o) Deploy to AWS CloudFormation

m Estimate Cost
'm Format Template

2. En la pagina Implementar plantilla, elija la cuenta de Cuenta de AWS que se debe usar para
lanzar la pila y la regién en la que se lanzara.
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o o}

Deploy Template = || = | &2

Select Template

To create a stack, fill in the name for your stack and select a template. You may choose one of the sample
templates to get started quickly or an your local hard drive,

Account to use: | EronAbstrys 1|r|[§| Region: [ BE S East (Virginia) 1|r|

@ Create New Stack

SNS Tepic (Optional): hd Create MNew Topic

Creation Timeout: Mone - |

[T] Rollback on failure

Update Existing Stack

3. Elija Create New Stack (Crear pila nueva) y escriba un nombre para la pila.

4. Elija una (o ninguna) de las siguientes opciones:

» Para recibir notificaciones acerca del progreso de la pila, en la lista desplegable SNS Topic
(Tema de SNS), elija un tema de SNS. También puede crear un tema de SNS eligiendo Create
New Topic (Crear tema nuevo) y escribiendo una direccién de correo electrénico en el cuadro.

» Use Creation Timeout (Tiempo de espera de la creacion) para especificar cuanto tiempo debe
permitir CloudFormation que transcurra para la creacion de la pila antes de considerar que se
ha producido un error (y restaurar el estado anterior, a menos que la opcién Rollback on failure
(Restauracién en caso de error) esté desactivada).

» Use Rollback on failure (Restauracién en caso de error) si desea que la pila se revierta (es
decir, se elimine a si misma) en caso de error. Deje esta opcion desactivada si desea que
la pila permanezca activa, a efectos de depuracién, incluso si se no ha podido completar el
lanzamiento.

5. Elija Finish (Finalizar) para lanzar la pila.

Implementacion de una plantilla de CloudFormation en Visual Studio
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Dar formato a una plantilla de CloudFormation en Visual Studio

» En Solution Explorer, abra el menu contextual (clic con el botdn derecho) de la plantilla y elija
Format Template (Dar formato a plantilla).

Como alternativa, para dar formato a la plantilla que esta editando, en el menu Template (Plantilla),
elija Format Template (Dar formato a plantilla).

Template | Window Help
m Deploy to AWS CloudFormation

m Estimate Cost
'm Format Template

El formato de su cédigo JSON se ajustara para que su estructura se presente con claridad.
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"Properties™ : {
"SecurityGroups™ : [ { "Ref”
"KeyName™ : { “Ref”

: "InstanceSecurityGreup” } ],
t "KeyName” },

"Imageld” : { "Fn::FindInMap™ : [ "AWSRegicnArch2AMI™, { "Ref" : "AWS
{ "Fn::FindInMap™ : [ "AWSInstanceT
“Arch® 1} 11},

"UserData” : { "Fn::Base64” : { “"Fn::Join™ : ["", [

"#!/bin/bash\n™,
"wum update -y aws-cfn-bootstrap\n”,

"fopt/aws/bin/cfn-init -s ", { "Ref" : "AWS::StackName" }, "
" --access-key ", { "Ref" : "Hostkeys" },
--secret-key ", {"Fn::GetAtt™: [“"HostKeys", "Secretfccess

-r Ec2

--region ", { "Ref" : "AWS::Region™ }, "\n",
"fopt/aws/bin/cfn-signal -e $? '", { "Ref" : "WaitHandle" }, "'\n"
113}
}
1 ,.
T

1

roperties™ : {
"SecurityGroups” : [

1
"Ref" : "InstanceSecurityGroup”
h
1
"KeyName" s 1
"Ref" : "KeyName"
¥
"Imageld” s {
"Fn::FindInMap™ : [
"AWSRegionArch2AMI,
1
"Ref” : "AWS::Region”
I
1
"Fn::FindInMap™ : [
"AWSInstanceType2Arch”™,
1
"Ref" : "InstanceType"
b
"Arch”
1
¥
]
b
"UserData" s 1
"Fn::Basesd” : {
"Fn::Join® @ [
"
[

"#!/bin/bash\n™,
"yum update -y aws-cfn-bootstrapin”,
"fopt/aws/bin/cfn-init -s ",

{
b

" -r Ec2Instance "
" --access-key ",

"Ref" i "AWS::StackName"

{
b

"Ref" : "HostKeys"

Uso de Amazon S3 desde el Explorador de AWS

Amazon Simple Storage Service (Amazon S3) le permite almacenar y recuperar datos desde
cualquier conexion a Internet. Todos los datos que almacena en Amazon S3 estan asociados a su
cuenta y, de forma predeterminada, solo usted puede obtener acceso a ellos. El Kit de herramientas
para Visual Studio le permite almacenar datos en Amazon S3 y ver, administrar, recuperar y distribuir

esos datos.

Amazon S3 utiliza el concepto de buckets, que se puede entender como algo similar a los sistemas
de archivos o las unidades légicas. Los buckets pueden contener carpetas, que son similares a los
directorios, y objetos, que son similares a los archivos. En esta seccidn, utilizaremos estos conceptos
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mientras describimos la funcionalidad de Amazon S3 ofrecida por el Kit de herramientas para Visual
Studio.

® Note

Para usar esta herramienta, su politica de IAM debe conceder permisos para las acciones
s3:GetBucketAcl, s3:GetBucket y s3:ListBucket. Para obtener mas informacion,
consulte Informacion general de politicas de IAM de AWS.

Creacion del bucket de Amazon S3

El bucket es la unidad de almacenamiento mas basica de S3.

Para crear un bucket de S

1. En el Explorador de AWS, abra el menu contextual (clic con el boton derecho) del nodo Amazon
S3 vy elija Crear bucket.

2. En el cuadro de dialogo Crear bucket, escriba un nombre para el bucket. Los hombres de los
buckets deben ser Unicos en AWS. Para obtener informacién acerca de otras restricciones,
consulte la documentacion de Amazon S3.

3. Seleccione Aceptar.

Administracion de buckets de S3 en el Explorador de AWS

En el Explorador de AWS, las siguientes operaciones estan disponibles cuando se abre un menu
contextual (clic con el botdn derecho) para un bucket de Amazon S3.

Examinar

Muestra una vista de los objetos contenidos en el bucket. Aqui puede crear carpetas o cargar
archivos o directorios y carpetas completos desde el equipo local. En el panel inferior se muestran
los mensajes de estado relativos al proceso de carga. Para borrar esos mensajes, elija el icono Clear
(Borrar). También puede obtener acceso a esta vista del bucket haciendo doble clic en el nombre del
bucket en el Explorador de AWS.
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53 Bucket: my-TK-Test-Bucket-1

[ Upload File <3 Upload Folder Create Folder " Refresh
o my-TH-Test-Bucket-1

Filter:

MName Size Last Modified Date

i@ Clear .

Titl Status

Propiedades

Muestra un cuadro de dialogo en el que puede hacer lo siguiente:

» Establecer permisos de S3 para:
* Usted como propietario del bucket.
* Todos los usuarios que han sido autenticados en AWS.
* Todos los usuarios con acceso a Internet.

» Activar el registro para el bucket.

» Configure una notificacion utilizando Amazon Simple Notification Service (Amazon SNS), de modo
que, si utiliza Almacenamiento de redundancia reducida (RRS), reciba una notificacion en caso
de que se produzca una pérdida de datos. RRS es una opcion de almacenamiento de Amazon S3
que ofrece menos durabilidad que el almacenamiento estandar, pero con un costo inferior. Para
obtener mas informacion, consulte Preguntas frecuentes sobre Amazon Simple Storage Service

(S3).

* Crear un sitio web estatico usando los datos del bucket.

Administracién de buckets de S3 en el Explorador de AWS
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Politica

Permite configurar politicas de AWS Identity and Access Management (IAM) para un bucket. Para
obtener mas informacion, vaya a la documentacion de IAM y a los casos de uso de IAM y S3.

Crear URL prefirmada

Permite generar una URL de tiempo limitado que se puede distribuir para proporcionar acceso al
contenido del bucket. Para obtener mas informacion, consulte Como crear una URL prefirmada.

View Multi-Part Uploads

Permite ver las cargas multiparte. Amazon S3 es compatible con la division de las cargas de objetos
de gran tamafo en partes para mejorar la eficiencia del proceso de carga. Para obtener mas
informacion, vaya a la explicacion de las cargas multiparte en la documentacion de S3.

Elimine
Permite eliminar el bucket. Solo se pueden eliminar los buckets vacios.

Carga de archivos y carpetas en Amazon S3

Puede utilizar el Explorador de AWS para transferir archivos o carpetas completas desde el equipo
local a cualquiera de sus buckets.

® Note

Si carga archivos o carpetas que tienen el mismo nombre que los archivos o carpetas que
ya existen en el bucket de Amazon S3, los archivos cargados sobrescribiran a los archivos
existentes sin advertencia.

Para cargar un archivo en S3

1. En el Explorador de AWS, expanda el nodo Amazon S3 y haga doble clic en un bucket o abra el
menu contextual (clic con el boton derecho) del bucket y elija Examinar.

2. En la vista Examinar del bucket, elija Cargar archivo o Cargar carpeta.

3. En el cuadro de dialogo para abrir archivos, vaya hasta los archivos que desea cargar,
seleccidnelos y, a continuacion, elija Open (Abrir). Si desea cargar una carpeta, vaya hasta ella,
seleccionela y, a continuacion, elija Open (Abrir).
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El cuadro de dialogo Upload Settings (Cargar configuracion) le permite definir los metadatos y

los permisos en los archivos o en la carpeta que desea cargar. Activar la casilla de verificacién
Make everything public (Publicar todo) equivale a configurar los permisos Open/Download (Abrir/
Descargar) como Everyone (Todos). Puede seleccionar la opcion para usar Reduced Redundancy

Storage para los archivos cargados.

-

Upload Settings

SEI™™

[C] Use Reduced Redundancy Storage

[C] Make everything public

|. Metadata | Permissicns |

These settings will be applied to all the files being uploaded.

ﬂ Add e Remaove

Grantee Open/Download

Log Delivery
Authenticated Users
Everyone

View Permissions

Edit Permissions

QK

| Cancel |

Carga de archivos y carpetas en Amazon S3
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53 Bucket: my-TK-Test-Bucket-1 X
[¥] Upload File 3 Upload Folder g Create Folder ' Refresh

o my-TK-Test-Bucket-1

Filter-
MName Size Last Modified Date
1 . _
|i=| ocean-share jpg 35,624 bytes 972011 81816 PM
g Clear :
Title Status Progress

|Iploaded ocean-share jpg 35,624 | 35,624 Bytes

Operaciones de archivo de Amazon S3 desde el Kit de herramientas de
AWS para Visual Studio

Si elige un archivo en la vista de Amazon S3 y abre el menu contextual (clic con el boton derecho),
puede realizar diversas operaciones en el archivo.
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@) Upload File ! Upload Folder 3 Create Folder ' Refresh
1wl my-TK-Test-Bucket-1

Filter:

Mame Size Last Modified Date
4 . -
[l ocean-shore jpg 35,624 bytes 9102011 5:00:44 PM

Create Folder..

Upload 3
Open
Download

Make Public

08 GO0

Delete

Change Storage Class [

Change Encryption (3

i Clear

Title

Ex

Rename | .

B S+
(]
g

Properties...
Create Pre-Signed URL..
Copy URL to Clipboard

Crear carpeta

Permite crear una carpeta en el bucket actual. (Es equivalente a elegir el enlace Create Folder (Crear
carpeta).

Cargar

Permite cargar archivos o carpetas. (Es equivalente a elegir los enlaces Upload File (Cargar archivo)
o Upload Folder (Cargar carpeta)).

Abra

Intenta abrir el archivo seleccionado en el navegador predeterminado. En funcion del tipo de archivo
y las capacidades de su navegador predeterminado, el archivo podria no mostrarse. Es posible que
el navegador solo lo descargue.
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Descarga de
Abre un cuadro de didlogo de arbol de carpetas para permitirle descargar el archivo seleccionado.
Make Public

Establece los permisos del archivo seleccionado en Open/Download (Abrir/Descargar) y en Everyone
(Todos). (Equivale a activar la casilla de verificacion Make everything public (Publicar todo) en el
cuadro de dialogo Upload Settings (Cargar configuracion)).

Elimine

Elimina los archivos o las carpetas que se han seleccionado. También puede eliminar archivos o
carpetas eligiéndolos y pulsando Delete.

Change Storage Class

Establece la clase de almacenamiento en Standard o en Reduced Redundancy Storage (RRS). Para
ver el ajuste de clase de almacenamiento actual, elija Properties (Propiedades).

Change Encryption

Permite establecer el cifrado del lado del servidor en el archivo. Para ver el ajuste de cifrado actual,
elija Properties (Propiedades).

Cambio de nombre

Permite cambiar el nombre de un archivo. No se puede cambiar el nombre de una carpeta.
Cut | Copy | Paste

Permite cortar, copiar y pegar archivos o carpetas entre carpetas o entre buckets.
Propiedades de

Muestra un cuadro de dialogo que le permite definir los metadatos y los permisos para el archivo, asi
como cambiar el almacenamiento del archivo entre Reduced Redundancy Storage (RRS) y Standard
y definir el cifrado del lado del servidor para el archivo. Este cuadro de dialogo también muestra un
enlace https al archivo. Si elige este enlace, el Kit de herramientas para Visual Studio abre el archivo
en el navegador predeterminado. Si tiene los permisos del archivo establecidos en Open/Download
(Abrir/Descargar) y en Everyone (Todos), otras personas podran obtener acceso al archivo a través
de este enlace. En lugar de distribuir este enlace, le recomendamos que cree y distribuya direcciones
URL prefirmadas.
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E___ Properties: ocean—sl'mre.i_ - E@Iﬂi

o Bucket: my-TK-Test-Bucket-1

'-J__j Falder:

= Mame: ocean-shorejpg

Link: https://s3.amazonaws.com/my-TK-Test-Bucket-1/ccean-shore,jog
[[] Use Reduced Redundancy Storage
Use Server Side Encryption

|. Metadata | Permissions |
@ Add @ Remaove
Key Value
Content-Type * image/jpeg
| OK ” Cancel l
L. = J

Crear URL prefirmada

Permite crear una URL prefirmada de tiempo limitado que puede distribuir para permitir que otras
personas tengan acceso al contenido que haya almacenado en Amazon S3.

Como crear una URL prefirmada

Puede crear una URL prefirmada para un bucket o para algunos archivos de un bucket. Otras
personas pueden utilizar esta direccion URL para tener acceso al bucket o a los archivos. La
direcciéon URL caducara después de un periodo de tiempo que se especifica al crear la URL.

Para crear una URL prefirmada

1. En el cuadro de dialogo Create Pre-Signed URL (Crear URL prefirmada), defina la fecha y la hora
de vencimiento de la URL. El valor predeterminado es una hora después de la hora actual.

2. Elija el botén Generate (Generar).

3. Para copiar la URL en el portapapeles, elija Copy (Copiar).
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i N

Create Pre-Signed URL N -_l - - l = | =] Li:?-

Expiration
53 Bucket ry-TK-Test-Bucket-1

Chject Key noaa'toolkit-vs/ocean-shorejpg

10 5 3 ) @ GET (Download object) I
o Action i
4 8 7 B 3 10 PUT (Upload object)

Content Type

Coe): (o0 ()

Generate | URL: https://s3.amazonaws.com/my-TK-Test-Bucket-1/noaa/t | Copy

Uso de DynamoDB desde el Explorador de AWS

Amazon DynamoDB es un servicio de base de datos no relacional rentable y rapido, de alta
disponibilidad y de alta escalabilidad. DynamoDB elimina las limitaciones tradicionales de
escalabilidad del almacenamiento de datos y, al mismo tiempo, mantiene una baja latencia y

un desempenio previsible. El Kit de herramientas para Visual Studio proporciona funcionalidad
para trabajar con DynamoDB en un contexto de desarrollo. Para obtener mas informacion sobre
DynamoDB, consulte DynamoDB en la pagina web de Amazon Web Services.

Vaya a Kit de herramientas para Visual Studio. El Explorador de AWS muestra todas las tablas de
DynamoDB asociadas a la Cuenta de AWS activa.
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AWS Explorer * 1

4
Account: [aws-dr-techwriter v| & @ =»

Region: [ 7= US East (Virginia) v|

~

mazon CloudFront

@ A

£ Amazon DynamoDB ff—
[ Forum
[ PreductCatalog
(] Reply
[] Thread

& Amazon EC2

y Amazon 53

E Amazon SimpleDB

gt Amazon SNS

- Amazon 505

¥ AWS CloudFormation

£ AWS Identity and Access Management

Creacion de una tabla de DynamoDB

Puede utilizar Kit de herramientas para Visual Studio para crear una tabla DynamoDB.

Para crear una tabla en el Explorador de AWS

1.

En el Explorador de AWS, abra el menu contextual (clic con el botén derecho) de Amazon
DynamoDB vy elija Crear tabla.

. En el asistente Create Table (Crear tabla), en Table Name (Nombre de la tabla), escriba un

nombre para la tabla.

. En el campo Nombre de la clave hash, escriba un atributo de clave hash principal y desde los

botones Tipo de clave hash, elija el tipo de clave hash. DynamoDB crea un indice hash sin
ordenar a partir del atributo de clave principal y un indice de rango ordenado opcional a partir
del atributo de clave principal de rango. Para obtener mas informacion sobre el atributo de clave
hash principal, vaya a la seccién Clave principal en la Guia para desarrolladores de Amazon

DynamoDB.

. (Opcional) Seleccione Enable Range Key (Habilitar clave de rango). En el campo Range Key

Name (Nombre de clave de rango), escriba un atributo de clave de rango y, a continuacion, elija
un tipo de clave de rango con los botones Range Key Type (Tipo de clave de rango).
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5. En el campo Read Capacity (Capacidad de lectura), escriba el numero de unidades de capacidad
de lectura. En el campo Write Capacity (Capacidad de escritura), escriba el numero de unidades
de capacidad de escritura. Debe especificar un minimo de tres unidades de capacidad de lectura
y cinco unidades de capacidad de escritura. Para obtener mas informacion acerca de las unidades
de capacidad de lectura y escritura, consulte la seccion sobre desempeno provisionado en

DynamoDB.

6. (Opcional) Seleccione Enable Basic Alarm (Habilitar alarma basica) para recibir una alerta
cuando las tasas de solicitud de la tabla sean demasiado altas. Elija el porcentaje de desempefio
aprovisionado por 60 minutos que debe superarse antes de que se envie la alerta. En Send
Notifications To (Enviar notificaciones a), escriba una direccion de correo electronico.

7. Haga clic en OK (Aceptar) para crear la tabla.

Create Table l':' | (=] |ﬁ]
Table Mame: MyForum

Hash Key Mame: MyForumMame

Hash Key Type: @ String ) Numeric

Enable Range Key

Range Key Mame: Subject

Range Key Type: @ String Nurmeric
Read Capacity: 3
Write Capacity: 5

Enakle Basic Alarm

Motify me when my table's request rates exceed (80% * |

of Provisioned Throughput for 60 minutes.

Send Motification To:  someone@example.com

| QK | [ Cancel

Para obtener mas informacién sobre tablas de DynamoDB, consulte Conceptos de modelos de
datos: tablas, elementos y atributos.
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Visualizacion de una tabla de DynamoDB como una cuadricula

Para abrir una vista de cuadricula de una de sus tablas de DynamoDB, en el Explorador de AWS,
haga doble clic en el subnodo que corresponde a la tabla. En la vista de cuadricula, puede ver los
elementos, atributos y valores almacenados en la tabla. Cada fila corresponde a un elemento en la
tabla. Las columnas de la tabla corresponden a los atributos. Cada celda de la tabla contiene los
valores asociados con dicho atributo para dicho elemento.

Un atributo puede tener un valor que es una cadena o un numero. Algunos atributos tienen un valor
que consta de un conjunto de cadenas o numeros. Los valores establecidos se muestran como una
lista separada por comas delimitados entre corchetes.

AWS Explorer Ml Table: ProductCatalog X
Account: | aws-dr-techwriter v| @ @ =l b Scan Table Commit Changes (2 Add Attribute

Region: S basaRlrA o) v| N Table: ProductCatalog
& Amazon CloudFrent N —

4 [[f] Amazon DynamoDB Scan Conditions: | ) Add... |
[] Forum

[T ProductCatalog
(] Reply
|:| Thread l | Id  Authors BicydeType Brand Description Dimensions Gender InPublication PageCount
i@ Armazon EC2 205 Hybrid Brand-Company C  [Black, Red] 205 Description B
e ﬁ::iz: zlgm - 203 Road Brand-Company B [Black, Green, Red] 203 Description W
& Amazon SNSp 202 Road Brand-Company & [Black, Green] 202 Descnption M
-_'J Amazon 505 201 Road Mountain A [Black, Red] 201 Description M
@ AWS CloudFormation 204 Mountain Brand-Company B [Red] 204 Description W
&7 AWS Identity and Access Management 102 [Authorl, Author2] B5x110x038 222-2272333322
102 [Authorl, Author2] 85x11.0x13 333-3333332313
101 | [Authorl] 85x11.0x05 m-1nnm

1210|dx3 wiea) 4L J1210]dx3 uonnjog &

L I

1
L

AWS Explorer

B Output

Edicién y adicidon de atributos y valores

Haga doble clic en una celda para editar los valores del atributo correspondiente al elemento.
Para atributos de valor de conjunto, también puede anadir o eliminar valores individuales desde el
conjunto.

Brand Color

Brand-Company C | [Black, Red]

Brand-Company B [Black, Green, Red]
Brand-Company A |BIEEERE=)|

[a]lebl | 1 21 o~ X

Ademas de cambiar el valor de un atributo, también puede, con algunas limitaciones, cambiar el
formato del valor de un atributo. Por ejemplo, cualquier valor numérico puede convertirse en un valor
de cadena. Si tiene un valor de cadena, cuyo contenido es un numero, como, por ejemplo, 125, el
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editor de celdas le permite convertir el formato de ese valor de cadena a numero. También puede
convertir un valor individual en un valor de conjunto. Sin embargo, por lo general, no es posible
convertir un valor de conjunto en un valor individual, excepto si el valor de conjunto tiene, de hecho,
un solo elemento en el conjunto.

Brand Color Description Dimensions Gender

r __ﬂ

Brand-Company B plakics

Brand-Company 4 EI;:I-:

Mountain B
Brand-Company B

[a,b] [1,2] v

Después de editar el valor del atributo, elija la marca de verificacion verde para confirmar los
cambios. Si desea desechar los cambios, elija la X roja.

Una vez que confirme los cambios, el valor del atributo se mostrara en rojo. Esto indica que el
atributo se ha actualizado, pero que el valor nuevo no se ha vuelto a escribir en la base de datos
de DynamoDB. Para volver a escribir los cambios en DynamoDB, elija Confirmar cambios. Para
desechar los cambios, elija Scan Table (Escanear tabla) y cuando el Toolkit pregunte si desea
confirmar los cambios antes del analisis, elija No.

Adicién de un atributo

En la vista de cuadricula, también puede anadir atributos a la tabla. Para anadir un atributo nuevo,
elija Add Attribute (Afadir atributo).

[ ScanTable | Commit Changes |[& Add Attribute

En el cuadro de didlogo Add Attribute (Anadir atributo), escriba un nombre para el atributo y, a
continuacion, elija OK (Aceptar).
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.

Add Attribute E=ET)

Attribute Mame: | Genre

This attribute will not exist in
DynameoDB until an item has
committed data for it.

| ok || cancel

Para que el atributo nuevo forme parte de la tabla, debe anadirle un valor para al menos un elemento
y, a continuacion, elegir el botdn Commit Changes (Confirmar cambios). Para desechar el nuevo
atributo, simplemente cierre la vista de cuadricula de la tabla sin elegir Commit Changes (Confirmar
cambios).

[ Scan Table |H Commthhanges| % Add Attribute

Table: ProductCatalog Status: ACTIVE [:|
Scan Conditions: |@ Add... |
Gender InPublication 1SBN PageCount Price ProductCategory Title zenrs ¢
6 1 222-2222232332 &00 20 Book Book 102 Title  SciFi
7 0 333-3333333333 600 2000 Book Book 103 Title
] 1 1111111111111 500 2 Book Book 107 Title =
4 L k
]

Analisis de una tabla de DynamoDB

[ ScanTable| b Commit Changes & Add Attribute

Puede realizar analisis en las tablas de DynamoDB desde el Kit de herramientas. En un analisis,
usted define un conjunto de criterios y el analisis devuelve todos los elementos de la tabla que
cumplan sus criterios. Los analisis son operaciones caras y deben utilizarse con cuidado para evitar
interrumpir el trafico de produccién de mayor prioridad en la tabla. Para obtener mas informacion
sobre el uso de la operacion de analisis, vaya a la Guia para desarrolladores de Amazon DynamoDB.

Para realizar un analisis en una tabla de DynamoDB desde el Explorador de AWS
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1. En la vista de cuadricula, elija el botdn scan conditions: add (condiciones de analisis: anadir).

2. En el editor de clausula de analisis, elija el atributo para realizar la comparacion, como debe
interpretarse el valor del atributo (cadena, numero, valor del conjunto), cdmo debe asociarse (por
ejemplo Begins With o Contains), y el valor literal con el que debe coincidir.

3. Ahada mas clausulas de analisis, segun sea necesario, para la busqueda. El analisis devolvera
unicamente aquellos elementos que coincidan con los criterios de todas sus clausulas de analisis.
El analisis hara una comparacion que distingue entre mayusculas y minusculas al realizar la
comparacion con los valores de cadena.

4. En la barra de botones en la parte superior de la vista de cuadricula, elija Scan Table (Analizar
tabla).

Para eliminar una clausula de analisis, elija el botdn rojo con la linea blanca que se encuentra a la
derecha de cada clausula.

[» Scan Table Commit Changes G2 Add Attribute
Table: ProduciCatzlog Status: ACTIVE E|

Scan Conditions: |'ﬂl Add... |

Match: Erand = 83 Stnng « it Contain » A @|

Id BicycleType Brand Color Description Gender Frice ProductCategory Title
1 202 FRoad Brand-Company &  [Black, Green] 202 Descnption = M 200  Bicycle 21-Bike-202
2 201 Road Mountzin A [Black, Red] @ 201 Descnption M 100  Bicycle 18-Bike-201
]

Para volver a la vista de la tabla que incluye todos los elementos, elimine todas las clausulas de
analisis y, a continuacion, elija Scan Table (Analizar tabla) de nuevo.

Paginacién de los resultados del analisis

En la parte inferior de la vista hay tres botones.

|ib » o
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Los dos primeros botones azules proporcionan paginacion para los resultados del analisis. El
primer boton mostrara una pagina adicional de resultados. El segundo botén mostrara diez paginas
adicionales de resultados. En este contexto, una pagina es igual a 1 MB de contenido.

Exportacion del resultado del analisis a CSV

El tercer boton exporta los resultados del analisis actual a un archivo CSV.

Uso de AWS CodeCommit con Team Explorer de Visual Studio

Puede utilizar las cuentas de usuario de AWS Identity and Access Management (IAM) para crear
credenciales de Git y utilizarlas para crear y clonar repositorios desde Team Explorer.

Tipos de credenciales para AWS CodeCommit

La mayoria de los usuarios de AWS Toolkit for Visual Studio saben cémo configurar perfiles de
credenciales de AWS que contienen sus claves de acceso y secretas. Estos perfiles de credenciales
se usan en el Kit de herramientas para Visual Studio para habilitar las llamadas a las API del servicio,
por ejemplo, para obtener una lista de los buckets de Amazon S3 en el Explorador de AWS o para
lanzar una instancia de Amazon EC2. La integracion de AWS CodeCommit con Team Explorer
también utiliza estos perfiles de credenciales. Sin embargo, para trabajar con Git se necesitan mas
credenciales, en particular, las credenciales de Git para las conexiones HTTPS. Puede leer acerca
de estas credenciales (un nombre de usuario y una contrasena) en Configuracion de usuarios
HTTPS mediante credenciales de Git en la AWS CodeCommitGuia del usuario de .

Puede crear las credenciales de Git para AWS CodeCommit solo para las cuentas de usuario

de IAM. No puede crearlas para una cuenta raiz. Puede crear hasta dos conjuntos de estas
credenciales para el servicio y, aunque puede marcar un conjunto de credenciales como inactivo,

los conjuntos inactivos siguen contando para el limite de dos conjuntos. Tenga en cuenta que puede
eliminar y volver a crear credenciales en cualquier momento. Al utilizar AWS CodeCommit desde
Visual Studio, sus credenciales de AWS tradicionales se utilizan para trabajar con el servicio, por
ejemplo, cuando se crean y se enumeran repositorios. Al trabajar con los repositorios de Git alojados
en AWS CodeCommit, se utilizan las credenciales de Git.

Como parte de la compatibilidad con AWS CodeCommit, el Kit de herramientas para Visual Studio
crea y administra de forma automatica estas credenciales de Git y las asocia con su perfil de

credenciales de AWS. No es necesario que se preocupe por tener a mano el conjunto correcto de
credenciales para realizar operaciones de Git en Team Explorer. Una vez que se conecte a Team
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Explorer con su perfil de credenciales de AWS, las credenciales de Git asociadas se utilizaran de
forma automatica siempre que trabaje con un repositorio remoto de Git.

Conexion a AWS CodeCommit

Al abrir la ventana de Team Explorer en Visual Studio 2015 o posterior, vera una entrada de AWS
CodeCommit en la seccion de Proveedores de servicio alojados de Administrar Conexiones.

m AWS CodeCommit

AWS CodeCommit is a fully-managed source control service
that makes it easy for companies to host secure and highly
scalable private Git repositones.

) %1
Connect... Sign up |:-_|n,

Al elegir Inscripcion, se abre la pagina de inicio de Amazon Web Services en una ventana del
navegador. Lo que ocurre cuando se elige Conectar depende de si el Kit de herramientas para
Visual Studio puede encontrar un perfil de credenciales con claves de acceso y secretas de AWS y
habilitarlo para hacer llamadas a AWS en nombre del usuario. Es posible que haya configurado un
perfil de credenciales usando la nueva pagina de introduccién que se muestra en el IDE cuando el
Kit de herramientas para Visual Studio no puede encontrar credenciales almacenadas localmente.
También cabe la posibilidad que haya estado usando el Kit de herramientas para Visual Studio, las
AWS Tools for Windows PowerShello la AWS CLI y que ya tenga perfiles de credenciales de AWS
disponibles para que los use el Kit de herramientas para Visual Studio.

Cuando se elige Conectar, el Kit de herramientas para Visual Studio comienza el proceso de
busqueda de un perfil de credenciales para usarlo en la conexion. Si el Kit de herramientas para
Visual Studio no puede encontrar un perfil de credenciales, abre un cuadro de diadlogo que le invita
a escribir las claves de acceso y secretas de su cuenta de Cuenta de AWS. Es aconsejable utilizar
una cuenta de usuario de IAM y no las credenciales raiz. Ademas, como ya se ha indicado, las
credenciales de Git que pueden ser necesarias solo se pueden crear para los usuarios de IAM.
Una vez que se proporcionen las claves de acceso y secretas y se cree el perfil de credenciales, la
conexiéon entre Team Explorer y AWS CodeCommit estara lista para el uso.

Si el Kit de herramientas para Visual Studio encuentra mas de un perfil de credenciales de AWS, se
le pedira que seleccione la cuenta que desea utilizar en Team Explorer.
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BB Connect to ANS CodeCormmit

To connect to AWS CodeCommit, select an
AWS credential profile from the list below.

Profile: | steve-demo

OK || Cancel

Si tiene un unico perfil de credenciales, el Kit de herramientas para Visual Studio omite el cuadro de
dialogo de seleccion de perfil y la conexion se establece de inmediato:

Cuando se establece una conexion entre Team Explorer y AWS CodeCommit a través de los perfiles
de credenciales, el cuadro de dialogo de invitacion se cierra y se muestra el panel de conexion.

Manage Connections -

4 AWS CodeCommit

-’.'I:'1E|';"e-n‘.-e Sign out steve-demo

Dado que no hay repositorios clonados localmente, el panel solo muestra las operaciones que

se pueden llevar a cabo: Clonar, Crear y Cerrar sesion. Al igual que otros proveedores, AWS
CodeCommit puede vincularse en Team Explorer a un unico perfil de credenciales de AWS en un
momento dado. Si desea cambiar de cuenta, utilice Sign out (Cerrar sesidn) para eliminar la conexién
con el fin de poder comenzar una nueva conexion con una cuenta diferente.

Ahora que ha establecido una conexidn, puede crear un repositorio haciendo clic en el enlace Create
(Crear).

Crear un repositorio

Cuando se hace clic en el enlace Crear, se abre el cuadro de dialogo Crear un repositorio de AWS
CodeCommit nuevo.
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il Create 2 Haw WS CodeCommit Reposibary

To create a new repostony, select the region inwhich it will be hested and
then give the new repasitory a name and optioral description. After the
repasitory has been crested it will be chined into the selected falder,

B L= Wast (Oregen)

Nars: MyFirstCaseCammtRapasiion
Duseriptian: |Hello 'Work)

Default gitigrane file: | Visual Sudio fle bypes

Oone mtoe |ChUserststeve Source) Repos\ MyF st CodeCommit Repostory -

Ok 4] Cancel

Los repositorios de AWS CodeCommit estan organizados por regién, por lo que en Region (Region)
puede seleccionar la region en la que se debe alojar el repositorio. La lista tiene todas las regiones
en las que se admite AWS CodeCommit. Debe proporcionar el nombre (obligatorio) y la descripcion
(opcional) del nuevo repositorio.

El comportamiento predeterminado del cuadro de dialogo es anadir el nombre del repositorio como
sufijo a la ubicacion de carpeta del nuevo repositorio (la ubicacion de la carpeta se actualiza a
medida que se escribe el nombre). Para utilizar un nombre de carpeta diferente, edite la ruta de
carpeta Clone into (Clonar en) cuando haya terminado de escribir el nombre del repositorio.

También puede optar por crear automaticamente un archivo .gitignore inicial para el repositorio.
AWS Toolkit for Visual Studio proporciona un valor predeterminado integrado para los tipos de
archivos de Visual Studio. También puede optar por no usar ningun archivo o por usar un archivo
personalizado ya existente que desee reutilizar en varios repositorios. Solo tiene que seleccionar Use
custom (Usar personalizado) en la lista e ir hasta el archivo personalizado que desea usar.

Una vez que tenga el nombre y la ubicacidén de un repositorio, estara preparado para hacer clic en
OK (Aceptar) y comenzar a crear el repositorio. El Kit de herramientas para Visual Studio pide al
servicio que cree el repositorio y, a continuacién, clone el nuevo repositorio localmente, anadiendo
una confirmacién inicial al archivo .gitignore si se esta utilizando uno. Este es el momento en el que
se comienza a trabajar con el repositorio remoto de Git, por lo que ahora el Kit de herramientas para
Visual Studio necesita obtener acceso a las credenciales de Git que se han descrito anteriormente.

Configuracion de las credenciales de Git

Hasta ahora, ha estado usando las claves de acceso y secretas de AWS para solicitar que el servicio
cree el repositorio. Ahora tiene que trabajar con Git para realizar la operacion de clonacion real,
y Git no entiende las claves de acceso y secretas de AWS. En su lugar, debe proporcionar las
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credenciales de nombre de usuario y contrasena que Git debe usar en una conexién HTTPS con el
repositorio remoto.

Como se indica en Configuracion de las credenciales de Git, las credenciales de Git que va a

utilizar deben estar asociadas a un usuario de IAM. No puede generarlas para las credenciales raiz.
Siempre debe configurar los perfiles de credenciales de AWS de modo que contengan claves de
acceso y secretas de los usuarios de IAM y no claves raiz. El Kit de herramientas para Visual Studio
puede intentar establecer las credenciales de Git para AWS CodeCommit y asociarlas con el perfil de
credenciales de AWS que utilizé antes para conectarse en Team Explorer.

Cuando elija Aceptar en el cuadro de dialogo Crear un repositorio de AWS CodeCommit nuevo y
cree el repositorio, el Kit de herramientas para Visual Studio comprobara el perfil de credenciales

de AWS que se ha conectado en Team Explorer para determinar si existen credenciales de Git

para AWS CodeCommit y se han asociado localmente con el perfil. En caso afirmativo, el Kit de
herramientas para Visual Studio da a Team Explorer instrucciones para comenzar la operacion de
clonacion en el nuevo repositorio. Si no hay credenciales de Git disponibles localmente, el Kit de
herramientas para Visual Studio comprueba el tipo de credenciales de la cuenta que se han utilizado
en la conexion en Team Explorer. Si las credenciales son para un usuario de IAM, tal y como se
recomienda, se muestra el siguiente mensaje.

Auto-oreate Git Credentials

I Wour account meeds Git dredentials 1o be generated o work with
2045 CodeCammit. Tha toolkit can try and craate thase
credertials for you, and download themn for you to save Sor future
use

Praceed to try and create credertials?

| Yes b

Si las credenciales son credenciales raiz, se muestra en su lugar el siguiente mensaje.

Muto-create Git Credentials

Wour profile is using root A5 credentials. AWS CodeCommit
requires specific CodeCommit credentisls from an 1AM user. The
toalkit can create an 1AM user with CadeCammit credemtials amd
agsaciate the credemtials with the steve-demo Toolkit profile.

Proceed bo try and creabe an [AM user with credentials and
assgciate with the steve-dema Teolkit prefile?

En ambos casos, el Kit de herramientas para Visual Studio ofrece la opcion de intentar hacer el
trabajo para crear las credenciales de Git necesarias. En el primer caso, lo unico que tiene que
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crear es un conjunto de credenciales de Git para el usuario de IAM. Cuando se esta usando una
cuenta raiz, el Kit de herramientas para Visual Studio intenta primero crear un usuario de IAM y, a
continuacion, crea nuevas credenciales de Git para ese nuevo usuario. Si el Kit de herramientas
para Visual Studio tiene que crear un nuevo usuario, aplica la politica administrada para usuarios
avanzados de AWS CodeCommit a la cuenta de ese nuevo usuario. Esta politica permite el
acceso unicamente a AWS CodeCommit y permite que todas las operaciones se realicen con AWS
CodeCommit, excepto la eliminacion del repositorio.

Durante el proceso de creacion de las credenciales, solo puede verlas una vez. Por ello, el Kit de
herramientas para Visual Studio le pide que guarde las credenciales que se acaban de crear como
un archivo . csv antes de continuar.

¥ Zave Generated Credentials

A useimare ard patiwand 1o erable Git Scceis 1o paur mpasilery in WS
CodaCammat hawe b created for you

Mote: This |s the only time you will be able to access the generated
oredentials. It is strongly sdvised that you sawe the credentials in a secure
Iocation before proceeding,

Sewe a3 ooy file

Cancel

Es muy recomendable hacerlo y es importante guardarlas en una ubicacién segura.

Puede haber casos en los que el Kit de herramientas para Visual Studio no pueda crear credenciales
automaticamente. Por ejemplo, es posible que ya haya creado el numero maximo de conjuntos de
credenciales de Git para AWS CodeCommit (dos) o que no tenga los derechos de programacion
requeridos para que el Kit de herramientas para Visual Studio haga el trabajo por usted (si esta
registrado como un usuario de IAM). En estos casos, puede iniciar sesion en la Consola de
administracion de AWS para administrar las credenciales u obtenerlas de su administrador. A
continuacion, puede escribirlas en el cuadro de didlogo Credenciales de Git para AWS CodeCommit,
que se muestra en el Kit de herramientas para Visual Studio.
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W Git Crodentials for WS CodeCammit

Git credentals for HTTPS conmections are regured to erable Git operations
sgarst AS CodeCommit repositanes: in the IDE

Please antar tha usar name and pasoword, ik directed below, and click OF ta
continue. The credentials wil be associabted with your AWS credentiaks profila
sl you will nok need to supply them again

* 3 he 188 Lsers page in the

+ Salect the Socunty Crodentials tak

= Click the Generste butbon under ‘HTTRS Git credentials for WS
Code ommit.

= Copy and paste the cedentials inko the fekls below, or downlosd the {5V
file contarig the credentials and use the Impan bullen 1o Boale snd

oad the cradentials from the daownloaded file

LT namel
Fassweard

Ienpert fram civ file..,

Cancel

Ahora que las credenciales de Git estan disponibles, la operacion de clonacion para el nuevo
repositorio continua (vea la indicacion de progreso de la operacion en Team Explorer). Si ha optado
por aplicar un archivo .gitignore predeterminado, se confirma en el repositorio con el comentario
"Initial Commit".

Estos son todos los pasos necesarios para configurar las credenciales y crear un repositorio en
Team Explorer. Una vez que se tienen las credenciales necesarias, lo Unico que el usuario vera
cuando cree nuevos repositorios en el futuro es el cuadro de dialogo Crear un repositorio de AWS
CodeCommit nuevo.

Clonacion de un repositorio

Para clonar un repositorio, vuelva al panel de conexiéon de AWS CodeCommit en Team Explorer.
Haga clic en el enlace Clonar para abrir el cuadro de didlogo Clonar repositorio de AWS
CodeCommit y, a continuacion, seleccione en el disco el repositorio que desea clonar y la ubicacion
en la que desea guardarlo.
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il Clore WS CodeCommit Ropostony
F

AWS CodeCommit repositories are organized by region
Select a region to list your available repositaries

Regiore | B US West (Oregan)

fort by | Repository Mame = Order: | Ascending

DemaLibrary
Library of demo code snippets

Clona inka: |CAlsery\steym Sourcet Repos! Power SheliExtensiorsb odule

aK | Cancel

Una vez que elija la region, el Kit de herramientas para Visual Studio consultara el servicio para
descubrir los repositorios que estan disponibles en esa region y los mostrara en la parte de lista
central del cuadro de dialogo. El nombre y la descripcion opcional de cada repositorio también se
muestran. Puede reordenar la lista para ordenarla por el nombre del repositorio o por la fecha de la
ultima modificacién, y ordenarla de forma ascendente o descendente.

Tras seleccionar el repositorio, puede elegir la ubicacion en la que desea clonarlo. De manera
predeterminada, es la misma ubicacidn del repositorio utilizada en otros complementos de Team
Explorer, pero puede escribir cualquier otra ubicacién o ir hasta ella. De forma predeterminada, el
nombre del repositorio se aflade como sufijo a la ruta seleccionada. Sin embargo, si desea una ruta
concreta, solo tiene que editar el cuadro de texto después de seleccionar la carpeta. El texto que
aparezca en el cuadro de texto al hacer clic en OK (Aceptar) sera la carpeta en la que encontrara el
repositorio clonado.

Después de seleccionar el repositorio y una ubicacion de carpeta, haga clic en OK (Aceptar) para
continuar con la operacion de clonacion. Como sucedia al crear un repositorio, puede ver el progreso
de la operacién de clonacion en Team Explorer.

Trabajar con repositorios

Al clonar o crear repositorios, recuerde que los repositorios locales para la conexion se muestran en
la lista del panel de conexién en Team Explorer bajo los enlaces de la operacion. Estas entradas le
ofrecen una forma comoda para obtener acceso al repositorio y examinar el contenido. Solo tiene
que hacer clic con el botdn derecho en el repositorio y elegir Browse in Console (Explorar en la
consola).
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figsie Connectiong -«
vianage Lo Lo

4 QWS CodeCommit

Clome | Create | Sign out stese-dermo

ID cemolLibrary
|t PowerShel Extensionshodul~
Browse in Console

4 Hosted Service Providers i3
Update Git Credentials
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También puede utilizar Update Git Credentials (Actualizar credenciales de Git) para actualizar
las credenciales de Git almacenadas asociadas con el perfil de credenciales. Esto resulta util si
ha rotado las credenciales. El comando abre el cuadro de dialogo Credenciales de Git para AWS
CodeCommit, en el que puede escribir o importar las nuevas credenciales.

Las operaciones de Git en los repositorios funcionan del modo esperado. Puede confirmar
localmente y, cuando esté preparado para compartir, usara la opcidn de sincronizaciéon de Team
Explorer. Dado que las credenciales de Git ya estan almacenadas localmente y asociadas al perfil
de credenciales de AWS conectado, no se pedira que se suministren de nuevo para las operaciones
realizadas en el repositorio remoto de AWS CodeCommit.

Uso de CodeArtifact en Visual Studio

AWS CodeArtifact es un servicio de repositorio de artefactos totalmente administrado que facilita a
las organizaciones almacenar y compartir de forma segura los paquetes de software que se usan
en el desarrollo de aplicaciones. CodeArtifact se puede usar con herramientas de compilacion

y administradores de paquetes populares, como las CLI de NuGet y .NET Core y Visual Studio.
También es posible configurar CodeArtifact para que extraiga paquetes de un repositorio publico
externo como NuGet.org.

En CodeArtifact, sus paquetes se guardan en repositorios que posteriormente se almacenan dentro
de un dominio. AWS Toolkit for Visual Studio simplifica la configuracion de Visual Studio con los
repositorios de CodeArtifact, lo que facilita el consumo de paquetes en Visual Studio tanto desde
CodeArtifact directamente como desde NuGet.org.

Como anadir su repositorio de CodeArtifact como origen de paquetes
NuGet

Para consumir paquetes desde CodeArtifact, debera agregar su repositorio como origen de paquetes
en el Administrador de paquetes NuGet de Visual Studio.

Para anadir su repositorio como origen de paquetes
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1. En el Explorador de AWS, navegue hasta el repositorio en el nodo de AWS CodeArtifact.

2. Abra el menu contextual (haga clic con el botdn derecho) del repositorio que quiera agregar y, a
continuacion, elija Copiar punto de enlace del origen de NuGet.

3. Navegue hasta Origenes de paquetes debajo del nodo Administrador de paquetes NuGet en el
menu Herramientas > Opciones.

4. En Origenes de paquetes, seleccione el signo mas (+), edite el nombre y pegue la URL del punto
de enlace del origen de NuGet que copid anteriormente en el campo Origen.

5. Seleccione la casilla de verificacion situada junto al origen de paquetes recién agregado para
activarlo.

(@ Note

Recomendamos afadir una conexion externa a NuGet.org en CodeAtrtifact y deshabilitar
el origen de paquetes nuget.org en Visual Studio. Cuando se utiliza una conexion externa,
todas las dependencias extraidas de NuGet.org se almacenan en CodeArtifact. Si
NuGet.org deja de funcionar por algun motivo, los paquetes necesarios seguiran estando
disponibles. Para obtener mas informacion sobre las conexiones externas, consulte Afiadir
una conexion externa en la Guia del usuario de AWS CodeAtrtifact.

6. Pulse Aceptar para cerrar el menu.

Para obtener mas informacioén sobre el uso de CodeArtifact con Visual Studio, consulte Uso de
CodeArtifact con Visual Studio en la Guia del usuario de AWS CodeArtifact.

Amazon RDS de AWS Explorer

Amazon Relational Database Service (Amazon RDS) es un servicio que le permite aprovisionar y
administrar sistemas de bases de datos relacionales SQL en la nube. Amazon RDS admite tres tipos
de sistemas de bases de datos:

+ MySQL Community Edition

» Oracle Database Enterprise Edition

* Microsoft SQL Server (Express, Standard o Web Editions)

Para obtener mas informacion, consulte la Amazon RDS User Guide.
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Muchas de las funcionalidades que se tratan aqui también estan disponibles a través de la consola
de administracion de AWS para Amazon RDS.

Temas

* Lanzamiento de una instancia de base de datos de Amazon RDS

* Cree una base de datos de Microsoft SQL Server en una instancia de RDS

» Grupos de seguridad de Amazon RDS

Lanzamiento de una instancia de base de datos de Amazon RDS

Con el Explorador de AWS, puede lanzar una instancia de cualquiera de los motores de base de
datos compatibles con Amazon RDS. En el siguiente tutorial se muestra la experiencia del usuario
al lanzar una instancia de Microsoft SQL Server Standard Edition, pero la experiencia del usuario es
similar para todos los motores compatibles.

Para lanzar una instancia de Amazon RDS

1. En el Explorador de AWS, abra el menu contextual (con el botén derecho) del nodo Amazon RDS
y elija Lanzar instancia de base de datos.

AWS Explorer »* 0 x
Account: [aws- -test@amazon.com v| & db xb
Region: [ M7 US East (Virginia) v|

o Amazon CloudFront
] Amazon DynamoDB
& Amazon EC2
4 [ Armazon RDS
4 DB Instances
F DBSecurity C [® Launch DB Instance...
y Armazon 53
E Amazon Simplel
1 Amazon ShS
H Amazon 505
2 AWS CloudForm o Refresh
@ AWS Elastic Bearrsrewe
£ AWS Identity and Access Management

View

L, P S N

De forma alternativa, en la pestafia DB Instances (Instancias de base de datos), elija Launch DB
Instance (Lanzar instancia de base de datos).
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(T AWV LTE R G EI Tl LIS East (Virginia) DB Security Groups Start Page

[ Leunch DB Instance] . Deleic DB Insiznce & Refresh T ShowlHide

[] DE Instance  Muli &7 Class Status Secunty Groups Engine Fone Pending Values
1|4 cp-db True db.m1large ) available default oracle-ee us-east-le

2|4 demodb False dbtl.micro ) available default sqlsenver-ex usz-east-le

3 |34 demodb2 False dbtl.micro () available default sglserver-ex us-east-lc

4|/ mydb False db.ml.small ) available default sqlserver-se us-east-1b

5 [@ nerddb Falze db.ml.small () available default sqlsener-ze us-east-1b

. Refresh

Event Time Event Source Event System Notes

2. En el cuadro de dialogo DB Engine Selection (Seleccién de motor de base de datos), elija el tipo
de motor de base de datos que se lanzara. Para este tutorial, elija Microsoft SQL Server Standard
Edition (sqlserver-se) y, a continuacion, elija Next (Siguiente).
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Launch DB Instance

ESREEN TS

DB Engine Selection

Choose a DB engine for your new instance.

To get started, choose a DB engine below and click MNext.

ORACL & oracle-ee

Oracle Database Enterprise Edition

f

== sqlserver-ex

b

e

g{:}“[ Server Microsoft SQL Server Express Edition

==  sqlserver-se

==  sqlserver-web

id[ Server Microsoft SQL Server Standard Edition

3. En el cuadro de dialogo DB Engine Instance Options (Opciones de instancias del motor de base

de datos), elija las opciones de configuracion.

En la seccidon DB Engine Instance Options and Class (Opciones de instancias del motor de base
de datos y clase), puede especificar los siguientes ajustes.

License Model

Tipo de motor
Microsoft SQL Server
MySql

Oracle

Licencia
licencia incluida
licencia publica general

Bring-Your-Own-License

Lanzamiento de una instancia de base de datos de Amazon RDS
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El modelo de licencia varia en funcion del tipo de motor de base de datos. Tipo de motor Licencia
Microsoft SQL Server licencia incluida MySql licencia publica general Oracle Bring-Your-Own-
License

Version de instancia de base de datos

Elija la version del motor de base de datos que le gustaria utilizar. Si solo se admite una
version, se selecciona de forma predeterminada.

Clase de instancia de base de datos

Elija la clase de instancia para el motor de base de datos. Los precios para las clases de
instancia varian. Para obtener mas informacion, consulte Precios de Amazon RDS.

Realice un despliegue Multi-AZ

Seleccione esta opcion para crear una implementacion multi-AZ para mejorar la disponibilidad
y durabilidad de los datos. Amazon RDS aprovisiona y mantiene una copia en espera de

su base de datos en una zona de disponibilidad diferente para la conmutacion por error
automatica en caso de que se produzcan interrupciones inesperadas o programadas. Para
obtener informacion sobre los precios de despliegues Multi-AZ, consulte la seccion de precios
de la pagina de detalles Amazon RDS. Esta opcidon no es compatible con Microsoft SQL
Server.

Actualice versiones secundarias automaticamente

Seleccione esta opcion para que AWS realice actualizaciones de version secundaria
automaticamente en sus instancias de RDS.

En la seccion RDS Database Instance (Instancia de base de datos de RDS), puede especificar los
siguientes ajustes.

Allocated Storage (Almacenamiento asignado

Motor Minimo (GB) Maximo (GB)
MySQL 5 1024
Oracle Enterprise Edition 10 1024
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Motor Minimo (GB) Maximo (GB)

Microsoft SQL Server 30 1024
Express Edition

Microsoft SQL Server 250 1024
Standard Edition

Microsoft SQL Server Web 30 1024
Edition

Los minimos y maximos para el almacenamiento asignado dependeran del tipo de motor de base
de datos. Motor Minimo (GB) Maximo (GB) MySQL 5 1024 Oracle Enterprise Edition 10 1024
Microsoft SQL Server Express Edition 30 1024 Microsoft SQL Server Standard Edition 250 1024
Microsoft SQL Server Web Edition 30 1024

DB Instance Identifier

Especifique un nombre para la instancia de base de datos. Este nombre no distingue entre
mayusculas y minusculas. Se muestran en minusculas en el Explorador de AWS.

Master User Name (Nombre de usuario maestro

Escriba un nombre para el administrador de la instancia de base de datos.

Master User Password

Escriba una contrasefa para el administrador de la instancia de base de datos.

Confirmar contrasena

Escriba la contrasena de nuevo para verificar que es correcta.
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Launch DB Instance l = | (=] |ih]1

DB Engine Instance Options

Configure your DB engine instance.

DB Instance Engine and Class

License Model: license-included e
_ _ — LServer
DB Engine Version: [1&50.2?89.[!'.»'1 (50QL Server 2008 RZ Standard Edition) - |
DB Instance Class: [Small Tl
Perform a multi AZ deployment

Upgrade minor versions automatically
RDS Database Instance
Allocated Storage: 250 GB
DB Instance Identifier™  myDEB

Master User Name™: rmyDBAdmin

Master User Password®; #sssssssss

Confirm Password*: (ST T

1. En el cuadro de dialogo Additional Options (Opciones adicionales), puede especificar los
siguientes ajustes.

Puerto de base de datos

Este es el puerto TCP que utilizara la instancia para comunicarse en la red. Si su equipo
obtiene acceso a Internet a través de un firewall, establece este valor en un puerto a través del
cual el firewall permite el trafico.

Zona de disponibilidad

Utilice esta opcion si desea que la instancia se lance en una zona de disponibilidad concreta
en su region. La instancia de base de datos que ha especificado podria no estar disponible en
todas las zonas de disponibilidad en una region determinada.
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Grupo de seguridad de RDS

Seleccione un grupo de seguridad de RDS (o grupos) para asociar con su instancia. Los
grupos de seguridad de RDS especifican la direccion IP, las instancias de Amazon EC2 y las
Cuentas de AWS que pueden obtener acceso a su instancia. Para obtener mas informacion
sobre los grupos de seguridad de RDS, consulte Grupos de seguridad de Amazon RDS. El Kit
de herramientas para Visual Studio intenta determinar su direccién IP actual y ofrece la opcién

de afadir esta direccion a los grupos de seguridad asociados a la instancia. Sin embargo, si el
equipo obtiene acceso a Internet a través de un firewall, la direccion IP que el Toolkit genera
para su equipo podria no ser precisa. Para determinar qué direccion IP utilizar, consulte al
administrador del sistema.

DB Parameter Group (Grupo de parametros de base de datos

(Opcional) En este menu desplegable, elija un grupo de parametros de base de datos para
asociar con la instancia. Grupos de parametros de bases de datos le permite cambiar la
configuracion predeterminada para la instancia. Para obtener mas informacion, consulte la
Guia del usuario de Amazon Relational Database Service y este articulo.

Cuando haya especificado los ajustes en este cuadro de dialogo, seleccione Next (Siguiente).
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Launch DB Instance

ESEE==)

Additional Options

Set additional configuration options for your instance.

Databasze Port: 1433

Availability Zone: | us-east-1a &

otherwise proceed with default settings.

DE Security Groups: DE Parameter Group:

If you have custom security or parameter groups you would like to associate with this instance,

select them below

default defaultsglserver-se-10.5

Add current CIDR (best estimate 72.21.198.68/32) to the selected security group(s)

2. El cuadro de dialogo Copia de seguridad y mantenimiento le permite especificar si Amazon RDS

debe realizar una copia de seguridad de la instancia y, en caso afirmativo, durante cuanto tiempo

conservar dicha copia de seguridad. También puede especificar un periodo de tiempo durante el

que deben realizarse las copias de seguridad.

Este cuadro de dialogo también le permite especificar si desea que Amazon RDS realice el
mantenimiento del sistema en su instancia. El mantenimiento incluye parches rutinarios y

actualizaciones secundarias de la version.

El periodo de tiempo especificado para el mantenimiento del sistema no puede solaparse con el

periodo especificado para las copias de seguridad.

Elija Siguiente.
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Launch DB Instance l = | (=] |ﬁr

Backup and Maintenance

Set backup and maintenance opticns for your instance

Automatic Backups

) No automnatic backups @ Backup and retain for: |1 day vl

[] Use a custom backup window: Start time: |00 : |00 (UTC)

Duration: 0.5 hours

System Maintenance

[[] Use a custom maintenance window: On: Monday
Start: 0o ¢ |00 (UTC}
Duration: 0.5 hours

3. El cuadro de dialogo final en el asistente le permite revisar los ajustes de la instancia. Si necesita
modificar los ajustes, utilice el botén Back (Atras). Si todos los ajustes son correctos, elija Launch
(Lanzar).

Cree una base de datos de Microsoft SQL Server en una instancia de RDS

Microsoft SQL Server esta disefiado de forma que, después del lanzamiento de una instancia de
Amazon RDS, debe crear una base de datos de SQL Server en la instancia de RDS.

Para obtener informacién sobre codmo crear una instancia de Amazon RDS, consulte Lanzar una
instancia de base de datos de Amazon RDS.

Para crear una base de datos de Microsoft SQL Server
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1. En el Explorador de AWS, abra el menu contextual (con el botén derecho) del nodo que
corresponde a su instancia RDS para Microsoft SQL Server y elija Crear base de datos de SQL

Server.

AWS Explorer

- q

=

Account: [ aws-dr-techwriters-test@amazon.com

~

~~ (o]
| e D

Region: [ 2 US East (Virginia)

e

& Amazon CloudFront
[] Amazon DynamoDB

& Amazon EC2
4 [ Amazon RDS

4 [J DBlInstances
1 cjp-db
demodb
demodhb2
mydk

LR A

nerdg
F DB Secur

4/ Amazon 53

] Amazon Sim
&+t Amazon SNS
i Armazon 505

2 AWS CloudF

@ AWS Elastic [
£ AWS Identity (4

@

View

Add to Server Explorer...

Create SQL Server Database...

# Modify DB Instance...

Take Snapshot...
Reboot

Delete DB Instance

e A T T T e e

T T,

2. En el cuadro de dialogo Create SQL Server Database (Crear base de datos de SQL Server),
escriba la contrasena que especifico al crear la instancia de RDS, escriba un nombre para la base

de datos de Microsoft SQL Server y, a continuacion, elija OK (Aceptar).
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Create SQL Server Database l = | (=] |_ihr

Enter the login details for the DE instance and the name of the new database

to create:
DB Instance: mydb-3.oxliwvwmgeZ 2 us-eqst-1.rds.amazonaws. com
by g
User Mame: myDEBAdmin
Pazsward: YT

Database Mame: my-ms-sql-db

| ok || Cancel

3. El Kit de herramientas para Visual Studio crea la base de datos de Microsoft SQL Servery la
afiade al Server Explorer de Visual Studio.

Server Explorer

2] 1] | T
a4 [ |J Data Connections
4 ||k rds.mydb-3.my-ms-sql-db
» [ Database Diagrams
« 1 Tables
3 Views
3 Stored Procedures
[ Functions
[ Synocnyms
[ Types
- [ Assemblies
74 Servers
g4 SharePoint Connections

Grupos de seguridad de Amazon RDS

Los grupos de seguridad de Amazon RDS le permiten administrar el acceso de red a sus instancias

de Amazon RDS. Con los grupos de seguridad, debe especificar conjuntos de direcciones IP

mediante la notacion CID. La instancia de Amazon RDS solo reconoce el trafico de la red procedente

de dichas direcciones.

Grupos de seguridad de Amazon RDS
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Aunque funcionan de forma similar, los grupos de seguridad de Amazon RDS son diferentes de los
grupos de seguridad de Amazon EC2. Es posible afiadir un grupo de seguridad de EC2 a su grupo
de seguridad de RDS. Cualquier instancia EC2 que sea miembro del grupo de seguridad de EC2
puede obtener acceso, a continuacion, a las instancias de RDS que son miembros del grupo de
seguridad de RDS.

Para obtener mas informacién sobre los grupos de seguridad de Amazon RDS, vaya a Grupos de
seguridad de RDS. Para obtener mas informacion sobre los grupos de seguridad de Amazon EC2,
vaya a Guia del usuario de EC2.

Para crear un grupo de seguridad de Amazon RDS

Es posible utilizar el Kit de herramientas para Visual Studio para crear un grupo de seguridad de
RDS. Si utiliza el Kit de herramientas de AWS para lanzar una instancia de RDS, el asistente le
permitira especificar un grupo de seguridad de RDS para su uso con la instancia. Puede utilizar el
siguiente procedimiento para crear ese grupo de seguridad antes de iniciar el asistente.

Para crear un grupo de seguridad de RDS

1. En el Explorador de AWS, expanda el nodo Amazon RDS, abra el menu contextual (con el boton
derecho) del subnodo Grupos de seguridad de base de datos y, a continuacion, elija Crear.

AWS Explorer * X

Account: laws-dr-techwriters-test@amazu:un.cu:ur‘n v| & D 5

Region: l ™= US East (Virginia) v|

& Amazon CloudFront
1 Amazon DynameoDB
i Amazon EC2
4 [ 7 Amazon RDS
4 DB Instances
F DB Security Groups
4| Amazon 53 & Create
E Amazon SimpleDB
g+t Amazon SMS

4 Amazon 505 View
2 AWS CloudFormation
“ AWS Elastic Beanstalk Refresh

L S AWSId Eﬂtit_‘rf and Access TETOTTOLCITIeTTT

St

También tiene la opcion de elegir Crear grupos de seguridad en la pestafa Grupos de
seguridad. Si no se muestra esta pestafa, abra el menu contextual (con el botdn derecho) para
el subnodo DB Security Groups (Grupos de seguridad de base de datos) y elija View (Vista).
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US East (Virginia) DB Security Groups > QU i TRV R R T =T fel = Start Page

| B Create Securty Group | @ Delete Secunty Group " Refresh L Show/Hide -

MName Description Owner 10 VPCID
1§ default default 599169622985

2. En el cuadro de dialogo Create Security Group (Crear grupo de seguridad), escriba un nombre y
una descripcion para el grupo de seguridad y, a continuacion, elija OK (Aceptar).

Create Security Group -;E_lﬂléj

Mame: my-RD5-sg

Description: | A Security Group for Amazon RDS

| ok || cancel

Establezca permisos de acceso para un grupo de seguridad de Amazon RDS

De forma predeterminada, un grupo de seguridad de Amazon RDS nuevo no proporciona acceso a la
red. Para habilitar el acceso a instancias de Amazon RDS que utilizan el grupo de seguridad, utilice
el siguiente procedimiento para establecer sus permisos de acceso.

Para establecer el acceso para un grupo de seguridad de Amazon RDS

1. Enla pestana Security Groups (Grupos de seguridad), en la vista de lista elija el grupo de
seguridad. Si el grupo de seguridad no aparece en la lista, seleccione Refresh (Actualizar). Si el
grupo de seguridad sigue sin figurar en la lista, verifique que esta viendo la lista para la region
de AWS correcta. Las pestanas Grupo de seguridad en el Kit de herramientas de AWS son
especificas de cada region.

Si no aparecen pestafias Grupo de seguridad, en el Explorador de AWS, abra el menu
contextual (con el botén derecho) del subnodo Grupos de seguridad de la base de datos y elija
Ver.

2. Elija Add Permission (Afadir permiso).
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U5 East (Virginia) DB Security Groups > BEELEEG[
£ Create Secunty Group @) Delete Security Group ' Refresh T Show/Hide

Mame Descnption Crwner 1D VPCID
1§ default default 599165622985

E1V_my-d-sg | A Socuriy Group for Amazon RDS__| 599169622985 | |

&y Add Fermissiunl | Delete Permission o> Refresh

Connection Type Details

Boton Add Permissions (Anadir permisos) en la pestana Security Groups (Grupos de seguridad)

3. En el cuadro de dialogo Add Permission (Ahadir permiso), puede utilizar la notacion CIDR
para especificar qué direcciones IP pueden obtener acceso a su instancia de RDS o puede
especificar qué grupos de seguridad de EC2 pueden obtener acceso a su instancia de RDS.
Cuando elija Grupo de seguridad de EC2, puede especificar el acceso de todas las instancias
EC2 asociadas a una cuenta de Cuenta de AWS que tienen acceso o puede elegir un grupo de
seguridad de EC2 en la lista desplegable.

i Add Permission l = | (=] |_—“*&F

@iCIDR/IP

CIDR/TP:
") EC2 Security Group

AWS Account ID:

EC2 Security Group:

Clur best estimate for the CIDR of your current machine is

: However, if your machine is behind a proxy/firewall,

this estimate may be inaccurate and you may need to contact your
network administrator,

OK | [ Cancel

El Kit de herramientas de AWS intenta determinar su direccion IP y rellenar automaticamente el
cuadro de dialogo con la especificacion de CIDR adecuada. Sin embargo, si el equipo obtiene
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acceso a Internet a través de un firewall, el CIDR determinado por el Toolkit podria no ser
preciso.

Uso de Amazon SimpleDB desde el Explorador de AWS

Explorador de AWS muestra todos los dominios de Amazon SimpleDB asociados con la cuenta de
AWS activa. Desde el Explorador de AWS, puede crear o eliminar dominios de Amazon SimpleDB.

& Amazon CloudFront & Amazon CloudFront
i Amazon EC2 & Amazon EC2
o/ Amazon 53 4 Amazon 53
4 [ Amazon SimpleDB 4 [5] Amazon SimpleDB
£ MyStore E& Create Domain... E MyStore
[ petboard-menm [ petboard-membership = Open
[ petboard-publi Refrech [ petboard-public
&t Amazon SMS ' g+ Amazon SNS @ Properties..
[ Amazon 5Q5 [ Amazon 505
& AWS CloudFormation 1% AWS CloudFormation @ Delete
& AWS Identity and Access Management £ AWS Identity and Access M

Create, delete, or open Amazon SimpleDB domains associated with your account
Ejecucion de consultas y edicion de resultados

El Explorador de AWS también puede mostrar una vista de cuadricula de un dominio de Amazon
SimpleDB desde la que puede ver los elementos, atributos y valores en dicho dominio. Puede
ejecutar consultas de manera que solo se muestre un subconjunto de los elementos del dominio.
Al hacer doble clic en una celda, puede editar los valores para el atributo correspondiente de ese
elemento. También puede afadir nuevos atributos al dominio.

El dominio que se muestra aqui es del ejemplo de Amazon SimpleDB incluido con el AWS SDK
para .NET.

[ Execute Commit Changes & /Add Attribute
SELECT * FROM “MyStore’ | LIMIT 50

C| ltem Mame Category Color Make Model Mame Size Subcategory Year

1 Iterm_01 Clothes Siamese Cathair Sweater Small. Medium, LanSweater

2 Item_02 Clathes Paizley Acid Wash Designer Jeans [32x32. 30x32. 32%3 Pants

3 lterm_03 Clothes [Yellow, Fink] Sweatpants Medium Pants

4 ltem_04 Car Paris Audi 54 Turbos Engine [2002, 2001, 2000]
5 lterm_05 Car Paris Audi 54 02 Sensor Emissions [2001, 2000, 2002]

“

Amazon SimpleDB grid view
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Para ejecutar una consulta, edite la consulta en el cuadro de texto en la parte superior de la vista de
cuadricula y, a continuacion, seleccione Execute (Ejecutar). La vista se filtra para mostrar solo los
elementos que coincidan con la consulta.

Commit Changes [ Add Attribute
SELECT * FROM "MyStore™fwhere Color = "Siamese’|LIMIT 50

[term Mame Category Colar MName Size Subcategory
1 lterm_01 Clothes Siamese Cathair Sweater  [Small, Medium. LanSweater

Execute query from AWS Explorer

Para editar los valores asociados con un atributo, haga doble clic en la celda correspondiente, edite
los valores y, a continuacion, elija Commit Changes (Confirmar cambios).

Adicién de un atributo

Para afnadir un atributo, en la parte superior de la vista, seleccione Add Attribute (Anadir atributo).

r '
Add Attribute EE

Attribute Mame: | Discount

I This attribute will not exist in I
SimpleDE until an item has
committed data for it.

oK [ — ]

= m A

Agregar atributos dialog box

Para que el atributo forme parte del dominio, debe afadir un valor para al menos un elemento y, a
continuacion, elegir Commit Changes (Confirmar cambios).

P> Execute [k Commit Changes| 2 Add Attribute
SELECT * FROM “MyStore™ where Color = "Siamese” LIMIT 50

[tem Name Category Color MName Size Subcategory Discount

O o 01 Clobes  Siamese [Caihor Sweater _[Smal, Medum, Larvenier [ ST

Commit changes for a new attribute

Paginacién de los resultados de la consulta
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Hay tres botones en la parte inferior de la vista.
D

Paginate and export buttons

Los dos primeros botones proporcionan paginacion para los resultados de la consulta. Para
visualizar una pagina adicional de resultados, elija el primer botdn. Para visualizar diez paginas
adicionales de resultados, elija el segundo boton. En este contexto, una pagina es igual a 100 filas o
el nimero de resultados especificado por el valor LIMITE, si se ha incluido en la consulta.

Exportar a CSV

El ultimo botdn exporta los resultados actuales a un archivo CSV.

Uso de Amazon SQS desde el Explorador de AWS

Amazon Simple Queue Service (Amazon SQS) es un servicio de cola flexible que permite transferir
mensajes entre diferentes procesos de ejecucion en una aplicacion de software. Las colas de
Amazon SQS se encuentran en la infraestructura de AWS, pero los procesos que transfieren los
mensajes pueden residir localmente, en instancias de Amazon EC2 o en alguna combinacion de
estas. Amazon SQS es ideal para coordinar la distribucion del trabajo entre varios equipos.

El Kit de herramientas para Visual Studio permite ver las colas de Amazon SQA asociadas con la
cuenta activa, crear y eliminar colas y enviar mensajes a través de las colas. (Por "cuenta activa", se
entiende la cuenta seleccionada en el Explorador de AWS).

Para obtener mas informacién acerca de Amazon SQS, consulte Introduccion a SQS en la
documentacion de AWS.

Creacion de una cola

Puede crear una cola de Amazon SQS desde el Explorador de AWS. EI ARN y la URL de la cola se
basaran en el numero de la cuenta activa y en el nombre especificado para la cola en el momento de
la creacion.

Para crear una cola

1. En el Explorador de AWS, abra el menu contextual (clic con el boton derecho) del nodo Amazon
SQS y elija Crear cola.
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2. En el cuadro de dialogo Create Queue (Crear cola), especifique el nombre de la cola, el tiempo de
espera de visibilidad predeterminado y el retraso de entrega predeterminado. El tiempo de espera
de visibilidad predeterminado y el retraso de entrega predeterminado se especifican en segundos.
El tiempo de espera de visibilidad predeterminado es la cantidad de tiempo que un mensaje
sera invisible para los procesos receptores potenciales después de que un proceso concreto
haya adquirido el mensaje. El retraso de entrega predeterminado es la cantidad de tiempo que
transcurre desde el momento en que el mensaje se envia hasta el momento en que pasa a ser
visible para los procesos receptores potenciales.

3. Seleccione OK (Aceptar). La nueva cola aparecera como un subnodo bajo el nodo Amazon SQS.

Eliminacion de una cola

Puede eliminar colas del Explorador de AWS. Si elimina una cola, todos los mensajes asociados con
ella dejaran de estar disponibles.

Para eliminar una cola

1. En el Explorador de AWS, abra el menu contextual (clic con el boton derecho) de la cola que
desea eliminar y, a continuacion, elija Eliminar.

Administrar las propiedades de la cola

Puede ver y editar las propiedades de cualquiera de las colas que se muestran en el Explorador de
AWS. También puede enviar mensajes a la cola desde esta vista de propiedades.

Para administrar las propiedades de la cola

» En el Explorador de AWS, abra el menu contextual (clic con el botén derecho) de la cola cuyas
propiedades desea administrar y, a continuacion, elija Ver cola.

En la vista de las propiedades de la cola, puede editar el tiempo de espera de visibilidad, el tamano
maximo de mensaje, el periodo de retencion de mensajes y el retraso de entrega predeterminado.
El retraso de entrega predeterminado se puede reemplazar al enviar un mensaje. En la siguiente
captura de pantalla, el texto ilegible es el componente de numero de cuenta del ARN y la URL de
la cola.
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Save 4 Send ' Refresh
Wisibility timeout (Seconds): 30 Created timestamp: 102002011 1:34:45 PM
Maxamum message size (Bytes): W Last modified timestamp: 102002011 1:34:49 PM
Message retention period (Seconds): 245600 Mumber of messages: 0
Default Delivery Delay (Seconds): 120 Mumber of messages not visible: 0
Queus ARM:  armaws:sgsus-east-1: my-th-queus
Queus URL: https://gueue amazonaws com/ Jmy-th-queus
Messzage Sampling
Message Id Message Body Sender Id Sent

!"'-\ Changes can take up to 60 seconds to propagate throughout the SGS system.

SQS queue properties view
Envio de un mensaje a una cola

Desde la vista de las propiedades de una cola, puede enviar un mensaje a la cola.
Como enviar un mensaje

1. En la parte superior de la vista de propiedades de la cola, elija el boton Send (Enviar).

2. Escriba el mensaje. (Opcional) Escriba un retraso de entrega que sustituira al retraso de entrega
predeterminado para la cola. En el siguiente ejemplo, se ha sustituido el retraso por un valor de
240 segundos. Seleccione Aceptar.

( Send Message l — | (=] |_-f3—r

Body:

My 505 message is Helle, World!

Delivery Delay (Seconds): | 240

| ok || Cancel |

L &

Enviar mensaje dialog box

3. Espere aproximadamente 240 segundos (cuatro minutos). El mensaje aparecera en la seccion
Message Sampling (Muestreo de mensajes) de la vista de propiedades de la cola.
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Save | & Send ' Refresh

Visibility timeout (Seconds): 30 Created timestamp: 1072072017 1:34:45 PM
Maxamum message size (Bytes): BE536 Last modified timestamp: 1020020171 1:34:495 PM
Message retenfion period (Seconds): 345600 Mumber of messages: 1

Default Delivery Delay (Seconds): 120 Mumber of messages not visible: 0

Queus ARN:  arm:aws:sgsus-east-1: ‘my-th-queue

Queue URL:  hitps/igusus. amazonaws com/ s imy-tl-quaus

Message Sampling

Message Id Message Body Sender Id Sent
: e [10720/2011 2:33:02 PM

q 1 L

!"'-..‘ Changes can take up to 60 seconds o propagate throughout the 505 system.

SQS properties view with sent message

La marca temporal de la vista de propiedades de la cola es la hora a la que se eligio el boton Send
(Enviar). No incluye el retraso. Por lo tanto, la hora a la que el mensaje aparece en la cola y esta
disponible para los receptores podria ser posterior a esta marca temporal. La marca temporal se
muestra en la hora local de su equipo.

Gestion de identidad y acceso

AWS ldentity and Access Management (IAM) le permite gestionar de forma mas segura el acceso a
sus recursos Cuentas de AWS . Con IAM, puede crear varios usuarios en su servidor principal (raiz).
Cuenta de AWS Esos usuarios pueden tener sus propias credenciales: contrasena, ID de clave de
acceso y clave secreta, pero todos los usuarios de IAM comparten un Unico numero de cuenta.

Puede administrar el nivel de acceso a los recursos de cada usuario de IAM adjuntando politicas de
IAM al usuario. Por ejemplo, puede adjuntar a un usuario de IAM una politica que le dé acceso al
servicio Amazon S3 y a los recursos relacionados de la cuenta de la que usted es titular, pero que no
le proporcione acceso a otros servicios o recursos.

Para administrar el acceso de un modo mas eficiente, puede crear grupos de IAM, que son conjuntos
de usuarios. Al adjuntar una politica al grupo, afecta a todos los usuarios que son miembros de ese

grupo.
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Ademas de administrar los permisos en el nivel de los usuarios y los grupos, IAM también admite el
concepto de roles de IAM. Como en el caso de los usuarios y los grupos, también es posible adjuntar
politicas a los roles de IAM. A continuacién, puede asociar el rol de IAM a una EC2 instancia de
Amazon. Las aplicaciones que se ejecutan en la EC2 instancia pueden acceder AWS mediante los
permisos que proporciona el rol de IAM. Para obtener mas informacion acerca del uso de los roles
de IAM con el Toolkit, consulte Creacion de un rol de IAM. Para obtener mas informacién acerca de
IAM, vaya a la Guia del usuario de IAM.

Creacion y configuracion de un usuario de 1AM

Los usuarios de IAM le permiten conceder a otros el acceso a la suya. Cuenta de AWS Dado
que puede adjuntar politicas a los usuarios de IAM, puede limitar con precisién los recursos a los
que puede obtener acceso un usuario de IAM y las operaciones que puede llevar a cabo en esos
recursos.

Como practica recomendada, todos los usuarios que accedan a una Cuenta de AWS deberian
hacerlo como usuarios de IAM, incluso el propietario de la cuenta. De este modo, se garantiza que
si las credenciales de uno de los usuarios de IAM se ven comprometidas, se pueden desactivar
unicamente esas credenciales. No es necesario desactivar o cambiar las credenciales raiz de la
cuenta.

Desde el Kit de herramientas para Visual Studio puede asignar permisos a un usuario de IAM
adjuntandole una politica de IAM o asignando el usuario a un grupo. Los usuarios de IAM que estan
asignados a un grupo obtienen sus permisos de las politicas adjuntadas al grupo. Para obtener mas
informacion, consulte Creacion de un grupo de IAM y Adicion de un usuario de IAM a un grupo de
IAM.

Desde el Toolkit for Visual Studio, también puede AWS generar credenciales (identificador de
clave de acceso y clave secreta) para el usuario de IAM. Para obtener mas informacion, consulte
Generacion de credenciales para un usuario de |IAM.

El Toolkit for Visual Studio permite especificar las credenciales de usuario de IAM para acceder a los
servicios AWS a través del Explorador. Como los usuarios de IAM no suelen tener acceso completo
a todos los Amazon Web Services, es posible que algunas de las funciones de AWS Explorer no
estén disponibles. Si utilizas AWS Explorer para cambiar los recursos mientras la cuenta activa es
un usuario de IAM y, a continuacion, cambias la cuenta activa a la cuenta raiz, es posible que los
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cambios no estén visibles hasta que actualices la vista en AWS Explorer. Para actualizar la vista,
elija el botén de actualizacion ().

Para obtener informacion sobre como configurar los usuarios de IAM desde Consola de
administracion de AWS, consulte Trabajar con usuarios y grupos en la Guia del usuario de IAM.

Para crear un usuario de IAM

1. En el AWS Explorador, expanda el AWS ldentity and Access Managementnodo, abra el menu
contextual (haga clic con el botdn derecho) para Usuarios y, a continuacion, seleccione Crear
usuario.

2. En el cuadro de dialogo Crear usuario, escriba un nombre para el usuario de IAM y elija Aceptar.
Este es el nombre facil de recordar de IAM. Para obtener informacién acerca de las restricciones
de los nombres de los usuarios de |IAM, consulte la Guia del usuario de IAM.

Create User l':' | (=] |_i3-r

a

Mame: | mylAMUser

| ok || cancel

b "l

Create an IAM user
El nuevo usuario aparecera como un subnodo en Usuarios, en el nodo AWS Identity and Access
Management.

Para obtener informacion acerca de cdmo crear una politica y asociarla al usuario, consulte Creacion
de una politica de IAM.

Creacion de un grupo de 1AM

Los grupos proporcionan una forma de aplicar politicas de IAM a un conjunto de usuarios. Para
obtener informacion acerca del procedimiento para administrar los usuarios y los grupos de |IAM,
vaya a Como trabajar con usuarios y grupos en la Guia del usuario de IAM.

Como crear un grupo de IAM

1. En AWS Explorer, en Identity and Access Management, abra el menu contextual (haga clic con el
boton derecho) de Grupos vy elija Crear grupo.
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2. En el cuadro de dialogo Crear grupo, escriba un nombre para el grupo de IAM vy elija Aceptar.

Create Group l = | (5] |_ih]1

a

Mame: mylAMGroup

QK | [ Cancel

b "l

Create 1AM group

El nuevo grupo de IAM aparecera en el subnodo Grupos de Identity and Access Management.

Para obtener informacion acerca del procedimiento para crear una politica y adjuntarla al grupo de
IAM, consulte Creacion de una politica de IAM.

Adicion de un usuario de IAM a un grupo de IAM

Los usuarios de IAM que son miembros de un grupo de IAM obtienen sus permisos de acceso de
las politicas adjuntadas al grupo. El objetivo de un grupo de IAM es facilitar la administracién de
permisos en un conjunto de usuarios de IAM.

Para obtener informacion acerca de cédmo las politicas adjuntadas a un grupo de IAM interactuan
con las politicas adjuntadas a los usuarios de IAM que son miembros de dicho grupo, vaya a
Administracion de politicas de IAM en la Guia del usuario de IAM.

En AWS Explorer, los usuarios de IAM se anaden a los grupos de IAM desde el subnodo Usuarios,
no desde el subnodo Grupos.

Para agregar un usuario de IAM a un grupo de IAM

1. En AWS Explorer, en Identity and Access Management, abra el menu contextual (haga clic con el
boton derecho) de Usuarios y seleccione Editar.
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k Save ' Refresh

User Mame:  myl&MUser

| Groups | AccessKeys Policies

fovailable Groups Aszsigned Groups
Admin mylAMGroup
Developel

25 |

> |

< |

£2 |

Assign an IAM user to a IAM group

2. El panel izquierdo de la pestafa Grupos muestra los grupos de IAM disponibles. El panel derecho
muestra los grupos de los que el usuario de IAM especificado ya es miembro.

Para anadir el usuario de IAM a un grupo, en el panel izquierdo, elija el grupo de IAM y, a
continuacion, elija el boton >.

Para eliminar el usuario de IAM de un grupo, en el panel derecho, elija el grupo de IAM y, a
continuacion, elija el boton <.

Para anadir el usuario de IAM a todos los grupos de |IAM, elija el botén >>. Del mismo modo, para
eliminar el usuario de IAM de todos los grupos, elija el boton <<.

Para seleccionar varios grupos, elijalos en secuencia. No es necesario que mantenga pulsada la
tecla Control. Para borrar un grupo de la seleccion, basta con elegirlo una segunda vez.
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3. Cuando haya terminado de asignar el usuario de 1AM a los grupos de 1AM, elija Guardar.

Generacion de credenciales para un usuario de 1AM

Con el Kit de herramientas para Visual Studio, puede generar el ID de clave de acceso y la clave
secreta que se utilizan para realizar llamadas a la APl de AWS. Estas claves también se pueden
especificar para obtener acceso a los servicios de Amazon Web Services a través del kit de
herramientas. Para obtener mas informacién acerca de la especificacion de credenciales para su uso
con el Kit de herramientas, consulte creds. Para obtener mas informacion sobre como gestionar las
credenciales de forma segura, consulte Practicas recomendadas para gestionar las claves de AWS
acceso.

El Kit de herramientas no se puede utilizar para generar una contrasefa para un usuario de |IAM.

Para generar credenciales para un usuario de 1AM

1. En el AWS Explorador, abra el menu contextual (haga clic con el botén derecho) de un usuario de
IAM y seleccione Editar.

e Dieem

Save . Refresh

User Mame:  mylAMUser

| Groups Access Keys Policies |

i Create . Delete

Access Key 1D Status Create Date
Active 6/9/2012 10:44:53 PM
Active 6/9/2012 11:03:01 PM

2. Para generar credenciales, en la pestana Claves de acceso, elija Crear.
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Solo puede generar dos conjuntos de credenciales por cada usuario de IAM. Si ya tiene dos
conjuntos de credenciales y necesita crear un conjunto adicional, debe eliminar uno de los
conjuntos existentes.

( Access Keys I. — | (=] |ﬁr

Access Key ID:

Secret Access Key: I I

Save the secret access key locally. AWS only returns the secret access key
when created.

L= A

reate credentials for IAM user

Si desea que el kit de herramientas guarde una copia cifrada de su clave de acceso secreta en
su unidad local, seleccione Guardar la clave de acceso secreta localmente. AWS solo devuelve la
clave de acceso secreta cuando se crea. También puede copiar la clave de acceso secreta en el
cuadro de dialogo y guardarla en un lugar seguro.

3. Seleccione Aceptar.

Después de generar las credenciales, puede verlas en la pestaina Access Keys (Claves de acceso).
Si ha seleccionado la opcion que hace que el Toolkit guarde localmente la clave secreta, se mostrara
aqui.
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b D

Save ' Refresh

User Mame:  mylAMUser

| Groups | AccessKeys Policies

i Create . Delete

Access Key 1D Status Create Date
SRS TAcve 6192012 11:03.01 PN
Access Key 1D

Secret Lcoess Key

Save the secret access key locally.

Make Inactive |

Create credentials for IAM user

Si ha guardado la clave secreta usted mismo y quiere que el Toolkit también la guarde, en el cuadro
Secret Access Key (Clave de acceso secreta), escriba la clave de acceso secreta y, a continuacion,
seleccione Save the secret access key locally (Guardar localmente la clave de acceso secreta).

Para desactivar las credenciales, elija Make Inactive (Desactivar). (Puede hacerlo si sospecha que se
ha accedido a las credenciales sin autorizacién. Puede reactivarlas de nuevo si consigue cerciorarse
de que son seguras.)

Creacion de un rol de IAM

El Kit de herramientas para Visual Studio es compatible con la creacion y configuracion de funciones
de IAM. Como en el caso de los usuarios y los grupos, puede adjuntar politicas a los roles de IAM. A
continuacion, puede asociar el rol de IAM a una EC2 instancia de Amazon. La asociaciéon con la EC2
instancia se gestiona a través de un perfil de instancia, que es un contenedor l6gico para el rol. A las
aplicaciones que se ejecutan en la EC2 instancia se les concede automaticamente el nivel de acceso
especificado por la politica asociada a la funcion de IAM. Esto es cierto incluso cuando la aplicacion
no ha especificado otras AWS credenciales.
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Por ejemplo, puede crear un rol y adjuntarle una politica que limite su acceso unicamente a Amazon
S3. Tras asociar este rol a una EC2 instancia, puede ejecutar una aplicacion en esa instancia y

la aplicacion tendra acceso a Amazon S3, pero no a ningun otro servicio o recurso. La ventaja de
este enfoque es que no tiene que preocuparse por transferir y almacenar de forma segura AWS las
credenciales en la EC2 instancia.

Para obtener mas informacién acerca de los roles de IAM, vaya a Trabajo con roles de IAM en la
Guia del usuario de IAM. Para ver ejemplos de programas que acceden AWS mediante el rol de
IAM asociado a una EC2 instancia de Amazon, consulta las guias para AWS desarrolladores de
Java, .NET, PHP y Ruby (Configuracion de credenciales mediante IAM, Creacién de un rol de IAM y

Trabajo con politicas de IAM).

Para crear un rol de IAM

1. En AWS Explorer, en Identity and Access Management, abra el menu contextual (haga clic con el
boton derecho) de Funciones y, a continuacion, seleccione Crear funciones.

2. En el cuadro de dialogo Crear rol, escriba un nombre para el rol de IAM y elija Aceptar.

[ Create Role I.':' | =] |ﬁ1

Mame: | winapp-instance-role-2

| ok || cancel

L o

Create |IAM role

El nuevo rol de IAM aparecera en Roles en Identity and Access Management.

Para obtener informacion acerca de cdmo crear una politica y asociarla al rol, consulte Creacion de
una politica de IAM.

Crear una politica de IAM

Las politicas son fundamentales para IAM. Las politicas se pueden asociar a las entidades de 1AM,
como los usuarios, los grupos o los roles. Las politicas especifican el nivel de acceso habilitado para
un usuario, un grupo o un rol.

Para crear una politica de IAM
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En AWS Explorer, expanda el AWS Identity and Access Managementnodo y, a continuacion, amplie
el nodo para el tipo de entidad (grupos, roles o usuarios) a la que va a adjuntar la politica. Por
ejemplo, abra un menu contextual para un rol de IAM y elija Editar.

Aparecera una pestana asociada al rol en el AWS Explorador. Elija el enlace Agregar politica.

En el cuadro de dialogo Nuevo nombre de politica, escriba un nombre para la politica (por ejemplo,
s3-access).

Mew Policy Name IJZ' | (=] |&r

a

Paolicy Name: | s3-access

| ok || cancel

e o

New Policy Name dialog box

En el editor de politicas, anada declaraciones de politicas para especificar el nivel de acceso que
se va a proporcionar al rol (en este ejemplo, winapp-instance-role -2) asociado a la politica. En este
ejemplo, una politica proporciona acceso completo a Amazon S3, pero no a otros recursos.

Crear una politica de IAM 136



AWS Kit de herramientas con Amazon Q

Guia del usuario de

k Save ' Refresh
Role Mame:  winapp-instance-role-2
() Add Policy (@ Remoave Policy

s3-access () Add Statement (9 Remove Statement

& Export Policy

Effect Actions Resources Conditions

Effect: @ Allow ) Deny

Actions | Resources | Conditions |

- @A‘W’S

Dﬁ'-maznn CloudFront

Dﬁ'-maznn Cloudwatch

Dﬁ'-maznn DynamaoDB

Dﬁ'-maznn EC2

Dﬁ'-maznn Elastic MapReduce

Dﬁ'-maznn Route 53

A J'l'-rnaznn 53

.ﬂ-h-nrtl'tﬂulu'partl_lplcnad
Cnpy[]hje::t
CreateEud-:et
DeleteBucket
Delete[]hject
Delete[]hject‘-."ersicun
GetBucket-’-‘-.messCDntmlF’olicy
GetBuch:et-’-‘-.d
GetBuch:etLDcalinn
GetBuch:etLDgging
GetBuch:etNu-t'rﬁ{:alion
GetBuch:etF’oIiu:y

Fal il inlendDnmemn 40— et

Specify IAM policy

Si desea mejorar la precisidn del control de acceso, puede expandir los subnodos del editor de
politicas para permitir o impedir las acciones asociadas con los servicios de Amazon Web Services.

Una vez editada la politica, elija el enlace Save (Guardar).
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AWS Lambda

Desarrolle e implemente sus funciones Lambda de C# basadas en .NET Core con. AWS Toolkit for
Visual Studio AWS Lambda es un servicio informatico que le permite ejecutar cddigo sin aprovisionar
ni administrar servidores. El Toolkit for Visual Studio AWS Lambda incluye plantillas de proyectos
de.NET Core para Visual Studio.

Para obtener mas informacion al respecto AWS Lambda, consulte la Guia para desarrolladores de
AWS Lambda.

Para obtener mas informacion acerca de .NET Core, consulte la Guia Microsoft .NET Core. Para
obtener informacion acerca de los requisitos previos y las instrucciones de instalacion de .NET Core
para las plataformas Windows, macOS vy Linux, consulte .NET Core Downloads.

En los temas siguientes se describe como trabajar con el AWS Lambda uso del Toolkit for Visual
Studio.

Temas

* Proyecto basico de AWS Lambda

Proyecto basico de AWS Lambda : creacion de una imagen de Docker

Tutorial: creacion y prueba de una aplicacion sin servidor con AWS Lambda

Tutorial: creacion de una aplicacién de Lambda con Amazon Rekognition

Tutorial: Uso de Amazon Logging Frameworks AWS Lambda para crear registros de aplicaciones

Proyecto basico de AWS Lambda

Puede crear una funcidén de Lambda usando plantillas Microsoft .NET Core, en AWS Toolkit for
Visual Studio.

Creacion de un proyecto de Lambda con .NET Core en Visual Studio

Puede usar plantillas y esquemas de Lambda Visual Studio para acelerar la inicializacion del
proyecto. Los esquemas de Lambda contienen funciones escritas previamente que simplifican la
creacion de una base de proyecto flexible.
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® Note

El servicio Lambda tiene limites de datos en diferentes tipos de paquetes. Para obtener
informacion detallada sobre los limites de datos, consulte el tema Cuotas de Lambda en la
Guia del usuario de Lambda de AWS.

Para crear un proyecto de Lambda en Visual Studio

1. Desde Visual Studio, expanda el menu Archivo, expanda Nuevo y, a continuacion, elija Proyecto.

2. Desde el cuadro de dialogo Nuevo proyecto, configure los cuadros desplegables Idioma,
Plataforma y Tipo de proyecto en "Todo..." e introduzca aws lambda en el campo Buscar. Elija la
plantilla Lambda Project ((NET Core - C#) de AWS.

3. En el campo Nombre, introduzca AWSLambdaSample, especifique la ubicacién del archivo y, a
continuacion, seleccione Crear para proceder.

4. Desde la pagina Seleccionar esquema, seleccione el esquema Funcidn vacia, a continuacion,
elija Finalizar para crear el proyecto de Visual Studio.

Revision de los archivos del proyecto
Hay dos archivos de proyecto que revisar: aws-lambda-tools-defaults.jsony Function.cs.

El siguiente ejemplo muestra el archivo aws-lambda-tools-defaults. json, que se crea
automaticamente como parte del proyecto. Puede establecer las opciones de compilacion con los
campos de este archivo.

@ Note

Las plantillas de proyecto en Visual Studio contienen muchos campos diferentes. Tenga en
cuenta lo siguiente:

« function-handler: especifica el método que se ejecuta al poner en marcha la funcion de
Lambda

Al especificar un valor en el campo del controlador de funciones, ese valor se completa
previamente en el asistente de publicacion.
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» Pero si cambia el nombre de la funcion, la clase o el conjunto, también tendra
que actualizar el campo correspondiente en el archivo aws-1lambda-tools-
defaults. json.

"Information": [

"This file provides default values for the deployment wizard inside Visual Studio
and the AWS Lambda commands added to the .NET Core CLI.",

"To learn more about the Lambda commands with the .NET Core CLI execute the
following command at the command line in the project root directory.",

"dotnet lambda help",

"All the command line options for the Lambda command can be specified in this
file."

1,

"profile": "default",

"region": "us-west-2",
"configuration": "Release",
"function-architecture": "x86_64",
"function-runtime": "dotnet8",

"function-memory-size": 512,
"function-timeout": 30,
"function-handler": "AWSLambdaSample::AWSLambdaSample.Function::FunctionHandler"

Examine el archivo Function.cs. Function. cs define las funciones de C# que se expondran
como funciones de Lambda. Este FunctionHandler es la funcionalidad de Lambda que tiene
lugar cuando se ejecuta la funcion de Lambda. En este proyecto, hay una funcién definida:
FunctionHandler, que llama a ToUppexr () en el texto de entrada.

Ahora, el proyecto ya esta listo para la publicacion en Lambda.
Publicacion en Lambda

El procedimiento y la imagen siguientes muestran como cargar la funcién en Lambda mediante AWS
Toolkit for Visual Studio.
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File Edit View Git Project Build Debug Test Analyze Tools Extensions Window Help P Ssearch ~ AWSLambdaSample e X
i@ e FQ Any CPU -| P MockLambda Test Tool ~ [> ¢ ~ | B3 | B3 < e R
AWS Explorer Solution Explorer -3 x
B
Credentials: | Profiledefault - | '8 &2 X - @ | %] | #[=]
Region: US West (N. California)  ~ | ) | Search Solution Explorer (Ctrl+) pH

3 Solution ‘AWSLambdasample’ (1 of 1 project)
4 AWSL
Upload to AWS Lambda — o X endencies

» ) Amazon CloudFront
» 53 Amazon CloudWatch
EZ Amazon DynamoDB

perties
4 Amazon EC2 . i
i-lambda-tools-defaultsjson
» (%) Amazon Elastic Container Service aWS Up load Lambda Function . 2.
» {03 Amazon RDS Enter the details about the function you want to upload Bremd
» [} Amazons3
» £ Amazon SimpleDB
:f Amazon SNS AWS Credentials: ‘ Profile:default ~| Region: | USWest (N.California) ~ ‘ -
% Amazon SQS
» 0 AmazonVPC Package Type: | Zip -]
» [~ AWSs CloudFormation
AWS Elastic Beanstalk Lambda Runtime: ‘ -NET 8 4 ‘
» [B:] AWS Identity and Access Management
N AWS Lambda Architecture: ® x86 () ARM
Function Name: ® Create new function

samplelambdanet8

© Re-deploy to existing

Output

t Handler: ‘ AWSLambdaSample:AWSLambdaSample.Function:FunctionHandler

For .NET runtimes, the Lambda handler format is: <assembly>z <type>=<method>

Description: ‘
Configuration: ‘ Release - ‘ Framework: ‘ nets.0
Save settings to aws-lambda-tools-defaults.json for future deployments. -

Publicar su funcidon en Lambda

1.  Navegue hasta el Explorador de AWS expandiendo Ver y seleccionando Explorador de AWS.

2. En el Explorador de soluciones, abra el menu contextual del proyecto que desee publicar (haga
clic con el boton derecho) y, a continuacion, seleccione Publicar en AWS Lambda de para abrir
la ventana Cargar funcién de Lambda.

3. Desde la ventana Cargar funcion de Lambda, complete los siguientes campos:

a. Tipo de paquete: elija Zip. Se creara un archivo ZIP como resultado del proceso de
compilacién y se cargara en Lambda. Como alternativa, puede elegir Tipo de paquete
Image. El tutorial: Creacion de imagenes de Docker en un proyecto Lambda basico
describe como publicar mediante Tipo de paquete Image.

b. Tiempo de ejecucion de Lambda: elija su tiempo de ejecucion de Lambda en el menu
desplegable.

c. Arquitectura: seleccione el radial para su arquitectura preferida.

d. Nombre de la funcion: seleccione el radial para Crear nueva funcion y, a continuacion,
introduzca un nombre para mostrar para la instancia de Lambda. Tanto el Explorador de
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j.

AWS como las pantallas de Consola de administracion de AWS hacen referencia a este
nombre.

Controlador: utilice este campo para especificar un controlador de funciones. Por ejemplo:
AWSLambdaSample: : AWSLambdaSample.Function: :FunctionHandler.

(Opcional) Descripcion: escriba el texto descriptivo que se mostrara con la instancia, desde
la Consola de administracion de AWS.

Configuracion: elija la configuracion que prefiera en el menu desplegable.
Marco: elija el marco que prefiera en el menu desplegable.

Guardar configuracion: seleccione esta casilla para guardar la configuracion actual aws -
lambda-tools-defaults. json como predeterminada para futuras implementaciones.

Seleccione Siguiente para pasar a la ventana de Detalles de funciones avanzadas.

4. En la ventana Advanced Function Details, complete los siguientes campos:

a.

Nombre del rol: elija un rol asociado a su cuenta. El rol proporciona credenciales temporales
para las llamadas a los servicios de AWS realizadas por el codigo en la funcién. Si no tiene
ningun rol, desplacese hasta encontrar el selector desplegable Nuevo rol basado en la
politica administrada de AWS y, a continuacién, elija AWSLambdaBasicExecutionRole. Este
rol tiene permisos de acceso minimos.

(® Note

Su cuenta debe tener permiso para ejecutar la accion ListPolicies de IAM o, de lo
contrario, la lista Role Name (Nombre del rol) estara vacia y no podra continuar.

(Opcional) Si su funcién de Lambda obtiene acceso a los recursos de una Amazon VPC,
seleccione las subredes y los grupos de seguridad.

(Opcional) Defina las variables de entorno que su funcidon de Lambda necesita. Las claves
se cifran automaticamente con la clave de servicio predeterminada gratuita. Si lo prefiere,
puede especificar una clave de AWS KMS, aunque tiene un coste asociado. KMS es un
servicio administrado que se puede usar para crear y controlar las claves de cifrado que se
utilizan para cifrar los datos. Si dispone de una clave de AWS KMS, puede seleccionarla en
la lista.

5. Seleccione Cargar para abrir la ventana de la Funcion de carga y comenzar el proceso de carga.
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® Note

Se mostrara la pagina Cargando funcién mientras la funcion se carga en AWS. Para
mantener abierto el asistente tras la carga y poder ver el informe, desactive Cerrar
automaticamente el asistente una vez completado correctamente en la parte inferior del
formulario antes de que se complete el proceso de carga.

Una vez cargada la funcion, la funcion de Lambda estara activa. Se abre la pagina de
visualizacion Funcién: y aparece la configuracion de la nueva funcién de Lambda.

6. Desde la pestana Probar funcién, introduzca hello lambda! en el campo de entrada de texto
y, a continuacion, seleccione Invocar para invocar manualmente la funcion de Lambda. El texto,
aparecera en la pestana Respuesta, convertido a mayusculas.

(® Note

Puede volver a abrir Funcion: acceda en cualquier momento haciendo doble clic en
la instancia implementada ubicada en el Explorador de AWS, debajo del nodo AWS
Lambda.
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w File Edit View Git Project Bulld Debug Test Analyze Tools Extensions Window Help | P Search ~ AWSLambdaSample

- |ﬁ@‘ﬁ" ‘ - '||DEbUQ 'HAHYCPU '| P Mock Lambda Test Tool ~ [> v‘m‘ﬁ -
AWS Explorer A B8 Function: samplelambdanet8 +
Credentials: | Profiledefault ~ |8 & X Apply Changes () Refresh
Region: | US West (N. California) ~ ~ | () l Function: samplelambdanet8
Amazon CloudFront State: Active Last Update Status: Successful
£ Amazon CloudWatch Runtime: dotnet8 [x86_64] Last Modified: 3/1/2024 12:12:49 PM Code Size: 32,875 bytes
Q
E4 Amazon DynamoDB .
» ! Amazon EC2 jlesticnction Sample Input Cg Invoke Response |JSON Pretty Print
R f : Configuration
» ! Amazon Elastic Container Service B "
183 Example Requests: ‘ HELLO LAMBDA!
» 0> Amazon RDS Event Sources
» (5 Amazon s3 AWS X-Ray hello lambdal
r Eﬂ Amazon SimpleDB
— Logs
W% Amazon SNS
5 Amazon 5Q5

Amazon VPC
£~ AWS CloudFormation
AWS Elastic Beanstalk
E] AWS Identity and Access Management
4 [\, AWSLambda Log output

>

-

, samplelambdanets START Requestid: 5d597bf6-733e-4cdd-8ca4-71d9255f855d Version: $LATEST

. SSMOnboardinglambda END Requestid: 5d537bf6-733e-4cdd-8ca4-71d9255f855d

REPORT Requestid: 5d597bfo-733e-4cdd-8ca4-71d9255f855d  Duration: 176.47 ms Billed Duration: 177 ms
Memory Size: 512 MB Max Memory Used: 68 MB  Init Duration: 330.57 ms

Error List
Entire Solution v‘ HQ 0 Errors H A 0Warnings | o 0 Messages “ |Bui|d + IntelliSense " ‘Search Error List

* Description Project File

D Ready

7. (Opcional) Para confirmar que ha publicado correctamente la funcion de Lambda, inicie sesion
en la Consola de administracion de AWS y, a continuacion, seleccione Lambda. La consola
muestra todas las funciones de Lambda publicadas, incluida la que acaba de crear.

Eliminacion

Si no va a seguir desarrollando con este ejemplo, elimine la funcion que ha implementado para que
no se le facturen los recursos no utilizados de la cuenta.
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® Note

Lambda monitoriza automaticamente las funciones de Lambda en su nombre, e informa
sobre las métricas a través de Amazon CloudWatch. Para monitorizar la funcién, consulte
el tema Solucién de problemas y supervision de funciones de AWS Lambda con Amazon
CloudWatch en la Guia de desarrolladores de AWS Lambda.

Para eliminar la funcion

1. Desde el Explorador de AWS, expanda el nodo AWS Lambda.

2. Haga clic con el boton derecho en la instancia implementada y, a continuacién, seleccione
Eliminar.

Proyecto basico de AWS Lambda : creacion de una imagen de Docker

Puede usar el Toolkit for Visual Studio para implementar AWS Lambda la funcion como una imagen
de Docker. Con Docker, tiene mas control sobre su tiempo de ejecucion. Por ejemplo, puede elegir
tiempos de ejecucion personalizados, como .NET 8.0. La imagen de Docker se despliega de la
misma forma que cualquier otra imagen de contenedor. Este tutorial es muy similar al Tutorial:
proyecto basico de Lambda, con dos diferencias:

 El proyecto incluye un Dockerfile.

» Se elige una configuracion de publicacion alternativa.

Para obtener mas informacion sobre las imagenes de contenedor de Lambda, consulte Paquetes de
implementacion de Lambda en la Guia para desarrolladores de AWS Lambda .

Para obtener informacion adicional sobre como trabajar con Lambda AWS Toolkit for Visual Studio,
consulte el AWS Toolkit for Visual Studio tema Uso de las AWS Lambda plantillas de esta Guia del

usuario.
Creacion de un proyecto de Lambda con .NET Core en Visual Studio

Puede usar plantillas y esquemas de Lambda Visual Studio para acelerar la inicializacion del
proyecto. Los esquemas de Lambda contienen funciones escritas previamente que simplifican la
creacion de una base de proyecto flexible.
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Para crear un proyecto de Lambda con .NET Core en Visual Studio

1. Desde Visual Studio, expanda el menu Archivo, expanda Nuevo y, a continuacion, elija Proyecto.

2. Desde el cuadro de dialogo Nuevo proyecto, configure los cuadros desplegables Idioma,
Plataforma y Tipo de proyecto en "Todo..." e introduzca aws lambda en el campo Buscar. Elija
la plantilla Lambda Project (.NET Core - C#) de AWS .

3. En el campo Nombre del proyecto, introduzca AWSLambdaDocker, especifique la ubicacion del
archivo y, a continuacion, seleccione Crear.

4. En la pagina Seleccionar un esquema, elija el blueprint.NET 8 (Container Image) y, a
continuacion, elija Finalizar para crear el proyecto de Visual Studio. Ahora puede revisar la
estructura y el cédigo del proyecto.

Revision de los archivos del proyecto

En las siguientes secciones se examinan los tres archivos de proyecto creados por el esquema .NET
8 (Imagen de contenedor):

1. Dockerfile

2. aws-lambda-tools-defaults. json

3. Function.cs

1. Dockerfile

Un Dockerfile realiza tres acciones principales:

* FROM: establece la imagen de base que se utilizara en esta imagen. Esta imagen base proporciona
el tiempo de ejecucidon de.NET, el tiempo de ejecucion de Lambda y un script del intérprete de
comandos que facilita un punto de entrada para el proceso de Lambda .NET.

« WORKDIR: Establece el directorio de trabajo interno de la imagen como. /var/task

» COPY: copiara los archivos generados a partir del proceso de creacidén desde su ubicacion local al
directorio de trabajo de la imagen.

Las siguientes son acciones Dockerfile opcionales que puede especificar:
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« ENTRYPOINT: la imagen de base ya incluye un ENTRYPOINT, que es el proceso de inicio que
se ejecuta cuando se inicia la imagen. Si desea especificar el suyo propio, anulara ese punto de
entrada de base.

* CMD: Indica AWS qué codigo personalizado desea ejecutar. Espera un nombre completo para
su método personalizado. Esta linea debe incluirse directamente en el Dockerfile o puede
especificarse durante el proceso de publicacion.

# Example of alternative way to specify the Lambda target method rather than during
the publish process.
CMD [ "AWSLambdaDocker: :AWSLambdaDocker.Function::FunctionHandler"]

A continuacion se muestra un ejemplo de un Dockerfile creado mediante el esquema .NET 8 (Imagen
de contenedor).

FROM public.ecr.aws/lambda/dotnet:8
WORKDIR /var/task

# This COPY command copies the .NET Lambda project's build artifacts from the host
machine into the image.

# The source of the COPY should match where the .NET Lambda project publishes its build
artifacts. If the Lambda function is being built

# with the AWS .NET Lambda Tooling, the "--docker-host-build-output-dir’ switch
controls where the .NET Lambda project

# will be built. The .NET Lambda project templates default to having '--docker-host-
build-output-dir"’

# set in the aws-lambda-tools-defaults.json file to "bin/Release/lambda-publish".

#

# Alternatively Docker multi-stage build could be used to build the .NET Lambda project
inside the image.

# For more information on this approach checkout the project's README.md file.

COPY "bin/Release/lambda-publish"

2. aws-lambda-tools-defaults.json

El archivo aws-1lambda-tools-defaults. json se utiliza para especificar los valores
predeterminados del asistente de implementacién del Kit de herramientas para Visual Studio y de la
CLI de.NET Core. En la siguiente lista se describen los campos que puede configurar en el archivo
aws-lambda-tools-defaults. json.
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« profile: establece tu AWS perfil.
* region: establece la AWS region en la que se almacenan los recursos.
« configuration: establece la configuracion utilizada para publicar la funcion.

* package-type: establece el tipo de paquete de implementacién en una imagen de contenedor o
archivo .zip.

« function-memory-size: establece la asignacién de memoria para la funcién en MB.

« function-timeout: el tiempo de espera es la cantidad maxima de tiempo en segundos que una
funcién de Lambda puede ejecutarse. Puede ajustarlo en incrementos de 1 segundo hasta un valor
maximo de 15 minutos.

* docker-host-build-output-dir: establece el directorio de salida del proceso de compilacion
que se correlaciona con las instrucciones del Dockerfile.

« image-command: es un nombre completo para su método, el codigo que desea que ejecute la
funcién de Lambda. La sintaxis es la siguiente: {Assembly}: :{Namespace}.{ClassName}::
{MethodName}. Para obtener mas informacion, consulte Firmas de controlador. Si se establece
image-command aqui, este valor se rellena de forma automatica en el asistente de publicacion de
Visual Studio mas adelante.

A continuacion, se muestra un ejemplo de un aws-lambda-tools-defaults archivo .json creado
mediante el blueprint.NET 8 (Container Image).

"Information": [

"This file provides default values for the deployment wizard inside Visual Studio
and the AWS Lambda commands added to the .NET Core CLI.",

"To learn more about the Lambda commands with the .NET Core CLI execute the
following command at the command line in the project root directory.",

"dotnet lambda help",

"All the command line options for the Lambda command can be specified in this
file."

A,

"profile": "default",
"region": "us-west-2",
"configuration": "Release",

"package-type": "image",

"function-memory-size": 512,

"function-timeout": 30,

"image-command": "AWSLambdaDocker: :AWSLambdaDocker.Function::FunctionHandler",
"docker-host-build-output-dir": "./bin/Release/lambda-publish"
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}

3. Function.cs

El archivo Function.cs define las funciones de C# que se expondran como funciones de Lambda.
FunctionHandler es la funcionalidad de Lambda que tiene lugar cuando se ejecuta la funcién de
Lambda. En este proyecto, FunctionHandler llama a ToUpper () en el texto introducido.

Publicacion en Lambda

Las imagenes de Docker generadas por el proceso de compilacion se cargan en Amazon Elastic
Container Registry (Amazon ECR). Amazon ECR es un registro de contenedores de Docker
completamente gestionado que facilita a los desarrolladores el almacenamiento, la administracion y
la implementacion de imagenes de contenedores de Docker. Amazon ECR aloja la imagen, a la que
Lambda hace referencia para proporcionar la funcionalidad Lambda programada cuando se invoca.

Para publicar su funcién en Lambda

1. Desde el Explorador de soluciones, abra el menu contextual del proyecto (haga clic con el botén
derecho) y, a continuacion, seleccione Publicar en AWS Lambda para abrir la ventana Cargar
funcion de Lambda.

2. Desde la ventana Cargar funcion de Lambda, haga lo siguiente:
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aWS Upload Lambda Function
v?

Enter the details about the function you want to upload.

AWS Credentials: Profile:Default Region: US West (Oregon)

Package Type: Image

Architecture: %86

Function Name: ® Create new function

LambdafunctionDocker

Re-deploy to existing

Description:
Image Command: AWSLambdaDocker:AWSLambdaDocker.Function:FunctionHandler

Image Repo: awslambdadocker Image Tag:  latest

a. EnTipo de paquete, se ha seleccionado Image automaticamente como su tipo de paquete
porque el asistente de publicacion detecté un Dockerfile en su proyecto.

b. En Nombre de la funcion, introduzca un nombre para mostrar para la instancia de Lambda.
Este nombre es el nombre de referencia que aparece tanto en el Explorador de AWS en
Visual Studio como en la Consola de administraciéon de AWS.

c. En Descripcion, escriba el texto que se mostrara con la instancia en la Consola de
administracion de AWS.

d. En Comando de imagen, introduzca una ruta completa al método que desee que ejecute la
funcion de Lambda:
AWSLambdaDocker: : AWSLambdaDocker.Function: :FunctionHandler
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g.

® Note

Cualquier nombre de método que se introduzca aqui anulara cualquier instruccion
del CMD en el Dockerfile. Introducir el comando Image es opcional solo Sl su
Dockerfile incluye un CMD para indicar cémo iniciar la funcion de Lambda.

En Repositorio de imagen, introduzca el nombre de un Amazon Elastic Container Registry
nuevo o existente. La imagen de Docker que crea el proceso de compilacion se carga en
este registro. La definicion de Lambda que se publique hara referencia a esa imagen de
Amazon ECR.

En Etiqueta de la imagen, introduzca una etiqueta de Docker para asociarla a su imagen en
el repositorio.

Elija Siguiente.

3. Enla pagina Detalles avanzados de la funcién, en Nombre del rol, elija un rol asociado a

su cuenta. El rol se utiliza para proporcionar credenciales temporales para las llamadas

a los servicios de Amazon Web Services realizadas por el codigo en la funcion. Si no

tiene un rol, elija Nuevo rol basado en la politica AWS gestionada y, a continuacion, elija.
AWSLambdaBasicExecutionRole

(® Note

Su cuenta debe tener permiso para ejecutar la ListPolicies accion de IAM o la lista de
nombres de rol estara vacia.

4. Elija Cargar para iniciar el proceso de carga y publicacion.

(® Note

Se mostrara la pagina Cargando funcién durante la carga de la funcidn. A continuacion,

el proceso de publicacion crea la imagen en funcion de los parametros de configuracion,
genera el repositorio de Amazon ECR si es necesario, carga la imagen en el repositorio

y crea la Lambda que hace referencia al repositorio con esa imagen.

Una vez cargada la funcién, se abre la pagina de Funcidon y muestra la configuraciéon de
la nueva funcion de Lambda.
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5. Parainvocar manualmente la funcion de Lambda, en la pestana Probar funcion, escriba hello
image based lambda en el campo de entrada de texto libre de la solicitud y, a continuacion,
seleccione Invocar. El texto, convertido a mayusculas, aparecera en Respuesta.

Function: La...unctionDocker + X

Apply Changes

| ") Refresh

Function: LambdafunctionDocker

State: Active

Image URL: [x86.64]
Test Function
Configuration
Event Sources
AWS X-Ray

Logs

Qutput

Show output from:

Last Update Status: Successful

Last Modified: 3/19/2024 3:25:47 PM

Sample Input

Example Requests:

hello image based lambda

Log output

START Rex Baff2c0- 0f49d7 Version: SLATEST
END Requ )-b473-4fdc - 37031601494
] 03f60f49d7

ME Init Duration:

Package Manager

Dockerfile m X « £

Code Size: Not Applicable

ed lambda”,
JASED LAMBDA"

Billed Duration: 870
61 ms

6. Para ver el repositorio, en el Explorador de AWS , en Amazon Elastic Container Service,
seleccione Repositorios.

Puede volver a abrir Funcién: acceda en cualquier momento haciendo doble clic en la instancia
implementada ubicada en el Explorador de AWS , debajo del nodo AWS Lambda.

(® Note

Si la ventana del AWS explorador no esta abierta, puede acoplarla mediante Ver ->AWS
Explorador
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7. Consulte las opciones de configuracion adicionales especificas de la imagen en la pestana
Configuracion. Esta pestana ofrece una forma de anular los datos de ENTRYPOINT, CMD y
WORKDIR que pueden haberse especificado en el Dockerfile. Descripcion es la descripcidon que
introdujo (de hacerlo) durante la carga o publicacion.

Eliminacion

Si no va a seguir desarrollando con este ejemplo, recuerde eliminar la funcion y la imagen de ECR
qgue se implementaron para que no se le facturen los recursos no utilizados de la cuenta.

 Las funciones se pueden eliminar haciendo clic con el botdn derecho en la instancia implementada
ubicada en el Explorador de AWS , debajo del nodo AWS Lambda.

 Los repositorios se pueden eliminar en el Explorador de AWS , desde Amazon Elastic Container
Service -> Repositorios.
Siguientes pasos

Para obtener informacion sobre como crear y probar imagenes de Lambda, consulte Uso de
imagenes de contenedor con Lambda.

Para obtener informacion sobre la implementacion de imagenes de contenedores, sus permisos y la
anulacién de los valores de configuracion, consulte Funciones de configuracion.

Tutorial: creacion y prueba de una aplicacion sin servidor con AWS Lambda

Puede crear una aplicacion de Lambda sin servidor utilizando una plantilla de AWS Toolkit for Visual
Studio. Las plantillas de proyecto de Lambda incluyen una para Aplicacion sin servidor de AWS, que
es la implementacion del AWS Toolkit for Visual Studio AWS Serverless Application Model (AWS
SAM). Con este tipo de proyecto puede desarrollar un conjunto de funciones de AWS Lambda e

implementarlas con los recursos de AWS necesarios como una aplicacion completa, utilizando AWS
CloudFormation para organizar la implementacion.

Para conocer los requisitos previos y obtener informacion acerca de la configuracion de AWS Toolkit
for Visual Studio, consulte Uso de las plantillas de AWS Lambda en el Kit de herramientas de AWS
para Visual Studio.

Temas

» Creacion de un nuevo proyecto de aplicacion sin servidor de AWS
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» Revisién de los archivos de la aplicacion sin servidor

» Implementacion de la aplicacion sin servidor

» Prueba de la aplicacion sin servidor

Creacién de un nuevo proyecto de aplicacion sin servidor de AWS

Los proyectos de aplicaciones sin servidor de AWS crean funciones de Lambda con una plantilla
sin servidor CloudFormation. Las plantillas CloudFormation le permiten definir recursos adicionales,
como bases de datos, anadir roles de IAM e implementar varias funciones a la vez. Esto difiere

de los proyectos AWS Lambda, que se centran en desarrollar e implementar una sola funcion de
Lambda.

En el siguiente procedimiento se describe como crear un nuevo proyecto de aplicacion sin servidor
de AWS.
1. Desde Visual Studio, expanda el menu Archivo, expanda Nuevo y, a continuacion, elija Proyecto.

2. En el cuadro de didlogo Nuevo proyecto, asegurese de que los cuadros desplegables Idioma,
Plataforma y Tipo de proyecto estan definidos en "Todo..." e introduzca aws lambda en el
campo Buscar.

3. Seleccione la plantilla Aplicacion sin servidor de AWS con pruebas (.NET Core - C#).

® Note

Es posible que la plantilla Aplicacion sin servidor de AWS con pruebas (.NET Core - C#)
no aparezca en la parte superior de los resultados.

4. Haga clic en Siguiente para abrir el cuadro de dialogo Configurar su nuevo proyecto.

5. En el cuadro de dialogo Configurar su nuevo proyecto, introduzca SexverlessPowertools
para el Nombre y, a continuacién, complete los campos restantes segun sus preferencias. Pulse
el botdn Crear para pasar al cuadro de dialogo de Seleccion de esquemas.

6. En la pagina Seleccionar esquema, elija el esquema Powertools para AWS Lambda y, a
continuacion, elija Finalizar para crear el proyecto de Visual Studio.
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Revision de los archivos de la aplicacién sin servidor

En las siguientes secciones se ofrece una vision detallada de los tres archivos de aplicaciones sin
servidor creados para el proyecto:

1. serverless.template
2. Functions.cs

3. aws-lambda-tools-defaults.json

1. serverless.template

Un archivo serverless.template es una plantilla AWS CloudFormation para declarar las
funciones sin servidor y otros recursos de AWS. El archivo incluido en este proyecto contiene una
declaraciéon para una sola funcion de Lambda que se expondra a través de Amazon API Gateway
como una operacion HTTP *Get*. Puede editar esta plantilla para personalizar la funcion existente
o afadir mas funciones y otros recursos que necesite su aplicacion.

A continuacion se muestra un ejemplo de un archivo serverless.template:

"AWSTemplateFormatVersion": "2010-09-09",
"Transform": "AWS::Serverless-2016-10-31",

"Description": "An AWS Serverless Application.",
"Resources": {
"Get": {
"Type": "AWS::Serverless::Function",

"Properties": {
"Architectures": [

"x86_64"

1,
"Handler": "ServerlessPowertools::ServerlessPowertools.Functions::Get",
"Runtime": "dotnet8",
"CodeUri": "",

"MemorySize": 512,

"Timeout": 30,

"Role": null,

"Policies": [
"AWSLambdaBasicExecutionRole"
1,

"Environment": {
"Variables": {
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"POWERTOOLS_SERVICE_NAME": "ServerlessGreeting",

"POWERTOOLS_LOG_LEVEL": "Info",
"POWERTOOLS_LOGGER_CASE": "PascalCase",
"POWERTOOLS_TRACER_CAPTURE_RESPONSE": true,
"POWERTOOLS_TRACER_CAPTURE_ERROR": true,

"POWERTOOLS_METRICS_NAMESPACE": "ServerlessGreeting"

}
.
"Events": {
"RootGet": {
"Type": "Api",
"Properties": {
"Path": "/",
"Method": "GET"
}
}
}
}
}
.
"Outputs": {
"ApiURL": {
"Description": "API endpoint URL for Prod environment",
"Value": {

"Fn::Sub": "https://${ServerlessRestApi}.execute-api.
${AWS: :Region}.amazonaws.com/Prod/"

}

Tenga en cuenta que muchos de los campos de declaracién .. .AWS: :

Serverless::Function... son similares a los campos de la implementacion de un proyecto de

Lambda. El registro, las métricas y el rastreo de Powertools se configuran mediante las siguientes

variables de entorno:

POWERTOOLS_SERVICE_NAME=ServerlessGreeting
POWERTOOLS_LOG_LEVEL=Info
POWERTOOLS_LOGGER_CASE=PascalCase
POWERTOOLS_TRACER_CAPTURE_RESPONSE-=true
POWERTOOLS_TRACER_CAPTURE_ERROR-=true
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« POWERTOOLS_METRICS_NAMESPACE=ServerlessGreeting

Para obtener definiciones y detalles adicionales sobre las variables de entorno, consulte el sitio web
Powertools para obtener referencias de AWS Lambda.

2. Functions.cs

Functions.cs es un archivo de clase que contiene un método de C# asignado a una sola funcion
declarada en el archivo de plantilla. La funcién de Lambda responde a los métodos HTTP Get de la
API Gateway. A continuacién se muestra un ejemplo del archivo Functions.cs:

public class Functions
{

[Logging(LogEvent = true, CorrelationIdPath = CorrelationIdPaths.ApiGatewayRest)]

[Metrics(CaptureColdStart = true)]

[Tracing(CaptureMode = TracingCaptureMode.ResponseAndError)]

public APIGatewayProxyResponse Get(APIGatewayProxyRequest request, ILambdaContext
context)

{

Logger.LogInformation("Get Request");

var greeting GetGreeting();

var response = new APIGatewayProxyResponse

{

StatusCode = (int)HttpStatusCode.OK,
Body = greeting,
Headers = new Dictionary (string, string) { { "Content-Type", "text/
plain" } }
};

return response;

[Tracing(SegmentName = "GetGreeting Method")]
private static string GetGreeting()

{

Metrics.AddMetric("GetGreeting_Invocations", 1, MetricUnit.Count);

return "Hello Powertools for AWS Lambda (.NET)";
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}

3. aws-lambda-tools-defaults.json

aws-lambda-tools-defaults. json proporciona los valores predeterminados para el asistente
de implementacién de AWS en Visual Studio y los comandos AWS Lambda agregados a la

CLI de.NET Core. A continuacion se muestra un ejemplo del archivo aws-lambda-tools-
defaults. json que se incluye en este proyecto:

{
"profile": "Default",
"region": "us-east-1",
"configuration": "Release",
"s3-prefix": "ServerlessPowertools/",
"template": "serverless.template",
"template-parameters": ""

}

Implementacién de la aplicacién sin servidor

Para implementar la aplicacién sin servidor complete los siguientes pasos.

1. En el Explorador de soluciones, abra el menu contextual del proyecto (haga clic con el botén
derecho) y seleccione Publicar en AWS Lambda para abrir el cuadro de dialogo Publicar
aplicacion sin servidor de AWS.

2. En el cuadro de dialogo Publicar una aplicacion sin servidor de AWS, introduzca un nombre para
el contenedor de la pila CloudFormation en el campo Nombre de la pila.

3. En el campo Bucket de S3, elija un bucket de Amazon S3 en el que se cargara el paquete de
aplicaciones o elija el botén Nuevo... e introduzca el nombre de un nuevo bucket de Amazon S3.
A continuacion, seleccione Publicar para publicar e implementar la aplicacion.

(® Note

La pila CloudFormation y el bucket de Amazon S3 deben estar en la misma
region de AWS. El resto de los ajustes del proyecto se definen en el archivo
serverless.template.
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aWS Publish AWS Serverless Application

Enter the details about the AWS Serverless application.

N—

Profile
AWS Credentials: ~ Profile:Default Region: ~ US East (N. Virginia)

CloudFormation Settings

Stack Name: serverlessPowertoolsStack

S3 Bucket: serverlesspowertools

+/ Save settings to aws-lambda-tools-defaults json for future deployments.

4. La ventana de vista de Pila se abre durante el proceso de publicacion. Cuando se completa la
implementacion, el campo Estado muestra: CREATE_COMPLETE.
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Stack: server...wertoolsStack +

'; Connect to Instance Del

Stack Name:

Status:

Status (Reason):

Stack ID:
SNS Topic:

Description:

AWS Serverless URL: https://

Events
Resources
Monitoring
Template
Parameters

Outputs

X b
lete Stack Cancel Update

serverlessPowertoolsStack

arn:aws:cloudformation:us-east-

An AWS Serverless Application.

Filter:
Time
3/29/2024 12:45:26 PM AWS::CloudFormation::Stack
3/29/2024 12:45:25 PM AWS:ApiGateway:Stage
3/29/2024 12:45:25 PM AWS:ApiGateway::Stage
3/29/2024 12:45:24 PM AWS::ApiGateway::Stage
3/29/2024 12:45:23 PM AWS::Lambda::Function

Type

3/29/2024 12:45:23 PM AWS::ApiGateway::Deployment

Refresh

Created:

ime.md

3/29/2024 12:44:49 PM

Create Timeout: None

:stack/serverlessPowertoolsStack/

.amazonaws.com/Prod

Logical ID
serverlessPowertoolsStack

ServerlessRestApiProdStage
ServerlessRestApiProdStage

ServerlessRestApiProdStage

Physical 1D
arn:aws:cloudformation:us-east-1:50¢

Prod

Prod

serverlessPowertoolsStack-Get-Lgaks

erverlessRestApiDeployment9d78fb6c57 gpdtli

3/29/2024 12:45:23 PM AWS::ApiGateway::Deployment ServerlessRestApiDeployment9d78fb6c57 qpdtli

3/29/2024 12:45:22 PM AWS::Lambda::Permission
3/29/2024 12:45:22 PM AWS:Lambda::Permission
3/29/2024 12:45:21
3/29/2024 12:45:21
3/29/2024 12:45:21
3/29/2024 12:45:20 PM AWS::ApiGateway::RestApi
3/29/2024 12:45:19 PM AWS:

3/29/2024 12:45:18 PM AW!

3/29/2024 12:45:17 PM AW!

3/29/2024 12:45:16 PM AW

3/29/2024 12:45:15 PM AW

3/29/2024 12:44:59 PM AW.

PM AWS:Lambda::Permission
PM AWS::ApiGateway::RestApi

3/29/2024 12:44:58 PM AWS::
3/29/2024 12:44:55 PM AW.

3/29/2024 12:44:49 PM AWS::CloudFormation::Stack

PM AWS::ApiGateway::Deployment

GetRootGetPermissionProd

GetRootGetPermissionProd

GetRootGetPermissionProd
ServerlessRestApi
ServerlessRestApi

ServerlessRestApi

GetRole
serverlessPowertoolsStack

serverlessPowertoolsStack

Prueba de la aplicacién sin servidor

ServerlessRestApiDeployment9d78fb6c57

serverlessPowertoolsStack-GetRootGe

serverlessPowertoolsStack-GetRootGe

bhntmpmjoj

bhntmpmjoj

serverlessPowertoolsStack-Get-Lgaks

serverlessPowertoolsStack-Get-Lgaks

serverlessPowertoolsStack-GetRole-D

serverlessPowertoolsStack-GetRole-D

arn:aws:cloudformation:us-east-1:50¢

arn:aws:cloudformation:us-east-1:50¢

serverlessPowertools 3 X

~ &

Status Reasor
@ CREATE_COMPLETE

@ CREATE_COMPLETE

@ CREATE_IN_PROGRESS Resour
@ CREATE_IN_PROGRESS

@ CREATE_COMPLETE

@ CREATE_COMPLETE

@ CREATE_IN_PROGRESS Resour
@ CREATE_COMPLETE

@ CREATE_IN_PROGRESS Resourn
@ CREATE_IN_PROGRESS

@ CREATE IN_PROGRESS

@ CREATE_COMPLETE

@ CREATE_IN_PROGRESS Resour
@ CREATE_IN_PROGRESS

@ CREATE_IN_PROGRESS Eventu:
@ CREATE_IN_PROGRESS Resour
@ CREATE IN_PROGRESS

@ CREATE_COMPLETE

@ CREATE_IN_PROGRESS Resour
@ CREATE_IN_PROGRESS

@ CREATE_IN_PROGRESS User In
@ REVIEW_ IN_PROGRESS User In

Cuando se complete la creacién de la pila, podra ver la aplicacion mediante la URL sin servidor de

AWS. Si ha completado este tutorial sin agregar funciones o parametros adicionales, al acceder a su
URL sin servidor de AWS, se muestra la siguiente frase en su navegador web: Hello Powertools
for AWS Lambda (.NET).

Tutorial: creacion de una aplicacion de Lambda con Amazon Rekognition

En este tutorial se muestra como crear una aplicacion de Lambda que utilice Amazon Rekognition

para etiquetar objetos de S3 con las etiquetas detectadas.

Tutorial: creacion de una aplicacién de Lambda con Amazon Rekognition
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Para conocer los requisitos previos y obtener informacion acerca de la configuracion de AWS Toolkit

for Visual Studio, consulte Uso de las plantillas de AWS Lambda en el Kit de herramientas de AWS

para Visual Studio.

Creacidén de un proyecto Image Rekognition de Lambda con .NET Core

En el siguiente procedimiento se describe como crear una aplicacion de Lambda de Amazon
Rekognition a partir de AWS Toolkit for Visual Studio.

(® Note

En el momento de su creacion, su aplicacion tendra una solucion con dos proyectos: el
proyecto de origen que contiene el cddigo de la funcion de Lambda que se implementara en
Lambda y un proyecto de prueba que utiliza xUnit para probar la funcidén localmente.

A veces, Visual Studio no puede encontrar todas las referencias de NuGet para sus
proyectos. Esto se debe a que los esquemas requieren dependencias que se deben
recuperar de NuGet. Cuando se crean nuevos proyectos, Visual Studio solo incorpora las
referencias locales y no las referencias remotas de NuGet. Para corregir los errores de
NuGet: haga clic con el botdn derecho en sus referencias y seleccione Restaurar paquetes.

1. Desde Visual Studio, expanda el menu Archivo, expanda Nuevo y, a continuacion, elija Proyecto.

2. En el cuadro de didlogo Nuevo proyecto, asegurese de que los cuadros desplegables Idioma,
Plataforma y Tipo de proyecto estan definidos en "Todo..." e introduzca aws lambda en el
campo Buscar.

3. Seleccione la plantilla AWS Lambda con pruebas (.NET Core - C#).
4. Haga clic en Siguiente para abrir el cuadro de dialogo Configurar su nuevo proyecto.

5. En el cuadro de dialogo Configurar su nuevo proyecto, introduzca “ImageRekognition” para el
Nombre y, a continuacion, complete los campos restantes segun sus preferencias. Pulse el
boton Crear para pasar al cuadro de dialogo de Seleccion de esquemas.

6. Desde el dialogo Seleccionar esquema, elija el esquema Detectar etiquetas de imagenes y, a
continuacion, elija Finalizar para crear el proyecto de Visual Studio.
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® Note

Este esquema proporciona cédigo para escuchar los eventos de Amazon S3 y utiliza
Amazon Rekognition para detectar etiquetados y afadirlos al objeto de S3 como
etiquetas.

Revision de los archivos del proyecto
En las siguientes secciones, se examinan estos archivos de proyecto:

1. Function.cs

2. aws-lambda-tools-defaults.json

1. Function.cs

Dentro del archivo Function. cs, el primer segmento de codigo es el atributo de ensamblaje,
ubicado en la parte superior del archivo. De forma predeterminada, Lambda acepta Unicamente
parametros de entrada y tipos devueltos de tipo System.I0.Stream. Debe registrar un serializador
para utilizar las clases con tipos para los parametros de entrada y los tipos devueltos. El atributo de
conjunto registra el serializador JSON de Lambda, que utiliza Newtonsoft.Json para convertir
secuencias en clases con tipos. Puede definir el serializador en el nivel del conjunto o del método.

A continuacion se muestra un ejemplo de conjunto de atributos:

// Assembly attribute to enable the Lambda function's JSON input to be converted into
a .NET class.

[assembly:
LambdaSerializer(typeof(Amazon.Lambda.Serialization.SystemTextJson.DefaultLambdalsonSerializer

La clase tiene dos constructores. El primero es un constructor predeterminado que se utiliza cuando
Lambda invoca la funcion. Este constructor crea los clientes de los servicios Amazon S3 y Amazon
Rekognition. El constructor también recupera las credenciales de AWS para estos clientes del rol
de IAM que se asigné a la funcion al implementarla. La regiéon de AWS para los clientes se define
en la region en la que se esta ejecutando la funcion de Lambda. En este esquema, solo desea
anadir etiquetas al objeto de Amazon S3 si el servicio Amazon Rekognition tiene un nivel minimo
de confianza en la etiqueta. Este constructor comprueba la variable de entorno MinConfidence
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para determinar el nivel de confianza aceptable. Puede configurar esta variable de entorno cuando
implemente la funcion de Lambda.

A continuacion, se muestra un ejemplo del constructor de primera clase de Function.cs:

public Function()

{
this.S3Client = new AmazonS3Client();
this.RekognitionClient = new AmazonRekognitionClient();

var environmentMinConfidence =
System.Environment.GetEnvironmentVariable(MIN_CONFIDENCE_ENVIRONMENT_VARIABLE_NAME);
if(!string.IsNullOrWhiteSpace(environmentMinConfidence))

{

float value;
if(float.TryParse(environmentMinConfidence, out value))

{
this.MinConfidence = value;
Console.WritelLine($"Setting minimum confidence to {this.MinConfidence}");
}
else
{

Console.WriteLine($"Failed to parse value {environmentMinConfidence} for
minimum confidence. Reverting back to default of {this.MinConfidencel}");

}
}
else
{
Console.WritelLine($"Using default minimum confidence of {this.MinConfidence}");
}

En el ejemplo siguiente se muestra cdmo se puede utilizar el segundo constructor para realizar
pruebas. El proyecto de prueba configura sus propios clientes de S3 y Rekognition y los transfiere a:

public Function(IAmazonS3 s3Client, IAmazonRekognition rekognitionClient, float
minConfidence)

{
this.S3Client = s3Client;
this.RekognitionClient = rekognitionClient;
this.MinConfidence = minConfidence;

}
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En siguiente es un ejemplo del método FunctionHandler que esta en el archivo Function.cs.

public async Task FunctionHandler(S3Event input, ILambdaContext context)
{
foreach(var record in input.Records)
{
if(!SupportedImageTypes.Contains(Path.GetExtension(record.S3.0bject.Key)))
{
Console.WriteLine($"Object {record.S3.Bucket.Name}:{record.S3.0bject.Key}
is not a supported image type");
continue;

Console.WriteLine($"Looking for labels in image {record.S3.Bucket.Name}:
{record.S3.0bject.Key}");
var detectResponses = await this.RekognitionClient.DetectlLabelsAsync(new
DetectLabelsRequest
{
MinConfidence = MinConfidence,
Image = new Image

{
S30bject = new Amazon.Rekognition.Model.S30bject
{
Bucket = record.S3.Bucket.Name,
Name = record.S3.0bject.Key
}
}

1)

var tags = new List();
foreach(var label in detectResponses.Labels)
{
if(tags.Count < 10)
{
Console.WriteLine($"\tFound Label {label.Name} with confidence
{label.Confidencel}");
tags.Add(new Tag { Key = label.Name, Value =
label.Confidence.ToString() });
}
else
{
Console.WritelLine($"\tSkipped label {label.Name} with confidence
{label.Confidence} because maximum number of tags reached");

}
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}
await this.S3Client.PutObjectTaggingAsync(new PutObjectTaggingRequest
{
BucketName = record.S3.Bucket.Name,
Key = record.S3.0bject.Key,
Tagging = new Tagging
{
TagSet = tags
}
1);
}
return;

FunctionHandler es el método al que Lambda llama después de construir la instancia. Observe
que el parametro de entrada es de tipo S3Event y no Stream. Puede hacerlo gracias al serializador
JSON de Lambda registrado. EI S3Event contiene toda la informacién acerca del evento activado
en S3. La funcion recorre ciclicamente todos los objetos de S3 que forman parte del evento e indica
a Rekognition que detecte etiquetas. Una vez que las etiquetas se han detectado, se anaden como
etiquetas al objeto de S3.

® Note
El cédigo contiene llamadas a Console.WritelLine( ). Cuando la funcién se ejecuta en

Lambda, todas las llamadas a Console.WritelLine( ) redirigen a Registros de Amazon
CloudWatch.

2. aws-lambda-tools-defaults.json

El archivo aws-1lambda-tools-defaults. json contiene los valores predeterminados que el
esquema ha establecido para rellenar automaticamente algunos de los campos del asistente de
implementacion. También resulta util para configurar las opciones de linea de comandos para la
integracion con la CLI de .NET Core.

Para acceder a la integracion de la CLI de .NET Core, navegue hasta el directorio del proyecto de la
funcién y escriba dotnet lambda help.
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® Note

El controlador de funciones indica a qué método debe llamar Lambda en respuesta a la
funcién invocada. El formato de este campo es: <assembly-name>: :<full-type-
name>: : <method-name>. El espacio de nombres se debe incluir con el nombre del tipo.

Implementacién de la funcién

En el siguiente procedimiento se describe como implementar la funcion de Lambda.

1. En el Explorador de soluciones, haga clic con el botdn derecho en el proyecto de Lambda y
seleccione Publicar en AWS Lambda para abrir la ventana Cargar a AWS Lambda.

(® Note

Los valores preestablecidos se recuperan del archivo aws-lambda-tools-
defaults. json.

2. Enlaventana Cargar a AWS Lambda, introduzca un nombre en el campo Nombre de la funcién
y, a continuacion, pulse el boton Siguiente para acceder a la ventana Detalles avanzados de la
funcion.

(® Note

En este ejemplo se utiliza el Nombre de la funcion ImageRekognition.
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aWS Upload Lambda Function
Enter the details about the function you want to upload.
\-'n

Package Type:
Lambda Runtime:

Architecture: x86

Function Name: ® (Create new function

ImageRekognition

Re-deploy to existing

Handler: AWSLambdaRek:AWSLambdaRek.Function:FunctionHandler

For .NET runtimes, the Lambda handler format is: <assembly>:<type>:<method>
Description:
Configuration: Release Framework:  net8.0

« Save settings to aws-lambda-tools-defaults,json for future deployments.

Close

3. Desde la ventana Detalles avanzados de la funcién, seleccione un rol de IAM que conceda al
codigo permiso para obtener acceso a los recursos Amazon S3 y Amazon Rekognition.

(® Note

Si sigue este ejemplo, seleccione el rol AWSLambda_FullAccess.

4. Establezca la variable de entorno MinConfidence en 60 y, a continuacion, seleccione Cargar
para iniciar el proceso de implementacion. El proceso de publicacion finaliza cuando aparece la
vista Funcién en el Explorador de AWS.
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aWS Advanced Function Details
Configure additional settings for your function.
~ >) g )

Permissions
Select an IAM role to provide AWS credentials to our Lambda function allowing access to AWS Services like 53.

Role Name: New role based on AWS managed policy: AWSLambda_FullAccess

Execution Debugging and Error Handling
Memory (MB): . DLQ Resource:  <no dead letter queue>
Timeout (Secs): 3 Enable active tracing (AWS X-Ray)

Environment
VPC

If your function accesses resources in a VPC, select oS iEs EE

the list of subnets and security group IDs (these
must belong to the same VPC).

Variable Value

MinConfidence 60
VPC Subnets:

Security Groups:

5. Tras una implementacion correcta, configure Amazon S3 para que envie sus eventos a la nueva
funcidén desplazandose hasta la pestafia Origenes de eventos.

6. En la pestana Origenes de eventos, pulse el botdn Anadir y, a continuacion, seleccione el bucket
de Amazon S3 que desee conectar con su funcion de Lambda.

(@ Note

El bucket debe estar en la misma regiéon de AWS que su funcién de Lambda.

Prueba de la funcion

Ahora que la funcién se ha implementado y que se ha configurado un bucket de S3 como origen de
eventos para ella, abra el navegador de buckets de S3 desde el Explorador de AWS para el bucket
seleccionado. A continuacion, cargue algunas imagenes.

Cuando se haya completado la carga, puede confirmar que su funcién se ha ejecutado comprobando
los registros en la vista de la funcién. O bien, haga clic con el botén derecho del ratén en las
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imagenes del navegador del bucket y elija Properties (Propiedades). En la pestana Tags (Etiquetas),
puede ver las etiquetas que se han aplicado al objeto.

Properties: sample-picjpg - O ks
o Buckex rarm-images
Folder:
& Mame: sample-picjpg

9 Link: https:/fnorm-images.s3.amazonaws. comysample-picipg
[ Use Reduced Redundancy Storage

[] Use Server Side Encryptian

Redirect Location

Metadata  Permissions [JRrtTEE

@ Add ¢ Remowa

Tag Marme Value v a
Dirt Road 9750181
Foad 9750181
Grawel 9720181
Plant 7231148
Raad 7231148
Grass 7231148
Conifer 7197598
Traa 7187598
Fir 71.975098
Spruce 5526500 ko

Ok Cancel

Tutorial: Uso de Amazon Logging Frameworks AWS Lambda para crear
registros de aplicaciones

Puedes usar Amazon CloudWatch Logs para monitorear, almacenar y acceder a los registros de tu
aplicacién. Para incluir los datos de registro en CloudWatch Logs, utilice un AWS SDK o instale el
agente de CloudWatch Logs para supervisar determinadas carpetas de registro. CloudWatch Logs
estd integrado con varios marcos de registro populares de.NET, lo que simplifica los flujos de trabajo.

Para empezar a trabajar con CloudWatch Logs y los marcos de registro de.NET, afada el NuGet
paquete y la fuente de salida de CloudWatch Logs adecuados a su aplicacion y, a continuacion,
utilice la biblioteca de registros como lo haria normalmente. Esto permite a la aplicacion registrar
los mensajes con su framework de.NET, enviarlos a CloudWatch Logs y mostrar los mensajes de
registro de la aplicacion en la consola de CloudWatch Logs. También puede configurar métricas y
alarmas desde la consola de CloudWatch registros, en funcion de los mensajes de registro de la
aplicacion.
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Los marcos de registro de.NET compatibles incluyen:

* NLog: Para verlo, consulta el paquete nuget.org NLog .

» Log4net: para verlo, consulte el paquete Log4net de nuget.org.

» Marco de registro de ASP.NET Core: para verlo, consulte el paquete de marco de registro
ASP.NET Core de nuget.org.

A continuacion se muestra un ejemplo de un NLog. config archivo que permite tanto a
CloudWatch los registros como a la consola como salida de los mensajes de registro anadiendo el
AWS . Logger.NLog NuGet paquete y el AWS destino a ellos. NLog.config

<?xml version="1.0" encoding="utf-8" ?>
<nlog xmlns="http://www.nlog-project.org/schemas/NLog.xsd"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
throwExceptions="true">
<targets>
<target name="aws" type="AWSTarget" logGroup="NLog.ConfigExample" region="us-
east-1"/>
<target name="logfile" xsi:type="Console" layout="${callsite} ${messagel}" />
</targets>
<rules>
<logger name="*" minlevel="Info" writeTo="logfile,aws" />
</rules>
</nlog>

Todos los complementos de registro se basan en las AWS credenciales AWS SDK para .NET y
las autentican mediante un proceso similar al del SDK. En el siguiente ejemplo, se detallan los
permisos que requieren las credenciales del complemento de registro para acceder a CloudWatch
los registros:

(® Note

Los complementos de registro AWS de.NET son un proyecto de cddigo abierto. Para
obtener informacion, ejemplos e instrucciones adicionales, consulte los temas de ejemplos e
instrucciones del GitHub repositorio AWS Logger.NET.
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JSON

"Version":"2012-10-17",
"Statement": [
{
"Effect": "Allow",
"Action": [
"logs:CreatelLogGroup",
"logs:CreateLogStream",
"logs:PutLogEvents",
"logs:DescribelLogGroups"
1,
"Resourxce": [
"arn:aws:logs:*:*:*"

Tutorial: Uso de Amazon Logging Frameworks AWS Lambda para crear registros de aplicaciones 171



AWS Kit de herramientas con Amazon Q Guia del usuario de

Implementacion en AWS

El Kit de herramientas para Visual Studio admite la implementacion de aplicaciones en contenedores
de AWS Elastic Beanstalk o pilas de CloudFormation.

(® Note

Si esta utilizando Visual Studio Express Edition:

» Puede utilizar la CLI de Docker para implementar aplicaciones en contenedores de
Amazon ECS.

* Puede utilizar la consola de administracion de AWS para implementar aplicaciones en

contenedores de Elastic Beanstalk.

Para las implementaciones de Elastic Beanstalk, en primer lugar debe crear un paquete
de implementacion web. Para obtener mas informacion, consulte Como: Crear un paquete

de implementacion web en Visual Studio. Para la implementacion de Amazon ECS, debe

disponer de una imagen de Docker. Para obtener mas informacion, consulte Visual Studio
Tools para Docker.

Temas
* Uso de Publicar en AWS en Visual Studio
* Implementacion de un proyecto de AWS Lambda con la CLI de .NET Core

* Implementacion AWS Elastic Beanstalk en Visual Studio mediante AWS Toolkit for Visual Studio

con Amazon Q

* Implementacion en Amazon EC2 Container Service

Uso de Publicar en AWS en Visual Studio

Publicar en AWS es una experiencia de implementacion interactiva que le ayuda a publicar sus
aplicaciones .NET en los destinos de implementacion de AWS y admite aplicaciones orientadas
a .NET Core 3.1 y versiones posteriores. El uso de Publicar en AWS permite mantener el

flujo de trabajo dentro de Visual Studio, ya que pone a su disposicion estas caracteristicas de
implementacion directamente desde su IDE:
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» La posibilidad de implementar la aplicacién con un solo clic.
» Recomendaciones de implementacién basadas en su aplicacion.

» La creacion automatica de un Dockerfile, segun sea relevante y requerido por el entorno del
destino de la implementacion.

 La configuracion optimizada para crear y empaquetar sus aplicaciones, segun lo requiera su
objetivo de implementacion.

® Note

Para obtener informacion adicional sobre la publicacion de aplicaciones .NET Framework,
consulte la guia Creacion e implementacion de aplicaciones .NET en Elastic Beanstalk
También puede acceder a Publicar en AWS desde la CLI de .NET. Para obtener mas
informacion, consulte Implementacion de aplicaciones .NET en AWS.

Temas

» Requisitos previos

» Tipos de aplicaciones compatibles

» Publicar aplicaciones para en destinos de AWS

Requisitos previos

Para publicar correctamente las aplicaciones .NET en un servicio de AWS, instale lo siguiente en su
dispositivo local:

* .NET Core 3.1+ (que incluye .NET5 y .NET6). Para obtener informacion adicional sobre estos
productos e informacion de descarga, visite la pagina de descarga de Microsoft.

* Node.js 14.x 0 una version posterior: Node.js es necesario para ejecutar AWS Cloud Development
Kit (AWS CDK). Para descargar Node.js u obtener mas informacion sobre este programa, visite la
pagina de descarga de Node.js.
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® Note

Publicar en AWS utiliza AWS CDK para poner en funcionamiento su aplicacion y toda su
infraestructura de implementacion como un solo proyecto. Para obtener mas informacion
sobre AWS CDK, consulte la Guia del usuario de Cloud Development Kit.

» (Opcional) Docker se utiliza cuando se implementa en un servicio basado en contenedores, como
Amazon ECS. Para obtener mas informacion sobre Docker y descargarlo, consulte la pagina de
descarga de Docker.

Tipos de aplicaciones compatibles

Antes de publicar en un destino nuevo o existente, comience por crear o abrir uno de los siguientes
tipos de proyectos en Visual Studio:

» Aplicaciones ASP.NET Core

» Aplicacién de la consola de .NET

* Aplicacién Blazor WebAssembly

Publicar aplicaciones para en destinos de AWS

Cuando publique en un nuevo destino, Publicar en AWS le orientara a lo largo del proceso mediante
recomendaciones y el uso de configuraciones comunes. Si necesita publicar en un destino que
configurd previamente, sus preferencias se almacenan y se pueden ajustar, o bien estan disponibles
de forma inmediata para implementarlas en un solo clic.

® Note

Integracion de los kits de herramientas con el servidor de la CLI de .NET:
Publicacion inicia un proceso de servidor.NET en el servidor local para realizar el proceso de
publicacion.
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Publicar en un nuevo destino

A continuacion, se describe cdmo configurar las preferencias de implementacién de Publicar en AWS
cuando se publica en un nuevo destino.

1. Desde el Explorador de AWS, expanda el menu desplegable Credenciales y, a continuacion,
elija el perfil de AWS que corresponda a la regidn y los servicios de AWS necesarios para la
implementacion.

2. Amplie el menu desplegable Region y, a continuacién, seleccione la region de AWS que
contiene los servicios de AWS necesarios para su implementacion.

3. En el panel Explorador de soluciones de Visual Studio, abra el menu contextual (clic con el boton
derecho) del nombre del proyecto y elija Publicar en AWS. Se abrira Publicar en AWS.

4. En Publicar enAWS, elija Publicar en un nuevo destino para configurar una nueva
implementacion.

(® Note

Para modificar sus credenciales de implementacién predeterminadas, seleccione o haga
clic en el enlace Editar situado junto a la seccién Credenciales, en Publicar enAWS.
Para evitar el proceso de configuracidn de destino, seleccione Publicar en un destino
existente y, a continuacion, elija la configuracion que prefiera de la lista de sus destinos
de implementacion anteriores.

5. En el panel Publicar destinos, elija un AWS servicio para administrar la implementacién de la
aplicacion.

6. Cuando le parezca correcta la configuracion, haga clic en Publicar para iniciar el proceso de
implementacion.

® Note

Tras iniciar una implementacion, Publicar en AWS muestra las siguientes
actualizaciones de estado:

* Durante el proceso de implementacion, Publicar en AWS muestra informacién sobre el
progreso de la implementacion.

» Tras el proceso de implementacion, Publicar en AWS indica si dicha implementacion
se ha realizado correctamente o no.
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» Tras una implementacion correcta, el panel Recursos ofrece informacién adicional
sobre el recurso que se ha creado. Esta informacién variara segun el tipo de
aplicacién y la configuracién de la implementacion.

Publicar en un destino existente

A continuacion, se describe como volver a publicar la aplicacion .NET en un destino de AWS
existente.

1. Desde el Explorador de AWS, expanda el menu desplegable Credenciales y, a continuacion,
elija el perfil de AWS que corresponda a la regidn y los servicios de AWS necesarios para la
implementacion.

2. Amplie el menu desplegable Region y, a continuacion, seleccione la region de AWS que
contiene los servicios de AWS necesarios para su implementacion.

3. En el panel del Explorador de soluciones de Visual Studio, haga clic con el botdn derecho en el
nombre del proyecto y elija Publicar en AWS para abrir Publicar en AWS.

4. En Publicar enAWS, elija Publicar en un destino existente para seleccionar el entorno de
implementacion de una lista de destinos existentes.

(@ Note

Si ha publicado recientemente alguna aplicacion en la nube de AWS, esas aplicaciones
se muestran en Publicar en AWS.

5. Seleccione el destino de publicacidén en el que desee implementar la aplicacion y, a
continuacion, haga clic en Publicar para iniciar el proceso de implementacion.

Implementacion de un proyecto de AWS Lambda con la CLI
de .NET Core

AWS Toolkit for Visual Studio Incluye plantillas de proyectos AWS Lambda de.NET Core para Visual
Studio. Puede implementar funciones de Lambda creadas en Visual Studio usando la interfaz de la
linea de comandos (CLI) de .NET Core.

Temas
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* Requisitos previos

 Temas relacionados

» Lista de los comandos de Lambda disponibles a través de la CLI de .NET Core

» Publicacién de un proyecto de Lambda de .NET Core desde la CLI de .NET Core

Requisitos previos

Antes de trabajar con la CLI de .NET Core para implementar funciones de Lambda, debe cumplir los
siguientes requisitos previos:

» Asegurese de tener instalado Visual Studio 2015 Update 3.

* Instale .NET Core para Windows.

» Configure la CLI de .NET Core para que funcione con Lambda. Para obtener mas informacién,
consulte la CLI de .NET Core en la Guia para desarrolladores del AWS Lambda .

* Instale el Kit de herramientas para Visual Studio. Para obtener mas informacién, consulte
Instalacion del AWS Toolkit for Visual Studio.

Temas relacionados

Los siguientes temas relacionados pueden resultar utiles a la hora de usar la CLI de .NET Core para
implementar funciones de Lambda:

» Para obtener mas informacion sobre las funciones de Lambda, consulte ; Qué es AWS Lambda?
en la Guia para AWS Lambda desarrolladores.

» Para obtener informacion acerca de la creacion de funciones de Lambda en Visual Studio, consulte
AWS Lambda.

» Para obtener mas informacién acerca de Microsoft NET Core, consulte .NET Core en la

documentacion en linea de Microsoft.

Lista de los comandos de Lambda disponibles a través de la CLI de .NET
Core

Para enumerar los comandos de Lambda disponibles a través de la CLI de.NET Core, haga lo
siguiente.
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1. Abra el simbolo del sistema y vaya a la carpeta que contiene un proyecto de Lambda creado
con .NET Core de Visual Studio.

2. Escriba dotnet lambda --help.

C:\Lambda\AwWSLambdal\AWSLambdal>dotnet lambda --help AWS Lambda Tools for .NET Core
functions
Project Home: https://github.com/aws/aws-lambda-dotnet

Commands to deploy and manage Lambda functions:

deploy-function Deploy the project to Lambda

invoke-function Invoke the function in Lambda with an optional
input

list-functions List all of your Lambda functions

delete-function Delete a Lambda function

get-function-config Get the current runtime configuration for a Lambda
function

update-function-config Update the runtime configuration for a Lambda
function

Commands to deploy and manage AWS serverless applications using AWS CloudFormation:

deploy-serverless Deploy an AWS serverless application
list-serverless List all of your AWS serverless applications
delete-serverless Delete an AWS serverless application

Other Commands:

package Package a Lambda project into a .zip file ready for
deployment

To get help on individual commands, run the following:

dotnet lambda help <command>

Publicacién de un proyecto de Lambda de .NET Core desde la CLI de .NET
Core

En las instrucciones siguientes se supone que ha creado una AWS Lambda funcion.NET Core en
Visual Studio.
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1. Abra el simbolo del sistema y vaya a la carpeta que contiene su proyecto de Lambda creado
con .NET Core de Visual Studio.

2. Escriba dotnet lambda deploy-function.

3. Cuando se le pida, escriba el nombre de la funcion que desee implementar. Puede ser un nombre
nuevo o el nombre de una funcion ya existente.

4. Cuando se le solicite, introduzca la AWS region (la regidn en la que se desplegara la funcién
Lambda).

5. Cuando se le pida, seleccione o cree el rol de IAM que Lambda asumira al ejecutar la funcion.

Cuando la ejecucidn finaliza correctamente, se muestra el mensaje New Lambda function created
(Se ha creado una nueva funcién Lambda).

C:\Lambda\AWSLambdal\AWSLambdal>dotnet lambda deploy-function
Executing publish command

. invoking 'dotnet publish', working folder 'C:\Lambda\AWSLambdal\AWSLambdal\bin
\Release\netcoreappl.®@\publish'

. publish: Publishing AWSLambdal for .NETCoreApp,Version=v1.0

. publish: Project AWSLambdal (.NETCoreApp,Version=v1.0) will be compiled because
expected outputs are missing

. publish: Compiling AWSLambdal for .NETCoreApp,Version=v1.0

. publish: Compilation succeeded.

. publish: @ Warning(s)

. publish: @ Errox(s)

. publish: Time elapsed 00:00:01.2479713
. publish:

... publish: publish: Published to C:\Lambda\AWSLambdal\AWSLambdal\bin\Release
\netcoreappl.@\publish

. publish: Published 1/1 projects successfully
Zipping publish folder C:\Lambda\AWSLambdal\AWSLambdal\bin\Release
\netcoreappl.@\publish to C:\Lambda\AWSLambdal\AWSLamb
dal\bin\Release\netcoreappl.@\AWSLambdal.zip
Enter Function Name: (AWS Lambda function name)

DotNetCorelLambdaTest
Enter AWS Region: (The region to connect to AWS services)
us-west-2

Creating new Lambda function

Select IAM Role that Lambda will assume when executing function:
1) lambda_exec_LambdaCoreFunction
2) *** Create new IAM Role ***
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New Lambda function created

Si implementa una funcidn que ya existe, la funcidn de implementacion solo pedira la region de
AWS .

C:\Lambda\AWSLambdal\AWSLambdal>dotnet lambda deploy-function
Executing publish command
Deleted previous publish folder

. invoking 'dotnet publish', working folder 'C:\Lambda\AWSLambdal\AWSLambdal\bin
\Release\netcoreappl.®\publish'

. publish: Publishing AWSLambdal for .NETCoreApp,Version=v1.0

. publish: Project AWSLambdal (.NETCoreApp,Version=v1l.0) was previously compiled.

Skipping compilation.

. publish: publish: Published to C:\Lambda\AWSLambdal\AWSLambdal\bin\Release
\netcoreappl.@\publish

. publish: Published 1/1 projects successfully
Zipping publish folder C:\Lambda\AWSLambdal\AWSLambdal\bin\Release
\netcoreappl.®\publish to C:\Lambda\AWSLambdal\AWSLamb
dal\bin\Release\netcoreappl.@\AWSLambdal.zip
Enter Function Name: (AWS Lambda function name)
DotNetCoreLambdaTest
Enter AWS Region: (The region to connect to AWS services)
us-west-2
Updating code for existing function

Una vez que la funcién de Lambda se haya implementado, estara lista para el uso. Para obtener mas
informacion, consulte ejemplos sobre como usar AWS Lambda.

Lambda supervisa automaticamente las funciones de Lambda por usted e informa de las métricas
a través de Amazon. CloudWatch Para supervisar y solucionar problemas de su funciéon Lambda,
consulte Solucion de problemas y supervision de funciones AWS Lambda con Amazon. CloudWatch

Implementacion AWS Elastic Beanstalk en Visual Studio mediante
AWS Toolkit for Visual Studio con Amazon Q

AWS Elastic Beanstalk es un servicio que simplifica el proceso de aprovisionamiento AWS de
recursos para su aplicacion. Elastic Beanstalk proporciona toda la infraestructura necesaria para
AWS implementar la aplicacion. Esta infraestructura incluye:

« EC2 Instancias de Amazon que alojan los ejecutables y el contenido de tu aplicacion.
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* Un grupo de Auto Scaling para mantener la cantidad adecuada de EC2 instancias de Amazon para
respaldar su aplicacion.

» Un balanceador de cargas ELB que enruta el trafico entrante a la EC2 instancia de Amazon con
mas ancho de banda.

En este tema de la guia del usuario se describe cdmo trabajar con el asistente de Elastic Beanstalk
en AWS el kit de herramientas con Amazon Q. Para obtener informacion detallada especifica sobre
Elastic Beanstalk, consulte la Guia para desarrolladores. AWS Elastic Beanstalk El asistente de

Elastic Beanstalk para AWS el kit de herramientas con Amazon Q se describe en las siguientes
secciones de temas.

Temas

* Implementacion de aplicaciones ASP.NET tradicionales en Elastic Beanstalk

* Implementacion de aplicaciones ASP.NET Core en Elastic Beanstalk (heredada)

» Como especificar las credenciales de seguridad de AWS para una aplicacion

« Como volver a publicar su aplicacion en un entorno de Elastic Beanstalk (heredada)

* Implementaciones personalizadas de aplicaciones de Elastic Beanstalk

* Implementaciones personalizadas de aplicaciones de ASP.NET Core en Elastic Beanstalk

» Compatibilidad con varias aplicaciones para .NET y Elastic Beanstalk

Implementacion de aplicaciones ASP.NET tradicionales en Elastic
Beanstalk

En esta seccidon se describe como utilizar el asistente Publicar en Elastic Beanstalk, que se
proporciona como parte del Kit de herramientas para Visual Studio, para implementar una aplicacion
a través de Elastic Beanstalk. Para practicar, puede utilizar una instancia de un proyecto de inicio de
aplicacién web creado en Visual Studio o usar su propio proyecto.

(® Note

El asistente también es compatible con la implementacién de aplicaciones ASP.NET Core.
Para obtener informacion acerca de ASP.NET Core, consulte la guia de herramientas de

implementacion de .NET para AWS y la Tabla de contenido actualizada de Implementacion
en AWS.
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® Note

Para poder utilizar el asistente Publish to Elastic Beanstalk (Publicar en Elastic Beanstalk),
debe descargar e instalar WWeb Deploy. El asistente se basa en Web Deploy para
implementar aplicaciones web y paginas web en servidores web de Internet Information
Services (lIS).

Para crear un proyecto de inicio de aplicacion web de muestra

1. En Visual Studio, desde el menu File (Archivo), elija New (Nuevo) y, a continuacion, elija Project
(Proyecto).

2. En el panel de navegacién del cuadro de dialogo Nuevo proyecto, expanda Instalado, expanda
Plantillas, expanda Visual C# y, a continuacién, elija Web.

3. En la lista de plantillas de proyectos web, elija cualquier plantilla que contenga las palabras Web
y Application en su descripcion. Para este ejemplo, elija ASP.NET Web Forms Application
(Aplicacion de formularios Web Forms ASP.NET).

New Project l X
I Recent MET Framework 4.5 ~ Sort by: Default -| i Search Installed Templat P -
4 Installed c# - o )

5_] ASP.NET Empty Web Application  Visual C# Type: Visual C=
-
4 Temnplates A project for creating an application using
; . c#
b Visual Basic B | ASP.NET Web Forms Application  Visual C# e
: . e
4 Visual C#
. C#
Windows |‘_] ASP.NET MVC 3 Web Application  Visual C#
e
Web
- CH
b Office 5_] ASP.NET MVC 4 Web Application  Visual C#
E AWS
CH
Cloud &E ASP.NET Dynamic Data Entities We... Visual C#
Reporting S
- c#
¢ Online !E ASP.MET AJAX Server Control Visual C# -
Mame: |AEEWEbAppDemo |
Location: ChVisual Studio Projectsh, - Browse... |
Solution: Create new solution =
Solution name: AEBWebAppDemo Create directory for solution
[] Add to source control
0K ][ Cancel

L 4

4. En el cuadro Name (Nombre), escriba AEBWebAppDemo.
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5. En el cuadro Location (Ubicacion), escriba la ruta hasta una carpeta de soluciones en su equipo
de desarrollo o elija (Examinar) y, a continuaciéon, busque y elija una carpeta de soluciones y elija
Select Folder (Seleccionar carpeta).

6. Confirme que se ha seleccionado el cuadro Crear directorio para la solucion. En la lista
desplegable Solution (Solucién), confirme que se ha seleccionado Create new solution (Crear
solucion nueva) y, a continuacion, elija OK (Aceptar). Visual Studio creara una soluciéon y un
proyecto basados en la plantilla del proyecto ASP.NET Web Forms Application. Visual Studio
mostrara, a continuacion, Solution Explorer donde apareceran la solucion y el proyecto nuevos.

Solution Explorer *0OXxX
@ o--nam &
Search Solution Explorer (Ctrl+;) P -

fad Solution 'AEBWebAppDemo' (1 project)
b & Properties
[ =B References
b g Account
B App_Data
B App_Start
i Content
m Images
B Scripts
g About.aspx
w1 Bundle.config
b g8 Contactaspx
b gh) Default.aspx
favicon.ico
b 41 Global.asax
v packages.config
[ Site.Master
b ¥ Web.config

VO VW

Selution Explorer | Team Explorer | Class View

Para implementar una aplicacién utilizando el asistente Publish to Elastic Beanstalk

1. En el Explorador de soluciones, abra el menu contextual (haga clic con el AEBWebAppDemobotdn
derecho) de la carpeta del proyecto que creo en la seccidn anterior, o abra el menu contextual de
la carpeta del proyecto de su propia aplicacién y elija Publicar en AWS Elastic Beanstalk.
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Solution Explorer

& o--uaB &

Search Selution Explorer (Ctrl+;} 0 -
e%  Build

fa] Solution 'AEEWebAppDen

Rebuild
b Properties Clean
B =B References Er Publish...

b il Account C B8 Publishto AWS...
B Ann Mata

Aparece el asistente Publicar en Elastic Beanstalk.
Publish to Amazon Web Services l == &

Publish to AWS Elastic Beanstalk

Publish can create a new application/environment or redeploy to an existing environment,

Profile
Application

Environment Account profile to use for deployment: v Region: M US East (Virginia) ~

AWS Options Deployment Target

WPC

Updates @ Create a new application environment
Options Redeploy to an existing environment
Review

Use legacy wizard...

L% 4

2. En Perfil, en la lista desplegable Perfil de cuenta que se va a usar en la implementacién, elija el
perfil de AWS cuenta que desee usar para la implementacion.

Si lo desea, si tiene una AWS cuenta que quiere usar, pero aun no ha creado un perfil de AWS
cuenta para ella, puede pulsar el botdn con el simbolo mas (+) para afadir un perfil de AWS
cuenta.

3. En la lista desplegable Region, elija la region en la que desea que Elastic Beanstalk implemente la
aplicacion.
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4. En Deployment Target (Destino de implementacién), puede elegir entre Create a new application
environment (Crear un nuevo entorno de aplicacién) para realizar una implementacion inicial
de una aplicacion o Redeploy to an existing environment (Volver a implementar en un entorno
existente) para volver a implementar una aplicacion implementada anteriormente. (Las
implementaciones anteriores pueden haberse realizado con el asistente o con la herramienta
de implementacién individual en desuso). Si elige Redeploy to an existing environment (Volver a
implementar en un entorno existente), podria producirse un retraso mientras el asistente recupera
informacion de implementaciones anteriores que se estan ejecutando en este momento.

® Note

Si elige Redeploy to an existing environment (Volver a implementar en un entorno
existente), elija un entorno en la lista y, a continuacion, elija Next (Siguiente); el asistente
le llevara directamente a la pagina Application Options (Opciones de la aplicacién). Si
opta por esta ruta, avance hasta llegar a las instrucciones que aparecen mas adelante en
esta seccidn que describen coémo utilizar la pagina Application Options (Opciones de la
aplicacion).

5. Elija Siguiente.
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fa !

Publish to Amazon Web Services =NECN X |

Application Environment

Enter the details for your new application environment, To create a new new environment for an existing application, select the
appropriate application.

Application Application

Environment MName: AEBWebAppDemo -
AWS Options

VPC Environment

Updates Marne: v
Options
Review

URL
http: .elasticheanstalk.com

¥ The requested URL is avoilable

[ Close | [ Back | l Next ‘ [ Finish

% 4

6. En la pagina Application Environment (Entorno de la aplicacion), en el area Application
(Aplicacion), la lista desplegable Name (Nombre) propone un nombre predeterminado para
la aplicacién. Para cambiar el nombre predeterminado, seleccione otro nombre en la lista
desplegable.

7. En el area Entorno, en la lista desplegable Nombre, escriba un nombre para su entorno de Elastic
Beanstalk. En este contexto, el término entorno hace referencia a los aprovisionamientos de
Elastic Beanstalk de la infraestructura para su aplicacion. Es posible que ya se haya propuesto
un nombre predeterminado en esta lista desplegable. Si aun no se ha propuesto un nombre
predeterminado, puede escribir uno o elegir uno en la lista desplegable, si hay hombres
adicionales disponibles. EI nombre del entorno no puede tener una longitud superior a 23
caracteres.

8. En el area URL, el cuadro propone un subdominio predeterminado de .elasticbeanstalk.com
que sera la URL para su aplicacion web. Para cambiar el subdominio predeterminado, escriba un
nombre nuevo de subdominio.

9. Elija Check availability (Comprobar disponibilidad) para comprobar que la direccion URL para su
aplicacion web no se esté utilizando ya.

10Si puede utilizarse la direccion URL para su aplicacion web, elija Next (Siguiente).

Implementacion de una aplicacion ASP.NET (tradicional) 186



AWS Kit de herramientas con Amazon Q Guia del usuario de

-

Publizh to Amazon Web Services =RRCN X

AWS
Set Amazon EC2 and cther AWS-related opticns for the deployed application.

Amazon EC2 Launch Configuration

Application
Environment Container type *: 64dbit Windows Server 2012 R2 running IIS 8.5 A
AWS Options Instance type *: Micro * | Keypair® MyKeyPair v
VPC Use custom AML
Updates - . : . . )
Use a VPC [ Single instance environment Enable Reolling Deployments
Options
Review Deployed Application Permissions

Role: aws-elasticbeanstalk-ec2-role x

The permissions for the Identity and Access Management role can be updated after the environment is created

Relational Database Access

n 1B srnFity arapne Fo b mnrdfed eIt Arcess e Fhe FC2 imctar ) hasFinag v
o RDS security groups to be Modified o PEFMIT QCCESS [ToMm 1€ CLL INSIANCE(S) MOSIING our

Cloze ‘ [ Back ‘ [ Mext |

. En la pagina AWS Opciones, en Amazon EC2 Launch Configuration, en la lista desplegable Tipo

de contenedor, elija un tipo de imagen de maquina de Amazon (AMI) que se utilizara para su
aplicacion.

. En la lista desplegable Tipo de instancia, especifique el tipo de EC2 instancia de Amazon que

desee utilizar. Para este ejemplo, recomendamos que utilice Micro. Esto reducira al minimo el
costo asociado con la ejecucion de la instancia. Para obtener mas informacion sobre EC2 los
costes de Amazon, consulta la pagina EC2 de precios.

. En la lista desplegable de pares de claves, elige un par de claves de EC2 instancia de Amazon

para iniciar sesion en las instancias que se usaran para tu aplicacion.

. En el cuadro Utilizar AMI personalizada, puede especificar una AMI personalizada que sustituira

a la AMI especificada en la lista desplegable Tipo de contenedor. Para obtener mas informacién
sobre cdmo crear una AMI personalizada, consulte Using Custom AMIs en la Guia para

desarrolladores de AWS Elastic Beanstalk y Create an AMI from an Amazon Instance. EC2

. Si desea lanzar sus instancias en una VPC, seleccione el cuadro Use a VPC (Usar una VPC).

. Si lo desea, si desea lanzar una unica EC2 instancia de Amazon y, a continuacién, implementar su

aplicacioén en ella, seleccione la casilla Entorno de instancia unica.
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Si selecciona este cuadro, Elastic Beanstalk seguira creando un grupo de escalado automatico,
pero no lo configurara. Si desea configurar el grupo de escalado automatico mas adelante, puede
utilizar la Consola de administracion de AWS.

7. Si desea controlar las condiciones bajo las cuales se implementa su aplicacion a las instancias,
seleccione el cuadro Enable Rolling Deployments (Habilitar implementaciones continuas).
Unicamente puede seleccionar este cuadro si no ha seleccionado el cuadro Single instance
environment (Entorno de instancia individual).

8. Si su aplicacion utiliza AWS servicios como Amazon S3 y DynamoDB, la mejor forma de
proporcionar credenciales es utilizar un rol de IAM. En el area Permisos de la aplicaciéon
implementada puede o bien elegir un rol de IAM existente o crear uno que el asistente utilizara
para lanzar su entorno. Las aplicaciones que lo utilicen AWS SDK para .NET utilizaran
automaticamente las credenciales proporcionadas por este rol de IAM al realizar una solicitud a un
servicio. AWS

9. Si su aplicacion accede a una base de datos de Amazon RDS, en la lista desplegable del area
Acceso a bases de datos relacionales, seleccione las casillas situadas junto a los grupos de
seguridad de Amazon RDS que el asistente vaya a actualizar para que sus EC2 instancias de
Amazon puedan acceder a esa base de datos.

10Elija Siguiente.
 Si seleccion6 Utilice una VPC, aparecera la pagina Opciones de VPC.

 Si seleccion6 Enable Rolling Deployments (Habilitar implementaciones continuas), pero
no selecciond Use a VPC (Usar una VPC), aparecera la pagina Rolling Deployments
(Implementaciones continuas). Avance hasta llegar a las instrucciones que aparecen
mas adelante en esta seccion que describen como utilizar la pagina Rolling Deployments
(Implementaciones continuas).

» Si no seleccion6 Use a VPC (Usar una VPC) o Enable Rolling Deployments (Habilitar
implementaciones continuas), aparecera la pagina Application Options (Opciones de la
aplicacién). Avance hasta llegar a las instrucciones que aparecen mas adelante en esta seccion
que describen como utilizar la pagina Application Options (Opciones de la aplicacion).

11Si selecciond Use a VPC (Usar una VPC), especifique informacion en la pagina VPC Options
(Opciones de VPC) para lanzar su aplicacion en una VPC.
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Publish to Amazon Web Services

= | [E] | -

-

VPC Options
Set Amazon VPC options for the deployed application,

nternet and AWS e ndpoints.
Elastic Load Balancer settings are not applicable to 'Single Instance’ environment fypes.

L

For maore information visit AWS Elastic Beanstalk Developer Guide

Application WPC™ vpc-de (10.0.0.0/16)

Environment ELE Scheme * Public ¥ Security Group ™ test(sg-cl
AWS Options ELB Subnet * subnet-c7 (10.0.2:0/24 - us-east-1a)

VPC

Instances Subnet ™ subnet-45 (10.0.0.0/24 - us-east-1a)

Updates
Options To run AWS Elastic Beanstalk applications inside a VPC, you will need to configure at least the following:
Review

| Close | | Back ||

Se tiene que haber creado ya la VPC. Si ha creado la VPC en el Kit de herramientas para Visual
Studio, este kit completara esta pagina automaticamente. Si ha creado la VPC en la consola de
administracion de AWS, escriba la informacién sobre su VPC en esta pagina.

Consideraciones clave para la implementacion en una VPC

* La VPC necesita al menos un subred publica y una subred privada.

* En la lista desplegable ELB Subnet (Red de ELB), especifique la subred publica. El Toolkit for
Visual Studio implementa el balanceador de cargas ELB para su aplicacién en la subred publica.

La subred publica esta asociada a una tabla de enrutamiento que tiene una entrada que senala a
una puerta de enlace de Internet. Puede reconocer una puerta de enlace de Internet porque tiene

un ID que comienza por igw- (por ejemplo, igw-83cddaex). Las subredes publicas que crea
mediante el Kit de herramientas para Visual Studio tienen valores de etiqueta que las identifican

como publicas.
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En la lista desplegable Instances Subnet (Subred de instancias), especifique la subred privada.
El Toolkit for Visual Studio despliega las instancias de EC2 Amazon de su aplicacién en la subred
privada.

Las EC2 instancias de Amazon de su aplicacion se comunican desde la subred privada a Internet
a través de una EC2 instancia de Amazon en la subred publica que realiza la traduccién de
direcciones de red (NAT). Para habilitar esta comunicacion, necesitara un grupo de seguridad VPC

que permita que el trafico fluya desde la subred privada a la instancia NAT. Especifique este grupo
de seguridad VPC en la lista desplegable Security Group (Grupo de seguridad).

Para obtener mas informacién acerca de como implementar una aplicacion de Elastic Beanstalk en

una VPC, consulte la Guia para desarrolladores de AWS Elastic Beanstalk.

1. Una vez que haya completado toda la informacién en la pagina VPC Options (Opciones de VPC),

elija Next (Siguiente).

 Si seleccion6 Enable Rolling Deployments (Habilitar implementaciones continuas), aparecera la
pagina Rolling Deployments (Implementaciones continuas).

 Si no seleccion6 Enable Rolling Deployments (Habilitar implementaciones continuas),
aparecera la pagina Application Options (Opciones de la aplicacion). Avance hasta llegar a las
instrucciones que aparecen mas adelante en esta seccidon que describen cémo utilizar la pagina
Application Options (Opciones de la aplicacion).

. Si selecciond Enable Rolling Deployments (Habilitar implementaciones continuas), debe

especificar informacién en la pagina Rolling Deployments (Implementaciones continuas) para

configurar como se implementan las versiones nuevas de las aplicaciones a las instancias en

un entorno equilibrado de carga. Por ejemplo, si tiene cuatro instancias en su entorno y desea
cambiar el tipo de instancia, puede configurar el entorno para cambiar dos instancias a la vez.
Esto ayuda a garantizar que la aplicacion se sigue ejecutando mientras se realizan cambios.
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Publish to Amazon Web Services = | [E] | -
Rolling Deployments
Configure rolling deployments for application and environment configuration changes to avoid downtime during redeployments.
. Application Versions
Application PP
Environment © Percentage
AWS Options Update application versions | 100 % of instances updated at a time.
VPC .
| Fixed
Updates
Options Update application versions 1 instance(s) at a time
Review Environment Configuration
Enables you to specify the number of instances that remain in service during environment configuration updates.
. . - The maximum number of instances that should be modified at any given
Maximum Batch Size: 2 time.
o . ) i i The minimum number of instances that should be in service at any given
Minimum instance in service: | 1 time.
[ Close | [ Back | | Next | [ Finish |

3. En el area Application Versions (Versiones de la aplicacion), elija una opcion para controlar las
implementaciones a un porcentaje o numero de instancias a la vez. Especifique el porcentaje o el
numero deseado.

4. En el area Environment Configuration (Configuracion del entorno), seleccione el cuadro si desea
especificar el numero de instancias que permanecen en servicio durante las implementaciones. Si
selecciona esta casilla, especifique el numero maximo de instancias que deben modificarse a la
vez, el numero minimo de instancias que deben permanecer en servicio a la vez, o ambos.

5. Elija Siguiente.

6. En la pagina Application Options (Opciones de la aplicacidn), debe especificar informacion acerca
de los ajustes de la compilacion, de Internet Information Services (lIS) y de la aplicacion.

Implementacion de una aplicacion ASP.NET (tradicional) 191



AWS Kit de herramientas con Amazon Q Guia del usuario de

fa !

Publish to Amazon Web Services NN X
Application Options
Set additional build and deployment options application,
L Build and IS Deployment Settings
Application
Environment Project build configuration: Release v
AWS Options App pool: MET Frameworl 4.5 v Enable 32-bit applications
VPC App path Default Web Site/
Updates
Options Application Settings
Review Health check URL: |/
Key Value
[ Close | [ Back | | MNext | [ Finish |

% 4

7. En el area Build and |IS Deployment Settings (Configuracion de implementaciéon de 1IS y de
compilacién), en la lista desplegable Project build configuration (Configuracién de proyecto
de compilacién), seleccione la configuracion de compilacion de destino. Si el asistente puede
encontrarla, aparece Release (Versidn), de lo contrario en el cuadro se muestra la configuracion
activa.

8. En la lista desplegable App pool (Grupo de aplicaciones), seleccione la version de .NET
Framework que necesita su aplicacion. Deberia visualizarse la versiéon de .NET Framework
correcta.

9. Si su aplicacion es de 32 bits, seleccione el cuadro Enable 32-bit applications (Habilitar
aplicaciones de 32 bit).

10En el cuadro App path (Ruta de la aplicacion), especifique la ruta que IIS utilizara para
implementar la aplicacion. De forma predeterminada, se especifica Default Web Site/ (Sitio
web predeterminado/), que normalmente se traduce en la ruta c : \inetpub\wwwroot. Si
especifica una ruta distinta a Default Web Site/ (Sitio web predeterminado/), el asistente pondra un
redireccionamiento en la ruta Default Web Site/ (Sitio web predeterminado/) que apunte a la ruta
que ha especificado.
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11En el area Configuracion de la aplicacién, en el cuadro URL de comprobacion de estado, escriba
una URL para que Elastic Beanstalk compruebe si su aplicacion web sigue teniendo capacidad
de respuesta. Esta URL es relativa a la URL del servidor raiz. De forma predeterminada, se
especifica la URL del servidor raiz. Por ejemplo, si la URL completa es example.com/site-is-
up.html, escribiria /site-is-up.html.

12En el area correspondiente a Key (Clave) y Value (Valor), puede especificar cualquier par de
claves y valores que desee anadir al archivo Web.config de su aplicacion.

(® Note

Aunque no se recomienda, puede utilizar el area de clave y valor para especificar AWS
las credenciales con las que debe ejecutarse la aplicacion. Se recomienda especificar un
rol de IAM en la lista desplegable Rol de Identity and Access Management en la pagina
Opciones de AWS . Sin embargo, si debe usar AWS credenciales en lugar de una funcion
de IAM para ejecutar la aplicacion, en la fila Clave, elija AWSAccessClave. En la fila Valor,
escriba la clave de acceso. Repita estos pasos para AWSSecretKey.

13Elija Siguiente.

s !

Publizh to Amazon Web Services =RREN X

Review

Review the information below, then click Finish to start deployment.

L. Profile -
Application i ) _ o : .
) Deploy to AWS Elastic Beanstalk in region "US East (Virginia)® (us-east-1) using account credentials from
Environment profile’ '
AWS Options
Application
WPC

Deploy a new application 'AEEWebAppDema' to envircnment "AEEWebAppDemo-dev’,
Updates Use CNAME 'aebwebappdemo-dev' for environment
Options (The application will be accessible at http://aebwebappdemo-dev.elasticheanstalk.com.)

Review AWS Options

Deploy to a load balanced, auto scaled envircnment using container "64bit Windows Server 2012 R2 running
II5 8.5°, with instance type 'Micro” (t1.micro).
Use the default AMI for the container, -

[ Y PSR, (RS S N N F SN | P

Open environment status window when wizard closes,

[[] Generate AWSDeploy configuration | Choose file |

= == car # o~ e Hare amalieaiie thrarrah AT =l
can be used to deploy this application through AWSDeplo)

the AWS User Guide
Close | [ Back Deploy |
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14En la pagina Revisar, revise las opciones que configurd y seleccione el cuadro Abrir ventana de
estado de entorno cuando se cierra el asistente.

15Si todo parece estar correcto, elija Deploy (Implementar).

® Note

Al implementar la aplicacion, la cuenta activa generara un costo por los recursos de AWS
utilizados por la aplicacion.

La informacion sobre la implementacion aparecera en la barra de estado de Visual Studio y en la
ventana Output (Salida). Esta operacion puede tardar varios minutos. Cuando se haya completado
la implementacién, aparecera un mensaje de confirmacion en la ventana Output (Salida).

16Para eliminar la implementacion, en el AWS Explorador, expanda el nodo de Elastic Beanstalk,
abra el menu contextual (haga clic con el botdn derecho) del subnodo de la implementacion y, a
continuacion, elija Eliminar. Este proceso de eliminacién puede tardar unos minutos.

Implementacion de aplicaciones ASP.NET Core en Elastic Beanstalk
(heredada)

/A Important

Esta documentacion hace referencia a servicios y caracteristicas heredados. Para obtener
guias y contenido actualizados, consulte la guia de herramientas de implementacion de .NET
para AWS y la Tabla de contenido actualizada de Implementacién en AWS.

AWS Elastic Beanstalk es un servicio que simplifica el proceso de aprovisionamiento de recursos
de AWS para su aplicacion. AWS Elastic Beanstalk proporciona toda la infraestructura de AWS
necesaria para implementar su aplicacion.

El Kit de herramientas para Visual Studio es compatible con la implementacion de aplicaciones
ASP.NET Core en AWS mediante Elastic Beanstalk. ASP.NET Core es el redisefio de ASP.NET con
una arquitectura modularizada que minimiza el costo de dependencia y optimiza su aplicacion para
ejecutarla en la nube.
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AWS Elastic Beanstalk facilita la implementacion de aplicaciones en diversos idiomas en AWS.
Elastic Beanstalk admite las aplicaciones ASP.NET tradicionales y ASP.NET Core. En este tema se
describe la implementacion de aplicaciones ASP.NET Core.

Con el asistente de implementacion

La forma mas sencilla de implementar aplicaciones ASP.NET Core en Elastic Beanstalk es con el Kit
de herramientas para Visual Studio.

Si ha usado el conjunto de herramientas antes para la implementacién de aplicaciones ASP. NET
tradicionales, encontrara que la experiencia para ASP.NET Core es muy similar. En los pasos que se
indican a continuacién, le guiaremos a través de la experiencia de implementacion.

Si no ha utilizado nunca este conjunto de herramientas, lo primero que tendra que hacer después
de instalarlo es registrar sus credenciales de AWS con el conjunto de herramientas. Consulte en la
documentacion de Visual Studio Como especificar las credenciales de seguridad de AWS en una

aplicacion para obtener detalles sobre como hacerlo.

Para implementar una aplicacion web ASP.NET Core, haga clic con el boton derecho en el proyecto
en Solution Explorer y seleccione Publicar en AWS....

En la primera pagina del asistente de implementacion Publicar en AWS Elastic Beanstalk, elija para
una nueva aplicacion Elastic Beanstalk. Una aplicacion Elastic Beanstalk es una coleccion légica de
componentes de Elastic Beanstalk, que incluye entornos, versiones, y configuraciones de entorno.

El asistente de implementacidn genera una aplicacion que, a su vez, contiene una coleccion de
versiones de aplicaciones y entornos. Los entornos contienen los recursos de AWS que ejecutan una
version de la aplicacion. Cada vez que implementa una aplicacion, se crea una nueva version de la
aplicacioén y el asistente apunta al entorno hacia dicha version. Puede obtener mas informacion sobre
estos conceptos en la seccion sobre componentes de Elastic Beanstalk.

A continuacion, establezca nombres para la aplicacion y su primer entorno. Cada entorno tiene
un CNAME exclusivo asociado que puede utilizar para obtener acceso a la aplicacion cuando la
implementacion se haya completado.

En la pagina siguiente, Opciones de AWS le permite configurar el tipo de recursos de AWS para su
uso. En este ejemplo, deje los valores predeterminados, excepto para la seccién Key pair (Par de
claves). Key pair le permite recuperar la contrasefia de administrador de Windows para poder iniciar
sesidn en el equipo. Sitodavia no ha creado un par de claves seria aconsejable que seleccionara
Create new key pair (Crear par de claves nuevo).

Implementacion de una aplicacién ASP.NET (.NET Core) (heredada) 195


https://docs.aws.amazon.com/elasticbeanstalk/latest/dg/concepts.components.html

AWS Kit de herramientas con Amazon Q Guia del usuario de

Permisos

La pagina Permisos se utiliza en la asignacion de credenciales de AWS para las instancias EC2

que ejecutan su aplicacion. Esto es importante si la aplicacion utiliza el AWS SDK para .NET para
obtener acceso a otros servicios de AWS. Si no esta utilizando otros servicios de su aplicacion puede
dejar esta pagina como la pagina predeterminada.

Opciones de la aplicacion

Los detalles en la pagina Application Options (Opciones de la aplicacion) son diferentes a los
especificados a la hora de implementar aplicaciones de ASP.NET tradicionales. A continuacion,
debe especificar la configuracion de compilacién y el marco utilizado para empaquetar la aplicacion y
también debe especificar la ruta de recursos de IS para la aplicacion.

Después de completar la pagina Application Options (Opciones de la aplicacion), haga clic en Next
(Siguiente) para revisar los ajustes y, a continuacion, haga clic en Deploy (Implementar) para iniciar
el proceso de implementacion.

Comprobacion del estado del entorno

Una vez que se ha empaquetado y cargado la aplicacion a AWS, puede comprobar el estado del
entorno de Elastic Beanstalk. Para ello, abra la vista de estado del entorno desde el Explorador de
AWS en Visual Studio.

Los eventos se muestran en la barra de estado dado que el entorno es online. Una vez que se ha
completado todo, el estado del entorno pasa a estar en buen estado. Puede hacer clic en la URL
para ver el sitio. A partir de aqui, también puede extraer los registros del entorno o del escritorio
remoto a las instancias de Amazon EC2 que forman parte de su entorno de Elastic Beanstalk.

La primera implementacion de cualquier aplicacion tardara un poco mas que las implementaciones
posteriores, ya que crea nuevos recursos de AWS. Mientras realiza la iteracidon en su aplicaciéon
durante la implementacion, puede volver a realizar la implementacion rapidamente. Para ello,
vuelva atras con el asistente o haga clic con el boton derecho en el proyecto y seleccione la opcidn
Republish (Volver a publicar).

Republish empaqueta su aplicacion utilizando los ajustes de la anterior ejecucion mediante el
asistente de implementacion y carga el paquete de la aplicacion en el entorno de Elastic Beanstalk
existente.
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Como especificar las credenciales de seguridad de AWS para una
aplicacion

La cuenta de AWS que especifique en el asistente Publicar en Elastic Beanstalk AWS es la cuenta
que el asistente utilizara para la implementacion en Elastic Beanstalk.

Aunque no se recomienda, es posible que también sea necesario especificar las credenciales de

la cuenta de AWS que la aplicacion utilizara para obtener acceso a los servicios de AWS una vez
que se haya implementado. La estrategia recomendada es especificar un rol de IAM. En el asistente
Publicar en Elastic Beanstalk, esto se hace por medio de la lista desplegable Rol de Identity and
Access Management de la pagina Opciones de AWS. En el asistente heredado Publicar en Amazon
Web Services, esto se hace por medio de la lista desplegable Rol de IAM de la pagina Opciones de
AWS.

Si tiene que utilizar las credenciales de la cuenta de AWS en lugar de un rol de IAM, puede
especificar las credenciales de la cuenta de AWS para su aplicacién de una de las siguientes formas:

» Haga referencia a un perfil correspondiente a las credenciales de la cuenta de AWS en el elemento
appSettings del archivo Web . config del proyecto. (Para crear un perfil, consulte Configuracion

de credenciales de AWS). En el siguiente ejemplo se especifican unas credenciales cuyo nombre
de perfil es myProfile.

<appSettings>

<!-- AWS CREDENTIALS -->

<add key="AWSProfileName" value="myProfile"/>
</appSettings>

« Si utiliza el asistente Publicar en Elastic Beanstalk, en la pagina Opciones de aplicacion, en la fila
Clave del area Clave y Valor, elija AWSAccessKey. En la fila Valor, escriba la clave de acceso.
Repita estos pasos para AWSSecretKey.

 Si esta utilizando el asistente heredado Publicar en Amazon Web Services, en la pagina Opciones
de aplicacion, en el area Credenciales de aplicacion, elija Utilizar estas credenciales y escriba de
nuevo la clave de acceso y la clave de acceso secreta en los cuadros Clave de acceso y Clave
secreta.
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Como volver a publicar su aplicacion en un entorno de Elastic Beanstalk
(heredada)

/A Important
Esta documentacion hace referencia a servicios y caracteristicas heredados. Para obtener
guias y contenido actualizados, consulte la guia de Herramientas de implementacion de
AWS .NET.

Para iterar en su aplicacion, realice distintos cambios y, a continuacion, vuelva a publicar una nueva
version en su entorno Elastic Beanstalk que ya ha lanzado.

1. En Solution Explorer, abra el menu contextual (haga clic con el botén derecho) de la carpeta
AEBWebAppDemo del proyecto que publicé en la seccion anterior y elija Publicar en AWS Elastic

Beanstalk.

Solution Explorer
@ o--nap &

Search Selution Explorer (Ctrl+;} 0 -
& Build
fa] Solution 'AEEWebAppDen
Rebuild
b Properties Clean
[ =B References Er Publish...

b il Account B8  Publish to AWS..
B Ann Mata

Aparece el asistente Publicar en Elastic Beanstalk.
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Publish to Amazon Web Services — O >
Publish to AWS Elastic Beanstalk
Publish can create a new application/environment or redeploy to an existing environment
i L Profile
Application
rvronment Account profile to use: = Region: | ™8 US East (Virginia)l ~
Al tions
Indates Deployment Target
15.“.1 sslons () Create a new application environment
Options
Review '@ Redeploy to an existing environment:
5 x

2. Seleccione Redeploy to an existing environment (Volver a implementar en un entorno existent) y
elija el entorno en el que publico previamente el proyecto. Haga clic en Next (Siguiente).

Aparece el asistente Review (Revisar).
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Publish to Amazon Web Services — O *

Review

Profile

Publish to AWS Elastic Beanstalk in region "US East (Virginia)® (us-east-1) using account credentials from profile 4

Application

Redeploy to environment ' for application *

Application Options

o Use project configuration "Debug|Any CPU’ when building for deployment.
! Deploy as application version v20170824172255'
Deploy a web application suppeorting .MET Core Framework netcoreapp1.1 with path 'Default Web Site/

m

Cpen envirenment status window when wizard closes,

[ ] Generate AWSDeploy configuration | Choose file
AWS User Guide.

3. Haga clic en Deploy (Implementar). La aplicacion volvera a realizar la implementacién en el mismo
entorno.

No puede volver a publicar si la aplicacion esta en proceso de lanzamiento o finalizacién.

Implementaciones personalizadas de aplicaciones de Elastic Beanstalk

En este tema se describe cdmo el manifiesto de implementacién del contenedor de Microsoft
Windows para Elastic Beanstalk admite implementaciones de aplicaciones personalizadas.

Las implementaciones de aplicaciones personalizadas son una caracteristica eficaz para los
usuarios avanzados que desean aprovechar la capacidad de Elastic Beanstalk para crear y
administrar sus recursos de AWS, pero necesitan tener un control completo sobre el modo de
implementar la aplicacion. En una implementacion de aplicacion personalizada, debe crear scripts
de Windows PowerShell para las tres acciones diferentes que realiza Elastic Beanstalk. La accion
de instalacién se utiliza cuando se inicia una implementacion, el reinicio se utiliza cuando la API
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RestartAppServer se llama desde el Toolkit o la consola web y la desinstalacidn se invoca en
cualquier implementaciéon anterior cada vez que se realiza una nueva implementacion.

Por ejemplo, suponga que hay una aplicacion de ASP.NET que desea implementar y que el equipo
de documentacion ha escrito un sitio web estatico que se debe incluir con la implementacion. Para
hacerlo, escriba su manifiesto de implementacién de la siguiente forma:

{
"manifestVersion": 1,
"deployments": {
"msDeploy": [
{
"name": "app",
"parameters": {
"appBundle": "CoolApp.zip",
"iisPath": "/"
}
}
1,
"custom": [
{
"name": "PowerShellDocs",
"scripts": {
"install": {
"file": "install.ps1"
.
"restart": {
"file": "restart.psl"
},
"uninstall": {
"file": "uninstall.psl"
}
}
}
]
}
}

Los scripts mostrados para cada accién deben estar en el paquete de la aplicacién en relacion con el
archivo de manifiesto de la implementacion. En este ejemplo, el paquete de la aplicacién contendra
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también un archivo documentation.zip que incluye un sitio web estatico creado por su equipo de
documentacion.

El script install. ps1 extrae el archivo zip y configura la ruta de IIS.

Add-Type -assembly "system.io.compression.filesystem"
[io.compression.zipfile]::ExtractToDirectory('./documentation.zip', 'c:\inetpub\wwwroot
\documentation')

powershell.exe -Command {New-WebApplication -Name documentation -PhysicalPath «c:
\inetpub\wwwroot\documentation -Force}

Dado que la aplicacion se ejecuta en 1IS, la accion de reinicio invocara un restablecimiento de 1IS.

iisreset /timeout:1

Para los scripts de desinstalacion, es importante limpiar todos los ajustes y archivos utilizados
durante la fase de instalacion. De esta forma, durante la fase de instalacion de la nueva version,
podra evitar conflictos con las implementaciones anteriores. En este ejemplo, debe eliminar la
aplicacion IIS del sitio web estatico y eliminar los archivos del sitio web.

powershell.exe -Command {Remove-WebApplication -Name documentation}
Remove-Item -Recurse -Force 'c:\inetpub\wwwroot\documentation'

Con estos archivos de script y el archivo documentation.zip incluido en el paquete de la aplicacién,
la implementacién crea una aplicacién de ASP.NET y, a continuacion, implementa el sitio de
documentacion.

En este caso, se ha elegido un ejemplo sencillo que implementa un sitio web estatico simple, pero
con la implementacion de aplicaciones personalizada puede implementar cualquier tipo de aplicacion
y dejar que Elastic Beanstalk administre los recursos de AWS.

Implementaciones personalizadas de aplicaciones de ASP.NET Core en
Elastic Beanstalk

En este tema se describe como funciona la implementacion y lo que se puede hacer para
personalizar las implementaciones al crear aplicaciones de ASP.NET Core con Elastic Beanstalk y el
Kit de herramientas para Visual Studio.

Implementaciones personalizadas (.NET Core) 202



AWS Kit de herramientas con Amazon Q Guia del usuario de

Después de completar el asistente de implementacion en el Kit de herramientas para Visual Studio,
el kit de herramientas empaqueta la aplicacion y la envia a Elastic Beanstalk. El primer paso para
crear el paquete de la aplicacion es utilizar la nueva interfaz de linea de comandos (CLI) de dotnet
para preparar la aplicacion para la publicacion mediante el uso del comando publish. El marco de
trabajo y la configuracion se pasan de la configuracion del asistente al comando publish. Por tanto,
si ha seleccionado Release (Version) para configuration y netcoreapp1.0 para framework, el
Toolkit ejecutara el siguiente comando:

dotnet publish --configuration Release --framework netcoreappl.®

Cuando el comando publish (publicar) termine, el Toolkit escribira el manifiesto de la nueva
implementacion en la carpeta de publicacion. El manifiesto de la implementacion es un archivo de
JSON llamado aws-windows-deployment-manifest.json, que el contenedor de Windows de Elastic
Beanstalk (version 1.2 o posterior) lee para determinar como se debe implementar la aplicacion. Por
ejemplo, en el caso de una aplicacion de ASP.NET Core que desea implementar en la raiz de IIS, el
Toolkit genera un archivo de manifiesto que tiene este aspecto:

"manifestVersion": 1,
"deployments": {

"aspNetCoreWeb": [
{
"name": "app",
"parameters": {
"appBundle": ".",
"iisPath": "/",
"iisWebSite": "Default Web Site"

La propiedad appBundle indica donde tienen relacion los bits de la aplicacion con el archivo de
manifiesto. Esta propiedad puede apuntar a un directorio o a un archivo ZIP. Las propiedades
iisPath e iisWebSite indican en qué ubicacion de IIS se debe alojar la aplicacion.
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Personalizacion del manifiesto

El Toolkit solo escribe el archivo de manifiesto si no existe aun en la carpeta de publicacién. Si el
archivo existe, el Toolkit actualiza las propiedades appBundle, iisPath e iisWebSite enla
primera aplicacion que aparece en la seccion aspNetCoreWeb del manifiesto. Esto le permite afadir
aws-windows-deployment-manifest.json a su proyecto y personalizar el manifiesto. Si desea hacerlo
para una aplicacion web de ASP.NET Core en Visual Studio, anada un nuevo archivo JSON a la raiz
del proyecto y llamelo aws-windows-deployment-manifest.json.

El manifiesto debe tener el nombre aws-windows-deployment-manifest.json y debe estar en la raiz
del proyecto. El contenedor de Elastic Beanstalk buscara el manifiesto en la raiz y, si lo encuentra,
invocara las herramientas de implementacion. Si el archivo no existe, el contenedor de Elastic
Beanstalk vuelve a las antiguas herramientas de implementacién, que suponen que el archivo es un
archivo msdeploy.

Para garantizar que el comando publish de la interfaz de linea de comandos (CLI) de dotnet
incluye el manifiesto, actualice el archivo project. json para incluir el archivo de manifiesto en la
seccion include de publishOptions.

{
"publishOptions": {
"include": [
"wwwroot",
"Views",
"Areas/**/Views",
"appsettings.json",
"web.config",
"aws-windows-deployment-manifest.json"
]
}
}

Ahora que ha declarado el manifiesto para que se incluya en el paquete de la aplicacion, puede
seguir configurando la forma en que desea implementar la aplicacion. Puede personalizar la
implementacion mas de lo que admite el asistente de implementacion. AWS ha definido un esquema
JSON para el archivo aws-windows-deployment-manifest.json y, al instalar el Kit de herramientas
para Visual Studio, la configuracién registra la URL del esquema.

Cuando abra windows-deployment-manifest. json, vera la URL del esquema seleccionada
en el cuadro desplegable Schema. Puede ir a la URL para obtener una descripcion completa de lo

Implementaciones personalizadas (.NET Core) 204



AWS Kit de herramientas con Amazon Q Guia del usuario de

que se puede definir en el manifiesto. Con el esquema seleccionado, Visual Studio proporcionara
IntelliSense mientras se edita el manifiesto.

Una posible personalizacion consiste en configurar el grupo de aplicaciones de IIS bajo el que se

ejecutara la aplicacion. El siguiente ejemplo muestra cdmo puede definir un grupo de aplicaciones
de IS ("customPool") que recicla el proceso cada 60 minutos y lo asigna a la aplicacion utilizando
"appPool": "customPool".

"manifestVersion": 1,
"iisConfig": {
"appPools": [
{
"name": "customPool",
"recycling": {
"regularTimeInterval": 60

]

.

"deployments": {
"aspNetCoreWeb": [

{
"name": "app",
"parameters": {
"appPool": "customPool"
}
}

Ademas, el manifiesto puede declarar scripts de Windows PowerShell para ejecutarlos antes y
después de las acciones de instalacion, reinicio y desinstalacion. Por ejemplo, el siguiente manifiesto
ejecuta el script de Windows PowerShell PostInstallSetup.psl para realizar mas trabajo de
configuracion una vez que la aplicacion de ASP.NET Core se ha implementado en 1IS. Cuando
anada scripts de este tipo, asegurese de que se afaden a la seccion include de publishOptions en el
archivo project. json, como hizo con el archivo aws-windows-deployment-manifest. json.
Si no, los scripts no se incluiran como parte del comando publish (publicar) de la interfaz de linea de
comandos (CLI) de dotnet.
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"manifestVersion": 1,
"deployments": {
"aspNetCoreWeb": [
{

"name": "app",
"scripts": {
"postInstall": {
"file": "SetupScripts/PostInstallSetup.psl"

¢, Qué ocurre con los archivos .ebextensions?

Los archivos de configuracion .ebextensions de Elastic Beanstalk son compatibles con los demas
contenedores de Elastic Beanstalk. Para incluir .ebextensions en una aplicacion de ASP.NET

Core, anada el directorio .ebextensions en la secciéon include de publishOptions en el
archivo project. json. Para obtener mas informacion acerca de .ebextensions, consulte la Elastic
Beanstalk Developer Guide.

Compatibilidad con varias aplicaciones para .NET y Elastic Beanstalk

Con el manifiesto de la implementacion, tiene la posibilidad de implementar varias aplicaciones en el
mismo entorno de Elastic Beanstalk.

El manifiesto de la implementacion es compatible con aplicaciones web ASP.NET Core asi como

archivos msdeploy para aplicaciones ASP.NET tradicionales. Imagine una situacion en la que usted
haya desarrollado una nueva aplicacion sorprendente mediante ASP.NET Core para el frontend y un
proyecto de APl web para una API de extensiones. También tiene una aplicacion de administracion
que escribié mediante ASP.NET tradicional.

El asistente de implementacién del conjunto de herramientas se centra en la implementacion de un
proyecto individual. Para aprovechar la implementacién de varias aplicaciones, tendra que construir
el paquete de la aplicacion a mano. Para empezar, escriba el manifiesto. En este ejemplo, escribira
el manifiesto en la raiz de su solucion.
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La seccidon de implementacion del manifiesto tiene dos elementos secundarios: una matriz de
aplicaciones web ASP.NET Core para su implementacion y una matriz de archivos msdeploy para
su implementacion. Para cada aplicacion, establezca la ruta de 1IS y la ubicacion de los bits de la
aplicacion relativos al manifiesto.

{
"manifestVersion": 1,
"deployments": {
"aspNetCoreWeb": [
{
"name": "frontend",
"parameters": {
"appBundle": "./frontend",
"iisPath": "/frontend"
}
1,
{
"name": "ext-api",
"parameters": {
"appBundle": "./ext-api",
"iisPath": "/ext-api"
}
}
1,
"msDeploy": [
{
"name": "admin",
"parameters": {
"appBundle": "AmazingAdmin.zip",
"iisPath": "/admin"
}
}
]
}
}

Con el manifiesto escrito, utilizara Windows PowerShell para crear el paquete de la aplicacion y
actualizar un entorno de Elastic Beanstalk existentes para ejecutarla. El script se escribe suponiendo
que se ejecutara desde la carpeta que contiene la solucion de Visual Studio.
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Lo primero que tiene que hacer en el script es configurar una carpeta de area de trabajo en la que
crear el paquete de la aplicacion.

$publishFolder = "c:\temp\publish"

$publishWorkspace = [System.IO.Path]::Combine($publishFolder, "workspace")
$appBundle = [System.IO.Path]::Combine($publishFolder, "app-bundle.zip")

If (Test-Path $publishWorkspace){
Remove-Item $publishWorkspace -Confirm:$false -Force

}
If (Test-Path $appBundle){
Remove-Item $appBundle -Confirm:$false -Force

Una vez que haya creado la carpeta, ha llegado el momento de preparar el frontend. Al igual que con
el asistente de implementacién, utilice la CLI de dotnet para publicar la aplicacién.

Write-Host 'Publish the ASP.NET Core frontend'

$publishFrontendFolder = [System.IO.Path]::Combine($publishWorkspace, "frontend")

dotnet publish .\src\AmazingFrontend\project.json -o $publishFrontendFolder -c Release
-f netcoreappl.o

Observe que la subcarpeta “frontend” se utilizé para la carpeta de salida, que se corresponde con
la carpeta que establecio en el manifiesto. Ahora tiene que hacer lo mismo para el proyecto de API
web.

Write-Host 'Publish the ASP.NET Core extensibility API'

$publishExtAPIFolder = [System.IO.Path]::Combine($publishWorkspace, "ext-api")

dotnet publish .\src\AmazingExtensibleAPI\project.json -o $publishExtAPIFolder -c
Release -f netcoreappl.O®

El sitio de administracion es una aplicacion ASP.NET tradicional, por lo que no puede utilizar la CLI
de dotnet. Para la aplicacién de administracion, debe utilizar msbuild, transfiriendo el paquete de
destino de compilacion para crear el archivo msdeploy. De forma predeterminada, el destino del
paquete crea el archivo msdeploy en la carpeta obj\Release\Package, por lo que tendra que
copiar el archivo en el area de trabajo de publicacion.

Write-Host 'Create msdeploy archive for admin site'
msbuild .\src\AmazingAdmin\AmazingAdmin.csproj /t:package /p:Configuration=Release
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Copy-Item .\src\AmazingAdmin\obj\Release\Package\AmazingAdmin.zip $publishWorkspace

Para indicar al entorno de Elastic Beanstalk qué debe hacer con todas estas aplicaciones, copie el
manifiesto de su solucion en el area de trabajo de publicacion y, a continuacion, comprima la carpeta.

Write-Host 'Copy deployment manifest'
Copy-Item .\aws-windows-deployment-manifest.json $publishWorkspace

Write-Host 'Zipping up publish workspace to create app bundle'
Add-Type -assembly "system.io.compression.filesystem"
[io.compression.zipfile]::CreateFromDirectory( $publishWorkspace, $appBundle)

Ahora que tiene la agrupacion de la aplicacion, puede ir a la consola web y cargar el archivo a un
entorno de Elastic Beanstalk. También puede continuar mediante cmdlets de AWS PowerShell para
actualizar el entorno de Elastic Beanstalk con la agrupacion de la aplicacidn. Asegurese de que ha
establecido el perfil y la regidén actuales en el perfil y la region que contienen su entorno de Elastic
Beanstalk mediante cmdlets de Set-AWSCredentials y Set-DefaultAWSRegion.

Write-Host 'Write application bundle to S3'

# Determine S3 bucket to store application bundle
$s3Bucket = New-EBStoragelLocation

Write-S30bject -BucketName $s3Bucket -File $appBundle

$applicationName = "ASPNETCoreOnAWS"
$environmentName = "ASPNETCoreOnAWS-dev"
$versionLabel = [System.DateTime]::Now.Ticks.ToString()

Write-Host 'Update Beanstalk environment for new application bundle'

New-EBApplicationVersion -ApplicationName $applicationName -VersionlLabel $versionlLabel
-SourceBundle_S3Bucket $s3Bucket -SourceBundle_S3Key app-bundle.zip

Update-EBEnvironment -ApplicationName $applicationName -EnvironmentName
$environmentName -VersionlLabel $versionlLabel

Compruebe el estado de la actualizacién en el conjunto de herramientas o la consola web de la
pagina de estado del entorno de Elastic Beanstalk. Cuando finalice, podra acceder a cada una de las
aplicaciones que implemento en la ruta de IS establecida en el manifiesto de implementacion.
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Implementacion en Amazon EC2 Container Service

/A Important

La nueva caracteristica Publicar en AWS esta disefiada para simplificar la forma de

publicar aplicaciones .NET en AWS. Es posible que se le pregunte si desea cambiar a esta
experiencia de publicacién después de elegir Publicar contenedor enAWS. Para obtener mas
informacion, consulte Uso de Publicar en AWS en Visual Studio.

Amazon Elastic Container Service es un servicio de administracion de contenedores de alto
desempefio y alta escalabilidad que admite contenedores de Docker y permite ejecutar facilmente
aplicaciones en un cluster administrado de instancias de Amazon EC2.

Para implementar aplicaciones en Amazon Elastic Container Service, los componentes de la
aplicacion se deben desarrollar para ejecutarse en un contenedor de Docker. Un contenedor Docker
es una unidad estandarizada de desarrollo de software que contiene todo lo que la aplicacion de
software necesita para ejecutarse: cddigo, tiempo de ejecucion, herramientas del sistema, bibliotecas
del sistema, etc.

El Kit de herramientas para Visual Studio incluye un asistente que simplifica la publicacién de
aplicaciones mediante Amazon ECS. Este asistente se describe en las secciones siguientes.

Para obtener mas informacion acerca de Amazon ECS, consulte a la documentacion de Elastic
Container Service. Incluye una introduccién a los aspectos basicos de Docker y a la creacion de un
cluster.

Temas

» Especificacion de las credenciales de AWS para su aplicacion de ASP.NET Core 2

» Implementacion de una aplicacién de ASP.NET Core 2.0 en ECS (Fargate) (heredada)

» Implementacion de una aplicacién de ASP.NET Core 2.0 en Amazon ECS (EC2)

Especificacion de las credenciales de AWS para su aplicacion de ASP.NET
Core 2

Existen dos tipos de credenciales cuando implementa su aplicacién en un contenedor de Docker: las
credenciales de implementacion y las credenciales de la instancia.
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Las credenciales de implementacion las utiliza el asistente Publicar contenedor en AWS para crear
el entorno en Amazon ECS. Incluyen cosas como las tareas, los servicios, los roles de IAM, un
repositorio de contenedores de Docker vy, si lo elige, un balanceador de carga.

Las credenciales de la instancia las utiliza la instancia (incluida su aplicacion) para obtener acceso
a diferentes servicios de AWS. Por ejemplo, si su aplicacion de ASP.NET Core 2.0 lee y escribe

en objetos de Amazon S3, necesitara los permisos adecuados. Puede proporcionar credenciales
diferentes con métodos distintos en funcidén del entorno. Por ejemplo, su aplicacion de ASP.NET
Core 2 podria estar disenada para entornos de desarrollo y produccion. Podria utilizar una instancia
de Docker local y credenciales para desarrollo y un rol definido en produccion.

Especificacion de credenciales de implementacion

La cuenta de AWS que especifica en el asistente Publicar contenedor en AWS es la cuenta de AWS
que utilizara el asistente para la implementacion en Amazon ECS. El perfil de la cuenta debe tener
permisos para Amazon Elastic Compute Cloud, Amazon Elastic Container Service y AWS ldentity
and Access Management.

Si observa que hay opciones que faltan en las listas desplegables, esto puede deberse a que
carece de permisos. Por ejemplo, si ha creado un cluster para su aplicacion, pero no lo ve en la
pagina Cluster del asistente Publicar contenedor en AWS. afada los permisos que faltan y pruebe el
asistente de nuevo.

Especificacion de credenciales de instancias de desarrollo

Para los entornos que no sean de produccién, puede configurar sus credenciales en el archivo
appsettings.<environment>.json. Por ejemplo, para configurar sus credenciales en el archivo
appsettings.Development.json en Visual Studio 2017:

1. Anada el paquete de NuGet AWSSDK.Extensions.NETCore.Setup a su proyecto.

2. Ahada la configuracion de AWS a appsettings.Development.json. La configuracion siguiente
establece Profile y Region.

{
"AWS": {
"Profile": "local-test-profile",
"Region": "us-west-2"
}
}
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Especificacion de credenciales de instancias de produccion

En el caso de las instancias de produccion, le recomendamos que utilice un rol de IAM para controlar
a lo que su aplicacion (y el servicio) pueden tener acceso. Por ejemplo, para configurar un rol de IAM
con Amazon ECS como la entidad principal del servicio con permisos para Amazon Simple Storage
Service y Amazon DynamoDB desde la Consola de administracion de AWS:

1. Inicie sesion en Consola de administracion de AWS y abra la consola IAM en https://
console.aws.amazon.com/iam/.

2. En el panel de navegacién de la consola de IAM, seleccione Roles y, a continuacion, elija Crear
rol.

3. Elija el tipo de rol Servicio de AWS y, a continuacién, seleccione Servicio de contenedor de EC2.

4. Elija el caso de uso EC2 Container Service Task (Tarea de servicio de contenedor de EC2). Los
casos de uso son definidos por el servicio de modo tal que ya incluyen la politica de confianza que
el servicio mismo requiere. A continuacion, elija Siguiente: permisos.

5. Elija las politicas de permisos AmazonS3FullAccess y AmazonDynamoDBFullAccess. Seleccione
la casilla situada junto a cada politica y después elija Next: Review (Siguiente: Revisar).

6. En Role name (Nombre del rol), escriba un nombre o sufijo de nombre para el rol que pueda
ayudarle a identificar su finalidad. Los nombres de rol deben ser unicos en su cuenta de AWS. No
distinguen entre mayusculas y minusculas. Por ejemplo, no puede crear funciones denominado
tanto PRODROLE como prodrole. Dado que varias entidades pueden hacer referencia al rol, no
puede editar el nombre del rol después de crearlo.

7. (Opcional) En Descripcion de rol, escriba una descripcion para el nuevo rol.

8. Revise el rol y, a continuacion, seleccione Crear rol.

Puede utilizar este rol como rol de la tarea en la pagina Definicion de tarea de ECS del asistente
Publicar contenedor en AWS.

Para obtener mas informacioén, consulte Uso de roles basados en servicios.
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Implementacion de una aplicacion de ASP.NET Core 2.0 en ECS (Fargate)
(heredada)

/A Important

Esta documentacion hace referencia a servicios y caracteristicas heredados. Para obtener
guias y contenido actualizados, consulte la guia de herramientas de implementacion de .NET

para AWS y la Tabla de contenido actualizada de Implementacién en AWS.

En esta seccidn se describe como usar el asistente Publicar contenedor en AWS, que se proporciona
como parte del Kit de herramientas para Visual Studio, para implementar una aplicacion de ASP.NET
Core 2.0 en un contenedor en Linux a través de Amazon ECS mediante el tipo de lanzamiento de
Fargate. Como las aplicaciones web estan disefiadas para que se ejecuten continuamente, esta
aplicaciéon se implementara como un servicio.

Antes de publicar el contenedor

Antes de usar el asistente Publicar contenedor en AWS para implementar la aplicacion de ASP.NET
Core 2.0:

» Especifique las credenciales de AWS vy realice la configuracion con Amazon ECS.

+ Instale Docker. Dispone de diferentes opciones de instalacion, entre las que se incluye Docker

para Windows.

« En Visual Studio, cree (o abra) un proyecto para una aplicacion ASP.NET Core 2.0 en contenedor
dirigida a Linux.

Acceso al asistente Publicar contenedor en AWS

Para implementar una aplicacion de ASP.NET Core 2.0 en un contenedor en Linux, haga clic con el
boton derecho en Solution Explorer y seleccione Publicar contenedor en AWS.
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También puede seleccionar Publicar contenedor en AWS en el menu Build de Visual Studio.

Asistente Publicar contenedor en AWS

Publish Container to AWS = O X ‘

aWS Publish Container to AWS

select the Amazon _-F F.-—:: '\l'l'. LC | the -.:.":'-—" nage 1
Profile
Account profile to use: vstools Region: HE US East (Virginia)

Docker Image Build

Configuration: Release

Docker Repository: aspnetcoresample Tag: Iatesﬂ

Deployment Target

Service on an ECS Cluster

Deploy the application as a service on an Amazon Elastic Container Service Cluster. A service is for applications like Web applications that are
intended to run indefinitely.

+ Save settings to aws-ecs-tools-defaults json and configure project for command line deployment.

If this is checked the dotnet CLI tool package Amazon.ECS.Tools will be added to the project. Once added you can do future deployments from the command
line. Run the command “dotnet ecs --help® for more information.
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Perfil de la cuenta que se va a usar: seleccione el perfil de la cuenta que se va a usar.

Region (Regiodn): elija la region de implementacion. El perfil y la regidn se utilizan para configurar los
recursos del entorno de implementacion y para seleccionar el registro de Docker predeterminado.

Configuration (Configuracién): seleccione la configuracion de compilacion de la imagen de Docker.

Docker Repository (Repositorio de Docker): elija un repositorio de Docker existente o escriba
el nombre de un nuevo repositorio. Este es el repositorio al que se enviara el contenedor de
compilacion.

Tag (Etiqueta): seleccione una etiqueta existente o escriba el nombre de una nueva etiqueta. Las
etiquetas pueden realizar un seguimiento de detalles importantes como la versién, las opciones u
otros elementos exclusivos de la configuracion del contenedor de Docker.

Deployment Target (Destino de la implementacion): seleccione Service on an ECS Cluster (Servicio
en un cluster de ECS). Utilice esta opcion de implementacién cuando su aplicacién esté disefiada
para ejecutarse de manera prolongada (como una aplicacion web ASP.NET).

Guardar configuracion en aws-dockexr-tools-defaults. json y configurar proyecto para la
implementacion de linea de comandos: seleccione esta opcion si desea poder implementar desde la
linea de comandos. Use dotnet ecs deploy desde el directorio del proyecto para implementar y
ejecute el comando dotnet ecs publish en el contenedor.
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Pagina Launch Configuration

Publish Container to AWS — O *

aWS Launch Configuration

ECS Cluster: Create an empty cluster ASPNETCoreSample
This wizard supports creating an empty cluster which is suitable for running Fargate based services and tasks. It will not have any EC2 instances
registered to it so services and tasks with the EC2 launch type will not run. The easiest way to create a cluster with EC2 instances registered is to use the
AWS web console.

Launch Type: FARGATE

FARGATE will automatically provision the necessary compute capacity needed to run the application based on the CPU and Memory settings. This
removes the need to add any EC2 instances to your cluster.

CPU Maximum (vCPU): 0.25 wCPU (256) Memaory Maximum (GB): 512MB

VPC Subnets: Security Groups:

v Assign Public IP Address

Close Back

ECS Cluster (Cluster de ECS): elija el cluster que ejecutara la imagen de Docker. Si decide crear un
cluster vacio, proporcione un nombre para el nuevo cluster.

Launch Type (Tipo de lanzamiento): elija FARGATE.

CPU Maximum (vCPU) (Maxima CPU (vCPU): elija la cantidad maxima de capacidad de
computacion necesaria para su aplicacion. Para ver los intervalos permitidos de valores de CPU y
memoria, consulte el tamano de la tarea.

Memory Maximum (GB) (Memoria maxima (GB): seleccione la cantidad maxima de memoria
disponible para su aplicacion.

VPC Subnets (Redes de VPC): elija una o varias subredes en una VPC. Si elige mas de una
subred, las tareas se distribuiran entre ellas. Esto puede mejorar la disponibilidad. Para obtener mas
informacion, consulte VPC y subredes predeterminadas.

Security Groups (Grupos de seguridad): elija un grupo de seguridad.

Los grupos de seguridad actuan como un firewall para las instancias asociadas de Amazon EC2 y
controlan el trafico entrante y saliente en el nivel de instancia.
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Los grupos de seguridad predeterminados estan configurados para permitir el trafico entrante de
las instancias asignadas al mismo grupo de seguridad y todo el trafico IPv4 saliente. Es necesario
que el trafico saliente esté permitido para que el servicio pueda obtener acceso al repositorio del
contenedor.

Assign Public IP Address (Asignar direccién IP publica): active esta opcion para hacer que su tarea
esté accesible desde Internet.

Pagina Service Configuration

Publish Container to AWS — O *

aWS Service Configuration

Deploying an application as a service is good for web applications or long lived services. If any of your tasks should fail or stop for any reason, the Amazon

ECS service scheduler will launch another instance of your application to replace the failed instance.
Service: Create New ASPNETCoreSample
Number of Tasks: 4
Minimum Healthy Percent: 50
Maximum Percent: 200

Close Back Next

Service (Servicio): seleccione uno de los servicios de la lista desplegable para implementar el
contenedor en un servicio existente. O bien elija Create New (Crear nuevo) para crear un nuevo
servicio. Los nombres de servicio deben ser unicos dentro de un cluster, pero puede tener servicios
con el mismo nombre en varios clusteres dentro de una regidén o en varias regiones.

Number of Tasks (Numero de tareas): el numero de tareas que desea implementar y mantener en
ejecucion en el cluster. Cada tarea es una instancia de su contenedor.

Minimum Healthy Percent (Porcentaje minimo en buen estado): el porcentaje de tareas que deben
permanecer en estado RUNNING durante la implementacién, redondeado al entero superior mas
préximo.
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Maximum Percent (Porcentaje maximo): el porcentaje de tareas que deben permanecer en estado
RUNNING o PENDING durante la implementacion, redondeado al entero inferior mas préximo.

Pagina Application Load Balancer

Publish Container to AWS - O X ‘

aWS Application Load Balancer Configuration

[#] Configure Application Load Balancer

It is recommended for web applications to use an Application Load Balancer which allows containers to use dynamic host port mapping. This will give the
ability to run multiple instances of the web applications on the same container host without contention for port 80.

Load Balancer: Create New ASPNETCoreSample

Listener Port: Create New 80

The Application Load Balancer will send requests to the Target Group if the request matches the specified URL path pattern. Amazon ECS will register all
instances of the container with their dynamic port to the Target Group using the provided [AM role for the service.

Target Group: Create New ASPNETCoreSample
Path Pattern: !

Health Check Path:

Close Back Next

Configure Application Load Balancer (Configurar balanceador de carga de la aplicacion): seleccione
esta opcidn para configurar un balanceador de carga de la aplicacion.

Load Balancer (Balanceador de carga): seleccione un balanceador de carga o elija Create New
(Crear nuevo) y escriba el nombre de un nuevo balanceador de carga.

Listener Port (Puerto de escucha): seleccione un puerto de escucha existente o elija Create New
(Crear nuevo) y escriba un numero de puerto. El puerto predeterminado, 89, es adecuado para la
mayoria de las aplicaciones web.

Grupo de destino: seleccione el grupo de destino en el que Amazon ECS, registrara las tareas del
servicio.

Path Pattern (Patron de ruta): el balanceador de carga usara el direccionamiento basado en

rutas. Acepte la opcion / predeterminada o proporcione un patron diferente. Los patrones de ruta
distinguen entre mayusculas y minusculas, su longitud maxima es de 128 caracteres y contienen un
conjunto especifico de caracteres.
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Health Check Path (Ruta de comprobacion de estado): la ruta de ping que es el destino para los
destinos en las comprobaciones de estado. De forma predeterminada, es /. Especifique otra ruta si
es necesario. Si la ruta que especifica no es valida, no se superara la comprobacién de estado y se
considerara que esta en mal estado.

Si implementa varios servicios y cada servicio se implementa en una ruta o ubicacion diferente,
necesitara rutas de comprobacion personalizadas.

Pagina Task Definition

Publish Container to AWS - O X

aWS Task Definition

Task Definition: Create New ASPNETCoreSample

Container: Create New ASPNETCoreSample

Task Role:

Select an IAM role to provide AWS credentials to your application to access AWS Services.

Task Execution Role: = ecsTaskExecutionRole

Fargate requires a role to pull private images and publish logs on your behalf.

Container Port Variable Value
80 S ASPNETCORE_ENVIRONMENT  Production ]
|add..] Add..]
Close Back | Publish

Task Definition (Definicion de tarea): seleccione una definicion de tarea existente o elija Create New
(Crear nueva) y escriba el nombre de una nueva definicién de tarea.

Container (Contenedor): seleccione un contenedor existente o elija Create New (Crear nuevo) y
escriba el nombre de un nuevo contenedor.

Rol de la tarea: seleccione un rol de IAM que tenga las credenciales que necesita la aplicacién para
obtener acceso a los servicios de AWS. Asi es cOmo se pasan las credenciales a la aplicacion.
Consulte como especificar credenciales de seguridad de AWS para su aplicacion.

Rol de la ejecucién de la tarea: seleccione un rol con permisos para extraer imagenes privadas y
publicar registros. AWS Fargate lo utilizara en su nombre.
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Port Mapping (Mapeo de puerto): elija el numero de puerto del contenedor asociado al puerto de host
asignado automaticamente.

Environment Variables (Variables de entorno): afiada, modifique o elimine las variables de entorno
del contenedor. Puede modificarlas para adaptarlas a su implementacion.

Cuando esté satisfecho con la configuracion, haga clic en Publish (Publicar) para iniciar el proceso
de implementacion.

Publicacion de un contenedor en AWS

Publish Container to AWS O X

aWS Publishing Container to AWS

Publishing...

- Invoking “docker tag

Pushing image to ECR repository

... invoking ‘docker push’

Image .dkr.ecrus-east-1.amazonaws.com/aspnetcoresample:latest Push Complete,

Creating new task definition

Creating new container definition

Adding port mapping host 80 to container 80

Found existing log group /ecs/ASPNETCoreSample/ASPNETCoreSample for container

Configured ECS to log to the CloudWatch Log Group /ecs/ASPNETCoreSample/ASPNETCoreSample

Registered new task definition revision 3

Checking to see if cluster ASPNETCoreSample exists

... Cluster does not exist, creating cluster ASPNETCoreSample

Creating new service: ASPNETCoreSample

Service ASPNETCoreSample on ECS cluster ASPMETCoreSample has been updated. The Cluster will now deploy the new service version.
Config settings saved to C:\Users; \documents\visual studio 2017\Projects\ASPNETCoreSample\ASPNETCoreSample\aws-ecs-tools-defaults jso

Automatically close wizard on successful completion.

Close

Los eventos se muestran durante la implementacion. El asistente se cierra automaticamente una vez

completado correctamente. Puede invalidarlo desactivando la casilla situada en la parte inferior de la
pagina.

Puede encontrar la direccion URL de sus nuevas instancias en el Explorador de AWS. Expanda
Amazon ECS and Clusters y haga clic en su cluster.

Implementacion de una aplicacion de ASP.NET Core 2.0 en Amazon ECS
(EC2)

En esta seccidn se describe como usar el asistente Publicar contenedor en AWS, que se proporciona
como parte del Kit de herramientas para Visual Studio, para implementar una aplicacion de ASP.NET
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Core 2.0 en un contenedor en Linux a través de Amazon ECS mediante el tipo de lanzamiento
de EC2. Como las aplicaciones web estan disefiadas para que se ejecuten continuamente, esta
aplicaciéon se implementara como un servicio.

Antes de publicar el contenedor
Antes de usar Publicar contenedor en AWS para implementar la aplicacién de ASP.NET Core 2.0:

» Especifique las credenciales de AWS vy realice la configuracion con Amazon ECS.

 Instale Docker. Dispone de diferentes opciones de instalacion, entre las que se incluye Docker
para Windows.

» Cree un cluster de Amazon ECS en funcién de las necesidades de su aplicacion web. Para ello,

solo necesita realizar unos pocos pasos.

« En Visual Studio, cree (o abra) un proyecto para una aplicacion ASP.NET Core 2.0 en contenedor
dirigida a Linux.
Acceso al asistente Publicar contenedor en AWS

Para implementar una aplicacion de ASP.NET Core 2.0 en un contenedor en Linux, haga clic con el
boton derecho en Solution Explorer y seleccione Publicar contenedor en AWS.

También puede seleccionar Publicar contenedor en AWS en el menu Build de Visual Studio.

Asistente Publicar contenedor en AWS
Perfil de la cuenta que se va a usar: seleccione el perfil de la cuenta que se va a usar.

Region (Region): elija una region de implementacion. El perfil y la region se utilizan para configurar
los recursos del entorno de implementacion y para seleccionar el registro de Docker predeterminado.

Configuration (Configuracion): seleccione la configuracion de compilacion de la imagen de Docker.

Docker Repository (Repositorio de Docker): elija un repositorio de Docker existente o escriba el
nombre de un nuevo repositorio. Este es el repositorio al que se enviara la imagen del contenedor
compilada.

Tag (Etiqueta): seleccione una etiqueta existente o escriba el nombre de una nueva etiqueta. Las
etiquetas pueden realizar un seguimiento de detalles importantes como la versién, las opciones u
otros elementos exclusivos de la configuracion del contenedor de Docker.
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Deployment (Implementacion): seleccione Service on an ECS Cluster (Servicio en un cluster de
ECS). Utilice esta opcion de implementacion cuando su aplicacion esté disefiada para ejecutarse de
manera prolongada (como una aplicaciéon web ASP.NET Core 2.0).

Guardar configuracion en aws-docker-tools-defaults. json y configurar proyecto para la
implementacion de linea de comandos: seleccione esta opcion si desea poder implementar desde la
linea de comandos. Use dotnet ecs deploy desde el directorio del proyecto para implementar y
ejecute el comando dotnet ecs publish en el contenedor.

Pagina Launch Configuration

ECS Cluster (Cluster de ECS): elija el cluster que ejecutara la imagen de Docker. Puede crear un
cluster de ECS desde la consola de administracion de AWS.

Launch Type (Tipo de lanzamiento): elija EC2. Para utilizar el tipo de lanzamiento de Fargate,
consulte Implementacién de una aplicacidon de ASP.NET Core 2.0 en Amazon ECS (Fargate).

Pagina Service Configuration

Service (Servicio): seleccione uno de los servicios de la lista desplegable para implementar el
contenedor en un servicio existente. O bien elija Create New (Crear nuevo) para crear un nuevo
servicio. Los nombres de servicio deben ser unicos dentro de un cluster, pero puede tener servicios
con el mismo nombre en varios clusteres dentro de una regidén o en varias regiones.

Number of Tasks (Numero de tareas): el numero de tareas que desea implementar y mantener en
ejecucion en el cluster. Cada tarea es una instancia de su contenedor.

Minimum Healthy Percent (Porcentaje minimo en buen estado): el porcentaje de tareas que deben
permanecer en estado RUNNING durante la implementacion, redondeado al entero superior mas
préximo.

Maximum Percent (Porcentaje maximo): el porcentaje de tareas que deben permanecer en estado
RUNNING o PENDING durante la implementacion, redondeado al entero inferior mas préximo.

Placement Templates (Plantillas de ubicacién): seleccione una plantilla de ubicacion de las tareas.

Cuando se lanza una tarea en un cluster, Amazon ECS debe determinar donde ubicar la tarea en
funcién de los requisitos especificados en la definicion de tareas, tales como CPU y memoria. Del
mismo modo, cuando se reduce la escala del numero de tareas, Amazon ECS debe determinar qué
tareas debe terminar.
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La plantilla de ubicacion controla el modo en que las tareas se lanzan en un cluster:

« Distribucion equilibrada AZ: distribuye las tareas en las zonas de disponibilidad y entre las
instancias de contenedor dentro de cada zona de disponibilidad.

« Distribucién equilibrada BinPack: distribuye las tareas en las zonas de disponibilidad y entre las
instancias de contenedor con la menor memoria disponible.

» BinPack: distribuye las tareas en funcion de la cantidad minima de CPU o memoria disponible.

» Una tarea por host: coloca como maximo una tarea del servicio en cada instancia de contenedor.

Para obtener mas informacién, consulte Ubicacion de tareas de Amazon ECS.

Pagina Application Load Balancer

Configure Application Load Balancer (Configurar balanceador de carga de la aplicacion): seleccione
esta opcidn para configurar un balanceador de carga de la aplicacion.

Select IAM role for service (Seleccionar rol de IAM para servicio): seleccione un rol existente o elija
Create New (Crear nuevo) para crear uno nuevo.

Load Balancer (Balanceador de carga): seleccione un balanceador de carga o elija Create New
(Crear nuevo) y escriba el nombre de un nuevo balanceador de carga.

Listener Port (Puerto de escucha): seleccione un puerto de escucha existente o elija Create New
(Crear nuevo) y escriba un numero de puerto. El puerto predeterminado, 89, es adecuado para la
mayoria de las aplicaciones web.

Target Group (Grupo de destino): de forma predeterminada, el balanceador de carga envia las
solicitudes a los destinos registrados mediante el protocolo y el puerto que ha especificado para el
grupo de destino. Puede anular este puerto al registrar cada destino en el grupo de destino.

Path Pattern (Patron de ruta): el balanceador de carga usara el direccionamiento basado en

rutas. Acepte la opcion / predeterminada o proporcione un patron diferente. Los patrones de ruta
distinguen entre mayusculas y minusculas, su longitud maxima es de 128 caracteres y contienen un
conjunto especifico de caracteres.

Health Check Path (Ruta de comprobacion de estado): la ruta de ping que es el destino para los
destinos en las comprobaciones de estado. De forma predeterminada, es / y es adecuado para las
aplicaciones web. Especifique otra ruta si es necesario. Si la ruta que especifica no es valida, no se
superara la comprobacion de estado y se considerara que esta en mal estado.
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Si implementa varios servicios y cada servicio se implementa en una ruta o ubicacion diferente, es
posible que necesite rutas de comprobacion personalizadas.

Pagina ECS Task Definition

Task Definition (Definicion de tarea): seleccione una definicion de tarea existente o elija Create New
(Crear nueva) y escriba el nombre de una nueva definicidon de tarea.

Container (Contenedor): seleccione un contenedor existente o elija Create New (Crear nuevo) y
escriba el nombre de un nuevo contenedor.

Memory (MiB) (Memoria (MiB): proporcione valores para Soft Limit (Limite flexible) o Hard Limit
(Limite invariable) o para ambos.

El limite flexible (en MiB) de memoria que reservar para el contenedor. Docker intenta mantener

la memoria del contenedor dentro del limite flexible. EI contenedor puede consumir mas memoria,
hasta el el limite maximo especificado con el parametro de memoria (si procede) o toda la memoria
disponible en la instancia del contenedor, lo que ocurra primero.

El limite maximo (en MiB) de memoria a presentar al contenedor. Si su contenedor intenta superar la
memoria especificada aqui, el contenedor se cancela.

Rol de tarea: seleccione una tarea para un rol de IAM que conceda al contenedor permiso para
llamar a las APl de AWS especificadas en sus politicas asociadas en su nombre. Asi es como se
pasan las credenciales a la aplicacion. Consulte como especificar credenciales de seguridad de AWS

para su aplicacion.

Port Mapping (Asignaciones de puerto): afada, modifique o elimine las asignaciones de puerto
del contenedor. Si hay un balanceador de carga, el puerto de host estara establecido de forma
predeterminada en 0 y la asignacién de puertos sera dinamica.

Environment Variables (Variables de entorno): afiada, modifique o elimine las variables de entorno
del contenedor.

Cuando esté satisfecho con la configuracion, haga clic en Publish (Publicar) para iniciar el proceso
de implementacion.

Publicacion de un contenedor en AWS

Los eventos se muestran durante la implementacion. El asistente se cierra automaticamente una vez
completado correctamente. Puede invalidarlo desactivando la casilla situada en la parte inferior de la
pagina.
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Puede encontrar la direccion URL de sus nuevas instancias en el Explorador de AWS. Expanda
Amazon ECS and Clusters y haga clic en su cluster.
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Solucion de problemas del AWS Toolkit for Visual Studio

Las siguientes secciones contienen informacién general sobre la solucion de problemas relacionados
con los AWS servicios del kit de herramientas AWS Toolkit for Visual Studio y su uso.

® Note

La informacion set-up-specific de instalacion y solucién de problemas esta disponible en el
tema Solucion de problemas de instalacion, que se encuentra en esta Guia del usuario.

Temas

» Solucién de problemas y practicas recomendadas

 Visualizacion y filtrado de escaneos de seguridad de Amazon Q

» El AWS kit de herramientas no esta instalado correctamente

» Configuracion de firewall y proxy

Solucion de problemas y practicas recomendadas

A continuacion se indican las practicas recomendadas al solucionar problemas con AWS Toolkit for
Visual Studio .

* Repare Visual Studio y reinicie el sistema

* Intente recrear el problema o error antes de enviar un informe.

» Tome notas detalladas de cada paso, configuracion y mensaje de error durante el proceso de
recreacion.

* Recopile los registros del AWS kit de herramientas. Para obtener una descripcion detallada de
cémo localizar los registros del AWS kit de herramientas, consulte el procedimiento Coémo localizar

los AWS registros, que se encuentra en este tema de la guia.

« Compruebe si hay solicitudes abiertas o soluciones conocidas, o bien notifique el problema no
resuelto en la seccion AWS Toolkit for Visual Studio Problemas del AWS Toolkit for Visual Studio
GitHub repositorio.
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Repare Visual Studio y reinicie el sistema

1. Cierre todas las instancias de Visual Studio que se estén ejecutando.
2. En el menu de inicio de Windows, inicie el Instalador de Visual Studio.

3. Ejecute la reparacion en las instalaciones afectadas de Visual Studio. Esto permite a Visual
Studio reconstruir su indice de extensiones instaladas.

4. Reinicie Windows antes de volver a iniciar Visual Studio.

¢, Coémo localizar los registros del AWS kit de herramientas

1. En el menu principal de Visual Studio, expanda Extensiones.

2. Elija el kit de AWS herramientas para expandir el menu del kit de AWS herramientas y, a
continuacion, elija Ver los registros del kit de herramientas.

3. Cuando se abra la carpeta de registros del AWS kit de herramientas en su sistema operativo,
clasifique los archivos por fecha y busque cualquier archivo de registro que contenga
informacion relevante sobre su problema actual.

Visualizacion y filtrado de escaneos de seguridad de Amazon Q

Para ver los analisis de seguridad de Amazon Q en Visual Studio, abra la Lista de errores de Visual
Studio ampliando el encabezado Ver en el menu principal de Visual Studio y seleccionando Lista de
errores.

De forma predeterminada, la Lista de errores de Visual Studio muestra todas las advertencias y
errores de su base de cddigo. Para filtrar los resultados de los analisis de seguridad de Amazon Q de
la Lista de errores de Visual Studio, cree un filtro siguiendo el siguiente procedimiento.

(® Note

Los resultados del analisis de seguridad de Amazon Q solo son visibles después de ejecutar
un analisis de seguridad y detectar problemas.

Los resultados del analisis de seguridad de Amazon Q aparecen como advertencias en
Visual Studio. Para ver los resultados del analisis de seguridad de Amazon Q de la Lista de
errores, debe seleccionar la opcidon Advertencias en el encabezado de la Lista de errores.
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1. En el menu principal de Visual Studio, expanda el encabezado Ver y elija Lista de errores para
abrir el panel Lista de errores.

2. En el panel Lista de errores, haga clic con el botén derecho en la fila del encabezado para abrir
el menu contextual.

3. En el menu contextual, amplie Mostrar columnas, a continuacioén, seleccione Herramienta en el
menu ampliado.

4. La columna Herramienta se anade a la Lista de errores.

En el encabezado de la columna Herramienta, seleccione el icono Filtro y elija Amazon Q para
filtrar los resultados de los analisis de seguridad de Amazon Q.

El AWS kit de herramientas no esta instalado correctamente

Problema:

Un minuto después de iniciar Visual Studio, aparecen los siguientes mensajes en AWS Toolkit for
Visual Studio el panel de salida y en la barra de informacion, respectivamente:

Some Toolkit components could not be initialized. Some functionality may
not work during this IDE session.

The AWS Toolkit is not properly installed.
Solucion:

Es posible que la actualizacion o la instalacion de una extension hayan provocado la pérdida de
algunos de los archivos de caché internos de Visual Studio out-of-sync. El siguiente procedimiento
describe como reconstruir estos archivos la préxima vez que inicie Visual Studio.

(® Note

Es posible que esta solucién afecte a las personalizaciones de Visual Studio. Tras completar
este procedimiento, la extension del AWS kit de herramientas deberia aparecer como
instalada y dejar de mostrar ningun mensaje de error. Si sigue teniendo este problema
después de completar los siguientes pasos, consulte el problema #452 en el AWS Toolkit for

Visual Studio GitHub repositorio para obtener mas informacion.

1. Instale la versidn mas reciente de Visual Studio 2022.
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® Note

La version minima requerida es la 17.11.5.

2. Cierre todas las instancias de Visual Studio que se estén ejecutando.
3. Desde Windows, abra Simbolo del sistema para desarrolladores como administrador.

4. Desde el Simbolo del sistema para desarrolladores, ejecute el siguiente comando: devenv /
updateconfiguration /resetExtensions y espere a que finalice.

5. Cuando finalice el comando, reinicie Visual Studio.

6. En Visual Studio, la AWS extension ahora aparece como instalada y ya no muestra los mensajes
de error que aparecen en la parte superior de este problema.

Configuracion de firewall y proxy

Solucion de problemas con la configuracion del firewall y el proxy

El software de analisis de seguridad puede interferir con la capacidad de descargar archivos de
los servidores de lenguaje del Kit de herramientas de AWS al eliminar archivos de las descargas o
impedir por completo las descargas.

Para comprobar la configuracion del firewall y el proxy, vaya a https://aws-toolkit-language-

servers.amazonaws.com/codewhisperer/0/manifest.json desde un navegador de Internet instalado en

el mismo sistema que su instancia de Visual Studio. Si encuentra un error o la pagina no se puede
cargar, es posible que haya un firewall o un filtro de proxy que le impida acceder a aws-toolkit-
language-servers.amazonaws.com.

Certificados personalizados

AWS Toolkit for Visual Studio Utiliza un servidor de idiomas que se ejecuta en el entorno de
ejecucion de Node.js. Para obtener informacién detallada sobre como comprobar si la red utiliza
un certificado personalizado, consulte el tema Configuracion del archivo de credenciales y de
configuracion en la AWS CLI en la AWS Command Line InterfaceGuia del usuario de la version 1.

Para configurar los ajustes del proxy y definir un certificado, debe configurar la variable env
HTTPS_PROXY y crear variables de entorno de Windows para las claves NODE_OPTIONS y
NODE_EXTRA_CA_CERTS.
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Para configurar la variable env HTTPS_PROXY, siga los pasos que se describen a continuacion:

1.  En el menu principal de Visual Studio, elija Herramientas y luego Opciones.
2. En el menu Opciones, amplie Kit de herramientas de AWS vy luego seleccione Proxy.

3. En el menu Proxy, defina el Host y el Puerto.

® Note

Para obtener informacion sobre como configurar HTTPS_PROXY desde el AWS CLI,
consulte el AWS CLI tema Uso de un proxy HTTP de la Guia del AWS Command Line
Interfaceusuario.

Cree variables de entorno de Windows para las siguientes claves.

* NODE_OPTIONS = --use-openssl-ca
* NODE_EXTRA_CA_CERTS = Path/To/Corporate/Certs

(@ Note

Para obtener mas informacion sobre la extraccidon de certificados raiz corporativos, consulte
el articulo Exportar un certificado con su clave privada en learn.microsoft.com. Para obtener
informacion detallada sobre las claves de variables del entorno de Windows, consulte la
documentacion de Node.js v23.3.0 en nodejs.org.

Permita la inclusién en la lista y los pasos adicionales

Ademas de interferir con el idioma de los servidores de AWS Toolkit, la configuracion del firewall
puede impedir que Amazon Q cargue en Amazon S3 y llame a la API del servicio. Para minimizar la
posibilidad de que se produzcan estos errores, recomendamos permitir el acceso a Internet de salida
por el puerto 443 (HTTPS) para los siguientes puntos de conexion:

* https://codewhisperer.us-east-1.amazonaws.com/

* https://amazong-code-transformation-us-east-1-
c6160f047e0@.s3.amazonaws.com/
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* https://aws-toolkit-language-servers.amazonaws.com/
* https://q.us-east-1.amazonaws.com
 https://client-telemetry.us-east-1.amazonaws.com

* https://cognito-identity.us-east-1.amazonaws.com

 https://oidc.us-east-1.amazonaws.com

Para obtener una lista detallada de los puntos de conexion, consulte el tema Actualizacion de
firewalls y puertas de enlace para permitir el acceso de esta Guia del usuario. Para obtener
informacion detallada sobre la configuracion de un proxy corporativo para Amazon Q, consulte

el tema Configuracion de un proxy corporativo en Amazon Q de la Guia del usuario de Amazon

Q Developer. Si sigues teniendo problemas con el firewall y el proxy, recopila los registros del
AWS kit de herramientas y ponte en contacto con el AWS Toolkit for Visual Studio equipo a través
de la secciéon de AWS Toolkit for Visual Studio problemas del repositorio. AWS Toolkit for Visual
Studio GitHub Para obtener mas informacion sobre la recopilacion de los registros del AWS kit de
herramientas, consulta la informacion de la seccidén de practicas recomendadas para la solucion de
problemas de este tema de la Guia del usuario.
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Seguridad para AWS Toolkit for Visual Studio

La seguridad en la nube de Amazon Web Services (AWS) es la maxima prioridad. Como cliente

de AWS, se beneficia de una arquitectura de red y un centro de datos que se han disefiado para
satisfacer los requisitos de seguridad de las organizaciones mas exigentes. La seguridad es una
responsabilidad compartida entre AWS usted y usted. En el modelo de responsabilidad compartida,
se habla de “seguridad de la nube” y “seguridad en la nube”:

Seguridad de la nube: AWS se encarga de proteger la infraestructura en la que se ejecutan todos
los servicios que se ofrecen en la AWS nube y de proporcionarle servicios que pueda utilizar de
forma segura. Nuestra responsabilidad en materia de seguridad es nuestra maxima prioridad AWS,
y auditores externos comprueban y verifican periédicamente la eficacia de nuestra seguridad como
parte de los programas de AWS conformidad.

Seguridad en la nube: su responsabilidad viene determinada por el AWS servicio que utilice y otros
factores, como la confidencialidad de sus datos, los requisitos de su organizacién y las leyes y
reglamentos aplicables.

Este AWS producto o servicio sigue el modelo de responsabilidad compartida a través de los
servicios especificos de Amazon Web Services (AWS) a los que da soporte. Para obtener
informacion sobre la seguridad de los AWS servicios, consulte la pagina de documentacion sobre la

seguridad del AWS servicio y AWS los servicios que se encuentran dentro del ambito de aplicacion
de AWS las medidas de conformidad establecidas por el programa de conformidad.

Temas

* Protecciéon de datos en AWS Toolkit for Visual Studio

» Gestion de identidad y acceso

» Validacion de la conformidad de este AWS producto o servicio

» Resiliencia de este AWS producto o servicio

» Seguridad de la infraestructura para este AWS producto o servicio

 Andlisis de configuracion y vulnerabilidad en AWS Toolkit for Visual Studio

Proteccion de datos en AWS Toolkit for Visual Studio

El modelo de responsabilidad AWS compartida modelo se aplica a la proteccion de datos en AWS
Toolkit for Visual Studio con Amazon Q. Como se describe en este modelo AWS , es responsable de
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proteger la infraestructura global en la que se ejecutan todos los Nube de AWS. Eres responsable
de mantener el control sobre el contenido alojado en esta infraestructura. También eres responsable
de las tareas de administracion y configuracion de seguridad para los Servicios de AWS que utiliza.
Para obtener mas informacién sobre la privacidad de los datos, consulte las Preguntas frecuentes
sobre la privacidad de datos. Para obtener informacion sobre la proteccion de datos en Europa,
consulta la publicacién de blog sobre el Modelo de responsabilidad compartida de AWS y RGPD en
el Blog de seguridad de AWS .

Con fines de proteccion de datos, le recomendamos que proteja Cuenta de AWS las credenciales
y configure los usuarios individuales con AWS |IAM Identity Center o AWS Identity and Access
Management (IAM). De esta manera, solo se otorgan a cada usuario los permisos necesarios para
cumplir sus obligaciones laborales. También recomendamos proteger sus datos de la siguiente
manera:

« Utiliza la autenticacion multifactor (MFA) en cada cuenta.

» Se utiliza SSL/TLS para comunicarse con AWS los recursos. Exigimos TLS 1.2 y recomendamos
TLS 1.3.

» Configure la APl y el registro de actividad de los usuarios con AWS CloudTrail. Para obtener
informacion sobre el uso de CloudTrail senderos para capturar AWS actividades, consulte Como
trabajar con CloudTrail senderos en la Guia del AWS CloudTrail usuario.

« Utilice soluciones de AWS cifrado, junto con todos los controles de seguridad predeterminados
Servicios de AWS.

« Utiliza servicios de seguridad administrados avanzados, como Amazon Macie, que lo ayuden a
detectar y proteger los datos confidenciales almacenados en Amazon S3.

 Si necesita modulos criptograficos validados por FIPS 140-3 para acceder a AWS través de una
interfaz de linea de comandos o una API, utilice un punto final FIPS. Para obtener mas informacion
sobre los puntos de conexion de FIPS disponibles, consulta Estandar de procesamiento de la
informacion federal (FIPS) 140-3.

Se recomienda encarecidamente no introducir nunca informacién confidencial o sensible, como

por ejemplo, direcciones de correo electronico de clientes, en etiquetas o campos de formato libre,
tales como el campo Nombre. Esto incluye cuando trabaja con AWS Toolkit con Amazon Q u otro
dispositivo Servicios de AWS mediante la consola, la APl o AWS SDKs. AWS CLI Cualquier dato que
introduzca en etiquetas o campos de formato libre utilizados para los nombres se pueden emplear
para los registros de facturacion o diagnoéstico. Si proporciona una URL a un servidor externo,
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recomendamos encarecidamente que no incluya informacién de credenciales en la URL a fin de
validar la solicitud para ese servidor.

Gestion de identidad y acceso

AWS ldentity and Access Management (IAM) es una herramienta Servicio de AWS que ayuda al
administrador a controlar de forma segura el acceso a los AWS recursos. Los administradores de
IAM controlan quién puede autenticarse (iniciar sesion) y quién puede autorizarse (tener permisos)
para usar los recursos. AWS La IAM es una Servicio de AWS opcidén que puede utilizar sin coste
adicional.

Temas
* Publico

» Autenticacion con identidades

» Administracion del acceso con politicas

» ;Como Servicios de AWS trabajar con IAM

» Solucion de problemas de AWS identidad y acceso

Publico

La forma de usar AWS Identity and Access Management (IAM) varia segun el trabajo en el que se
realice. AWS

Usuario del servicio: si Servicios de AWS solia hacer su trabajo, el administrador le proporcionara las
credenciales y los permisos que necesita. A medida que vaya utilizando mas AWS funciones para
realizar su trabajo, es posible que necesite permisos adicionales. Entender como se administra el
acceso puede ayudarle a solicitar los permisos correctos al administrador. Si no puede acceder a una
funcion de AWS, consulte Solucion de problemas de AWS identidad y acceso o consulte la guia del
usuario de la Servicio de AWS que esta utilizando.

Administrador de servicios: si esta a cargo de AWS los recursos de su empresa, probablemente
tenga acceso total a ellos AWS. Su trabajo consiste en determinar a qué AWS funciones y recursos
deben acceder los usuarios del servicio. Luego, debe enviar solicitudes a su administrador de IAM
para cambiar los permisos de los usuarios de su servicio. Revise la informacion de esta pagina
para conocer los conceptos basicos de IAM. Para obtener mas informacion sobre como su empresa
puede utilizar la IAM AWS, consulte la guia del usuario del Servicio de AWS que esta utilizando.
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Administrador de IAM: si es un administrador de IAM, es posible que quiera conocer mas detalles
sobre como escribir politicas para administrar el acceso a AWS. Para ver ejemplos de politicas AWS
basadas en la identidad que puede utilizar en IAM, consulte la guia del usuario de la Servicio de
AWS que esta utilizando.

Autenticacion con identidades

La autenticacion es la forma de iniciar sesion AWS con sus credenciales de identidad. Debe
autenticarse como usuario de Usuario raiz de la cuenta de AWS IAM o asumir una funcién de IAM.

Puede iniciar sesion como una identidad federada con las credenciales de una fuente de identidad,
como AWS IAM Identity Center (IAM Identity Center), la autenticacion de inicio de sesion unico o las
credenciales. Google/Facebook Para obtener mas informacion sobre el inicio de sesion, consulte
Como iniciar sesion en su Cuenta de AWS en la Guia del usuario de AWS Sign-In .

Para el acceso programatico, AWS proporciona un SDK 'y una CLI para firmar criptograficamente las
solicitudes. Para obtener mas informacion, consulte AWS Signature Version 4 para solicitudes de API
en la Guia del usuario de IAM.

Cuenta de AWS usuario root

Al crear un Cuenta de AWS, se comienza con una identidad de inicio de sesion denominada
usuario Cuenta de AWS raiz que tiene acceso completo a todos Servicios de AWS los recursos.
Recomendamos encarecidamente que no utilice el usuario raiz para sus tareas diarias. Para ver las
tareas que requieren credenciales de usuario raiz, consulte Tareas que requieren credenciales de

usuario raiz en la Guia del usuario de IAM.
Identidad federada

Como practica recomendada, exija a los usuarios humanos que utilicen la federacion con un
proveedor de identidades para acceder Servicios de AWS mediante credenciales temporales.

Una identidad federada es un usuario del directorio empresarial, del proveedor de identidades web
o al Directory Service que se accede Servicios de AWS mediante credenciales de una fuente de
identidad. Las identidades federadas asumen roles que proporcionan credenciales temporales.

Para una administracion de acceso centralizada, recomendamos AWS IAM Identity Center. Para
obtener mas informacion, consulte ; Qué es el Centro de identidades de IAM? en la Guia del usuario
de AWS |IAM ldentity Center .
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Usuarios y grupos de IAM

Un usuario de IAM es una identidad que dispone de permisos especificos para una sola persona
o aplicacién. Recomendamos usar credenciales temporales en lugar de usuarios de IAM con
credenciales a largo plazo. Para obtener mas informacién, consulte Exigir a los usuarios humanos

que utilicen la federacién con un proveedor de identidad para acceder AWS mediante credenciales
temporales en la Guia del usuario de IAM.

Un grupo de |IAM especifica una coleccion de usuarios de IAM y facilita la administracion de permisos
para grandes conjuntos de usuarios. Para obtener mas informacion, consulte Casos de usos para
usuarios de IAM en la Guia del usuario de IAM.

Roles de |IAM

Un rol de IAM es una identidad con permisos especificos que proporciona credenciales temporales.
Puede asumir un rol cambiando de un rol de usuario a uno de IAM (consola) o llamando a una AWS
CLI operacion de AWS API. Para obtener mas informacién, consulte Métodos para asumir un rol en
la Guia del usuario de IAM.

Las funciones de IAM son utiles para el acceso de usuarios federados, los permisos de usuario

de IAM temporales, el acceso entre cuentas, el acceso entre servicios y las aplicaciones que se
ejecutan en Amazon. EC2 Para obtener mas informacién, consulte Acceso a recursos entre cuentas
en IAM en la Guia del usuario de IAM.

Administraciéon del acceso con politicas

AWS Para controlar el acceso, puede crear politicas y adjuntarlas a identidades o recursos. AWS
Una politica define los permisos cuando estan asociados a una identidad o un recurso. AWS evalua
estas politicas cuando un director hace una solicitud. La mayoria de las politicas se almacenan AWS
como documentos JSON. Para obtener mas informacion sobre los documentos de politica JSON,
consulte Informacion general de politicas de JSON en la Guia del usuario de IAM.

Mediante las politicas, los administradores especifican quién tiene acceso a qué, definiendo qué
entidad principal puede realizar acciones sobre qué recursos y en qué condiciones.

De forma predeterminada, los usuarios y los roles no tienen permisos. Un administrador de IAM crea
politicas de IAM y las agrega a roles, que los usuarios pueden asumir posteriormente. Las politicas
de IAM definen permisos independientemente del método que se utilice para realizar la operacion.
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Politicas basadas en identidades

Las politicas basadas en identidad son documentos de politica de permisos JSON que asocia a

una identidad (usuario, grupo o rol). Estas politicas controlan qué acciones pueden realizar las
identidades, en qué recursos y en qué condiciones. Para obtener mas informacion sobre como crear
una politica basada en la identidad, consulte Definicion de permisos de |IAM personalizados con
politicas administradas por el cliente en la Guia del usuario de IAM.

Las politicas basadas en identidad pueden ser politicas insertadas (incrustadas directamente en una
sola identidad) o politicas administradas (politicas independientes asociadas a varias identidades).
Para obtener mas informacién sobre cédmo elegir una politica administrada o una politica insertada,
consulte Elegir entre politicas administradas y politicas insertadas en la Guia del usuario de IAM.

Politicas basadas en recursos

Las politicas basadas en recursos son documentos de politicas JSON que se asocian a un recurso.
Los ejemplos incluyen politicas de confianza de roles de IAM y politicas de bucket de Amazon S3.
En los servicios que admiten politicas basadas en recursos, los administradores de servicios pueden
utilizarlos para controlar el acceso a un recurso especifico. Debe especificar una entidad principal en
una politica basada en recursos.

Las politicas basadas en recursos son politicas insertadas que se encuentran en ese servicio. No
puedes usar politicas AWS gestionadas de IAM en una politica basada en recursos.

Listas de control de acceso () ACLs

Las listas de control de acceso (ACLs) controlan qué responsables (miembros de la cuenta, usuarios
o roles) tienen permisos para acceder a un recurso. ACLs son similares a las politicas basadas en
recursos, aunque no utilizan el formato de documento de politicas JSON.

Amazon S3 y Amazon VPC son ejemplos de servicios compatibles. AWS WAF ACLs Para obtener
mas informacion ACLs, consulte la descripcion general de la lista de control de acceso (ACL) en la
Guia para desarrolladores de Amazon Simple Storage Service.

Otros tipos de politicas

AWS admite tipos de politicas adicionales que pueden establecer los permisos maximos otorgados
por los tipos de politicas mas comunes:
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» Limites de permisos: establecen los permisos maximos que una politica basada en identidad
puede conceder a una entidad de IAM. Para obtener mas informacion, consulte Limites de
permisos para las entidades de IAM en la Guia del usuario de IAM.

 Politicas de control de servicios (SCPs): especifican los permisos maximos para una organizacion
o unidad organizativa en AWS Organizations. Para obtener mas informacion, consulte Politicas de
control de servicios en la Guia del usuario de AWS Organizations .

* Politicas de control de recursos (RCPs): establece los permisos maximos disponibles para los
recursos de tus cuentas. Para obtener mas informacioén, consulte Politicas de control de recursos
(RCPs) en la Guia del AWS Organizations usuario.

 Politicas de sesiodn: politicas avanzadas que se transfieren como parametro cuando se crea
una sesiéon temporal para un rol o un usuario federado. Para obtener mas informacion, consulte
Politicas de sesion en la Guia del usuario de IAM.

Varios tipos de politicas

Cuando se aplican varios tipos de politicas a una solicitud, los permisos resultantes son mas
complicados de entender. Para saber como se AWS determina si se debe permitir una solicitud
cuando se trata de varios tipos de politicas, consulte la I6gica de evaluacion de politicas en la Guia

del usuario de |IAM.

¢, Como Servicios de AWS trabajar con IAM

Para obtener una vision general de como Servicios de AWS trabajar con la mayoria de las funciones
de IAM, consulte AWS los servicios que funcionan con IAM en la Guia del usuario de IAM.

Para obtener informacion sobre como utilizar una funcion especifica Servicio de AWS con IAM,
consulte la seccion de seguridad de la guia del usuario del servicio correspondiente.

Solucién de problemas de AWS identidad y acceso

Utilice la siguiente informacién como ayuda para diagnosticar y solucionar los problemas habituales
que pueden surgir al trabajar con un AWS IAM.

Temas

» No estoy autorizado a realizar ninguna accion en AWS

» No estoy autorizado a realizar tareas como: PassRole

» Quiero permitir que personas ajenas a mi accedan Cuenta de AWS a mis AWS recursos
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No estoy autorizado a realizar ninguna accion en AWS

Si recibe un error que indica que no tiene autorizacion para realizar una accion, las politicas se
deben actualizar para permitirle realizar la accion.

En el siguiente ejemplo, el error se produce cuando el usuario de IAM mateojackson intenta utilizar
la consola para consultar los detalles acerca de un recurso ficticio my-example-widget, pero no
tiene los permisos ficticios awes: GetWidget.

User: arn:aws:iam::123456789012:user/mateojackson is not authorized to perform:
awes:GetlWidget on resource: my-example-widget

En este caso, la politica del usuario mateojackson debe actualizarse para permitir el acceso al
recurso my-example-widget mediante la accion awes: GetWidget.

Si necesita ayuda, pongase en contacto con su AWS administrador. El administrador es la persona
que le proporciond las credenciales de inicio de sesion.

No estoy autorizado a realizar tareas como: PassRole

Si recibe un error que indica que no tiene autorizacion para realizar la accion iam:PassRole, las
politicas deben actualizarse a fin de permitirle pasar un rol a AWS.

Algunas Servicios de AWS permiten transferir una funcion existente a ese servicio en lugar de crear
una nueva funcion de servicio o una funcién vinculada a un servicio. Para ello, debe tener permisos
para transferir la funcion al servicio.

En el siguiente ejemplo, el error se produce cuando un usuario de IAM denominado marymajor
intenta utilizar la consola para realizar una accién en AWS. Sin embargo, la accion requiere que el
servicio cuente con permisos que otorguen un rol de servicio. Mary no tiene permisos para transferir
el rol al servicio.

User: arn:aws:iam::123456789012:user/marymajor is not authorized to perform:
iam:PassRole

En este caso, las politicas de Mary se deben actualizar para permitirle realizar la accion
iam:PassRole.

Si necesita ayuda, pongase en contacto con su AWS administrador. EI administrador es la persona
que le proporciond las credenciales de inicio de sesion.
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Quiero permitir que personas ajenas a mi accedan Cuenta de AWS a mis AWS
recursos

Se puede crear un rol que los usuarios de otras cuentas o las personas externas a la organizacion
puedan utilizar para acceder a sus recursos. Se puede especificar una persona de confianza para
que asuma el rol. En el caso de los servicios que respaldan las politicas basadas en recursos o
las listas de control de acceso (ACLs), puedes usar esas politicas para permitir que las personas
accedan a tus recursos.

Para obtener mas informacién, consulte lo siguiente:

» Para saber si AWS es compatible con estas funciones, consulte. ; Como Servicios de AWS
trabajar con IAM

» Para obtener informacion sobre como proporcionar acceso a los recursos de su Cuentas de AWS
propiedad, consulte Proporcionar acceso a un usuario de IAM en otro usuario de su propiedad
Cuenta de AWS en la Guia del usuario de IAM.

» Para obtener informacion sobre como proporcionar acceso a tus recursos a terceros Cuentas de
AWS, consulta Como proporcionar acceso a recursos que Cuentas de AWS son propiedad de
terceros en la Guia del usuario de IAM.

» Para obtener informacion sobre como proporcionar acceso mediante una federacion de
identidades, consulte Proporcionar acceso a usuarios autenticados externamente (federacion de
identidades) en la Guia del usuario de IAM.

» Para conocer sobre la diferencia entre las politicas basadas en roles y en recursos para el acceso

entre cuentas, consulte Acceso a recursos entre cuentas en |AM en la Guia del usuario de IAM.

Validacién de la conformidad de este AWS producto o servicio

Para saber si un programa de cumplimiento Servicio de AWS esta dentro del ambito de aplicacion
de programas de cumplimiento especificos, consulte Servicios de AWS Alcance por programa de de
cumplimiento y elija el programa de cumplimiento que le interese. Para obtener informacion general,
consulte Programas de AWS cumplimiento > Programas AWS .

Puede descargar informes de auditoria de terceros utilizando AWS Artifact. Para obtener mas
informacion, consulte Descarga de informes en AWS Artifact .

Su responsabilidad de cumplimiento al Servicios de AWS utilizarlos viene determinada por
la confidencialidad de sus datos, los objetivos de cumplimiento de su empresa y las leyes y
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reglamentos aplicables. Para obtener mas informacion sobre su responsabilidad de conformidad al
utilizarlos Servicios de AWS, consulte AWS la documentacion de seguridad.

Este AWS producto o servicio sigue el modelo de responsabilidad compartida a través de los

servicios especificos de Amazon Web Services (AWS) a los que da soporte. Para obtener
informacion sobre la seguridad de los AWS servicios, consulte la pagina de documentacion sobre la

seguridad del AWS servicio y AWS los servicios que se encuentran dentro del ambito de aplicacion

de AWS las medidas de conformidad establecidas por el programa de conformidad.

Resiliencia de este AWS producto o servicio

La infraestructura AWS global se basa en Regiones de AWS zonas de disponibilidad.

Regiones de AWS proporcionan varias zonas de disponibilidad aisladas y separadas fisicamente,
que estan conectadas mediante redes de baja latencia, alto rendimiento y alta redundancia.

Con las zonas de disponibilidad, puede disenar y utilizar aplicaciones y bases de datos que realizan
una conmutacion por error automatica entre las zonas sin interrupciones. Las zonas de disponibilidad
tienen una mayor disponibilidad, tolerancia a errores y escalabilidad que las infraestructuras
tradicionales de uno o varios centros de datos.

Para obtener mas informacién sobre AWS las regiones y las zonas de disponibilidad, consulte
Infraestructura global. AWS

Este AWS producto o servicio sigue el modelo de responsabilidad compartida a través de los

servicios especificos de Amazon Web Services (AWS) a los que da soporte. Para obtener
informacion sobre la seguridad de los AWS servicios, consulte la pagina de documentacion sobre la

seguridad del AWS servicio y AWS los servicios que se encuentran dentro del ambito de aplicacion

de AWS las medidas de conformidad establecidas por el programa de conformidad.

Seguridad de la infraestructura para este AWS producto o servicio

Este AWS producto o servicio utiliza servicios gestionados vy, por lo tanto, esta protegido por la
seguridad de la red AWS global. Para obtener informacién sobre los servicios AWS de seguridad y
como se AWS protege la infraestructura, consulte Seguridad AWS en la nube. Para disefar su AWS

entorno utilizando las mejores practicas de seguridad de la infraestructura, consulte Proteccion de

infraestructuras en un marco de buena AWS arquitectura basado en el pilar de la seguridad.

Utiliza las llamadas a la APl AWS publicadas para acceder a este AWS producto o servicio a través
de la red. Los clientes deben admitir lo siguiente:
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» Seguridad de la capa de transporte (TLS). Exigimos TLS 1.2 y recomendamos TLS 1.3.

» Conjuntos de cifrado con confidencialidad directa total (PFS) como DHE (Ephemeral Diffie-
Hellman) o ECDHE (Elliptic Curve Ephemeral Diffie-Hellman). La mayoria de los sistemas
modernos como Java 7 y posteriores son compatibles con estos modos.

Ademas, las solicitudes deben estar firmadas mediante un ID de clave de acceso y una clave de
acceso secreta que esté asociada a una entidad principal de IAM. También puedes utilizar AWS
Security Token Service (AWS STS) para generar credenciales de seguridad temporales para firmar
solicitudes.

Este AWS producto o servicio sigue el modelo de responsabilidad compartida a través de los
servicios especificos de Amazon Web Services (AWS) a los que da soporte. Para obtener
informacion sobre la seguridad de los AWS servicios, consulte la pagina de documentacion sobre la

seguridad del AWS servicio y AWS los servicios que se encuentran dentro del ambito de aplicacion
de AWS las medidas de conformidad establecidas por el programa de conformidad.

Analisis de configuracion y vulnerabilidad en AWS Toolkit for Visual
Studio

El Kit de herramientas para Visual Studio se publica en Visual Studio Marketplace a medida que
se desarrollan nuevas caracteristicas o correcciones. Estas actualizaciones a veces incluyen
actualizaciones de seguridad, por lo que es importante mantener actualizado AWS Toolkit with
Amazon Q.

Para comprobar que las actualizaciones automaticas de las extensiones estén habilitadas:

1. Abra el administrador de extensiones seleccionando Herramientas, Extensiones y
actualizaciones (Visual Studio 2017) o Extensiones, Administrar extensiones (Visual Studio
2019).

2. Seleccione Cambiar la configuracion de extensiones y actualizaciones (Visual Studio 2017) o
Cambiar la configuracion de extensiones (Visual Studio 2019).

3. Ajuste la configuracién de su entorno.

Si decide deshabilitar las actualizaciones automaticas de extensiones, asegurese de comprobar
si hay actualizaciones del Kit de herramientas de AWS con Amazon Q cada cierto tiempo, segun
precise su entorno.
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Historial de revision de la Guia del usuario de AWS Toolkit
for Visual Studio

Historial del documento

En la siguiente tabla se describen cambios recientes importantes en la Guia del usuario de
AWS Toolkit for Visual Studio. Para obtener notificaciones sobre las actualizaciones de esta
documentacion, puede suscribirse a una fuente RSS.

Cambio Descripcién Fecha
Novedades del contenido del Se han realizado actualiza 24 de abril de 2025
tutorial de introduccion ciones en las secciones

Introduccion y Conectarse

al contenido de AWS para
reflejar los cambios realizados
en la interfaz de usuario.

Actualizacién de firewalls Listas de puntos de conexion 20 de marzo de 2025
y puertas de enlace para y recursos que deben estar
permitir el acceso permitidos en la lista para

acceder a todos los servicios
y caracteristicas en el AWS
Toolkit for Visual Studio con
Amazon Q para las extension

es.

Solucién de problemas con la Se agregd6 un nuevo tema de 15 de diciembre de 2024
configuracion del firewall y el solucion de problemas que
rox aborda la configuracioén del

firewall y el proxy para el AWS
Toolkit for Visual Studio y

Amazon Q.
Actualizacion de soluciéon de Actualizar el contenido del 20 de noviembre de 2024
problemas de la instalacion problema de instalacién para
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Novedades del contenido del

tutorial de introduccion

Actualizaciones de la conexién

a AWS

Actualizaciones del contenido
de la AMI de Amazon EC2

No se pudieron inicializar
los componentes del Kit de
herramientas de AWS

Visualizacion y filtrado de
escaneos de seguridad de
Amazon Q

Amazon Q para AWS Toolkit
for Visual Studio

tener en cuenta una actualiza
cion de Microsoft.

Se han realizado actualiza
ciones en las secciones
Introduccion y Conectarse

al contenido de AWS para
reflejar los cambios realizados
en la interfaz de usuario.

Actualizaciones realizadas en

la conexién al contenido AWS.

Se han realizado actualiza
ciones de contenido para
documentar los cambios en el
proceso y los procedimientos
de la AMI de Amazon EC2.

Se agreg6 un tema de
solucion de problemas
para abordar los problemas
relacionados con los
componentes AWS Toolkit
for Visual Studio que no se
inicializan.

Se ha afadido un tema de
solucion de problemas para
facilitar la visualizacion y el
filtrado de los analisis de
seguridad de Amazon Q.

Amazon Q ya esta disponibl
e para las AWS Toolkit for
Visual Studio.

24 de octubre de 2024

26 de septiembre de 2024

13 de septiembre de 2024

13 de septiembre de 2024

31 de julio de 2024

30 de junio de 2024
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Actualizaciones y mantenimi

ento de contenido

Actualizaciones y mantenimi

ento de contenido

Actualizaciones y mantenimi

ento de contenido

Actualizaciones y mantenimi

ento de contenido

Actualizaciones y mantenimi

ento de contenido

Actualizacion del contenido
para adaptarlo a los cambios
en la interfaz de usuario y en
las directrices de estilo de
AWS.

Actualizacion del contenido
para adaptarlo a los cambios
en la interfaz de usuario y en
las directrices de estilo de
AWS.

Actualizacion del contenido
para adaptarlo a los cambios
en la interfaz de usuario y en
las directrices de estilo de
AWS.

Actualizacion del contenido
para adaptarlo a los cambios
en la interfaz de usuario y en
las directrices de estilo de
AWS.

Actualizacion del contenido
para adaptarlo a los cambios
en la interfaz de usuario y en
las directrices de estilo de
AWS.

6 de marzo de 2024

6 de marzo de 2024

6 de marzo de 2024

6 de marzo de 2024

6 de marzo de 2024
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Actualizaciones de configura

cion y autenticacion

Autenticacion y acceso

Actualizaciones de las
secciones y temas de

configuracion

Actualizaciones de las
secciones y temas de

configuracion

Se han actualizado los temas
de configuracion y autentica
cion para mejorar la seguridad
y la experiencia de incorpora
cion del kit de herramien

tas. Consulte las tablas de
contenidos de los temas
Introduccion y Autenticacion y
acceso para ver los cambios.

Proporcionar credenciales de
AWS ahora es Autenticacion

y acceso. Se ha refactorizado
la tabla de contenidos y los
subtemas para cumplir con los
requisitos de estilo y seguridad
de AWS.

Se han actualizado las
secciones y temas de
Configuracion del AWS Toolkit
for Visual Studio de esta Guia

del usuario para mejorar la
experiencia de incorporacion
del AWS Toolkit for Visual
Studio.

Se han actualizado las
secciones y temas de
Configuracion del AWS Toolkit
for Visual Studio de esta Guia

del usuario para mejorar la
experiencia de incorporacion
del AWS Toolkit for Visual
Studio.

22 de junio de 2023

4 de mayo de 2023

30 de enero de 2023

30 de enero de 2023
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Se ha agregado informaci
on sobre el AWS Toolkit for
Visual Studio 2022

Actualizaciones de la guia de

Publicar en AWS

Actualizaciones en el titulo y
reubicacion

Implementacién en AWS:
actualizaciones de titulos y
contenido

Se ha agregado soporte para
Visual Studio 2022 en el AWS
Toolkit for Visual Studio.

La actualizacion de la
documentacion refleja los
cambios efectuados en el
servicio para el lanzamiento
en GA.

Se han llevado a cabo
pequenos cambios en el
titulo para reflejar mejor el
contenido. Ahora, la guia
de se encuentra en la guia
Publicacion en AWS.

La seccion de la guia titulada
anteriormente Implementacion
mediante el Kit de herramien
tas de AWS, tiene una tabla
de contenido (TOC) actualiza
da y ahora se titula: Implement
acion en AWS. Las siguientes
guias han dejado de estar en
desuso y ya no estan disponibl
es: Implementaciéon en Elastic
Beanstalk (heredada) e
Implementacién en AWS
CloudFormation (heredada).
El contenido actualizado sobre
la implementacién en Elastic
Beanstalk y Cloudformation

se encuentra en la tabla de
contenido (TOC) actualizada
de esta guia.

20 de diciembre de 2022

6 de julio de 2022

6 de julio de 2022

6 de julio de 2022
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Ahora, Implementacion de una
aplicacion de ASP.NET Core
2.0 en ECS (Fargate) es una
guia heredada

Ahora, Implementacion de una
aplicacion ASP.NET ((NET
Core) es una guia heredada

Ahora, Implementacion de una

aplicacion ASP.NET ((NET
Core) es una guia heredada

Esta documentacion hace
referencia a servicios y
caracteristicas heredados
. Para obtener guias y
contenido actualizados,

consulte la guia de herramien

tas de implementacion

de .NET para AWS y la Tabla
de contenido actualizada de
Implementacién en AWS.

Esta documentacion hace
referencia a servicios y
caracteristicas heredados
. Para obtener guias y
contenido actualizados,

consulte la guia de herramien

tas de implementacion

de .NET para AWS y la Tabla
de contenido actualizada de
Implementacién en AWS.

Esta documentacion hace
referencia a servicios y
caracteristicas heredados
. Para obtener guias y
contenido actualizados,

consulte la guia de herramien

tas de implementacion

de .NET para AWS y la Tabla
de contenido actualizada de
Implementacién en AWS.

6 de julio de 2022

6 de julio de 2022

6 de julio de 2022
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Nuevo tema de la guia: Uso
de Registros de CloudWatch
en Visual Studio

Nuevo tema de la guia:
Configuracion de la integraci
on de Registros de CloudWatc
h para Visual Studio

Integracion de Registros de
Amazon CloudWatch para
Visual Studio

Publicar en AWS

La nueva version de Publicar
en AWS esta disponible para
su vista previa

Se ha creado una nueva
descripcion general para la
guia Integracion de Registros
de Amazon CloudWatch en
Visual Studio.

Se ha creado una nueva
seccion de configuracion
para la guia Integracion

de Registros de Amazon
CloudWatch en Visual Studio.

Se ha creado una nueva

guia para la integracion

de Registros de Amazon
CloudWatch en Visual Studio,
que incluye los siguientes
temas: Configuracion inicial
de Registros de CloudWatch
para Visual Studio y Uso de
Registros de CloudWatch en
Visual Studio.

Publicar en AWS ya no esta
en modo de vista previa. Se
actualiza para reflejar los
cambios en la interfaz de
usuario y las mejoras en las
sugerencias de publicacion.

Se ha mejorado la experienc
ia de implementacion para
proporcionar orientacion sobre
qué servicio de AWS es el
adecuado para su aplicacion.

29 de junio de 2022

29 de junio de 2022

29 de junio de 2022

1 de junio de 2022

21 de octubre de 2021
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Soporte de SSO y MFA para
credenciales de AWS

Proyecto basico de AWS
Lambda: creacion de una
imagen de Docker

Contenido de seguridad

Proporcionar credenciales de
AWS

Uso del proyecto AWS
Lambda en el Kit de herramien
tas de AWS para Visual Studio

Tutorial: creacion de una

aplicacion de Lambda con

Amazon Rekognition

Tutorial: creacion y prueba de

una aplicacion sin servidor con
AWS Lambda

Se ha actualizado para
documentar la nueva
compatibilidad con el inicio
de sesion unico de AWS (IAM
Identity Center) y la autentica
cion multifactorial en las
credenciales de AWS.

Se ha anadido compatibilidad
con imagenes del contenedor
de Lambda.

Se ha anadido contenido de
seguridad.

Se ha actualizado con
informacion sobre la creacion
de perfiles de credenciales
en el archivo compartido
credentials de AWS.

Se ha anadido compatibilidad
con Visual Studio 2019 al Kit
de herramientas de AWS para
Visual Studio.

Se ha anadido compatibilidad
con Visual Studio 2019 al Kit
de herramientas de AWS para
Visual Studio.

Se ha anadido compatibilidad
con Visual Studio 2019 al Kit
de herramientas de AWS para
Visual Studio.

21 de abril de 2021

1 de diciembre de 2020

6 de febrero de 2020

20 de junio de 2019

28 de marzo de 2019

28 de marzo de 2019

28 de marzo de 2019
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Configuracion del AWS Toolkit
for Visual Studio

Implementacion de una
aplicacion de ASP.NET Core

2.0 (Fargate)

Implementacion de una
aplicacion de ASP.NET Core

2.0 (EC2)

Creacién de un proyecto de
plantilla de AWS CloudForm
ation en Visual Studio

Vistas detalladas de Container

Service

Implementacion en Amazon
EC2 Container Service

Se ha agregado soporte para
Visual Studio 2019 en el AWS
Toolkit for Visual Studio.

Se ha anadido compatibilidad
con Visual Studio 2019 al Kit
de herramientas de AWS para
Visual Studio.

Se ha anadido compatibilidad
con Visual Studio 2019 al Kit
de herramientas de AWS para
Visual Studio.

Se ha anadido compatibilidad
con Visual Studio 2019 al Kit
de herramientas de AWS para
Visual Studio.

Se ha anadido informacién
sobre las vistas detalladas

de los clusteres y repositor
ios de contenedores de
Amazon Elastic Container
Service proporcionados por el
Explorador de AWS.

Se ha agregado informaci
6n sobre la implementacion
en Amazon EC2 Container
Service.

28 de marzo de 2019

28 de marzo de 2019

28 de marzo de 2019

28 de marzo de 2019

16 de febrero de 2018

16 de febrero de 2018
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Implementacion de Container

Service mediante Fargate

Implementacion de Container

Service mediante EC2

Credenciales para implement
ar en Amazon EC2 Container
Service

Se agrego6 informacién sobre 16 de febrero de 2018
coémo implementar una

aplicaciéon ASP.NET Core 2.0

en contenedor dirigida a Linux

a través de Amazon ECS

utilizando el tipo de lanzamien

to Fargate.

Se ha anadido informacién 16 de febrero de 2018
sobre como implementar una

aplicacion ASP.NET Core

2.0 en contenedores dirigida

a Linux a través de Amazon

ECS mediante el tipo de

lanzamiento de EC2.

Se ha agregado informacion 16 de febrero de 2018
acerca de como especificar

credenciales al implementar

en Amazon EC2 Container

Service.
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Las traducciones son generadas a través de traduccién automatica. En caso de conflicto entre la
traduccioén y la version original de inglés, prevalecera la version en inglés.
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